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Statements
This CP fully or partially supports the following standards:

RFC3647: Internet X.509 Public Key Infrastructure - Certificate Policy and
Certification Practices Framework

RFC6960: Internet X.509 Public Key Infrastructure - Online Certificate Status
Protocol - OCSP

ITU-T X.509 V3 (1997): Information Technology - Open System Interconnection -
Catalog: Certification Framework

RFC5280: Internet X.509 Public Key Infrastructure Certificate and Certificate
Revocation List (CRL) Profile

CA/Browser Forum BR-v2.1.5: CA/Browser Forum Baseline Requirements for the
Issuance and Management of Publicly-Trusted Certificates

CA/Browser Forum EV Guidelines-v2.0.1: CA/Browser Forum Guidelines For The
Issuance And Management Of Extended Validation Certificates

CA/Browser Forum Code Signing BR-v.3.9: CA/Browser Forum Baseline
Requirements for the Issuance and Management of Publicly-Trusted Code Signing
Certificates

A CP EHMIRR BRI (R ITHAH TV, S IHEIREHE7E www.bjca.cn

K3k & WebTrust 4835 Wb #7470 .

This CP has been submitted to an independent auditor for assessment. The audit report
will be published on website “www.bjca.cn” and repository hosting WebTrust reports.
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without written authorization.
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1. ¥EFEMEH A Introduction
1.1853AK Overview

1.1.1 /A=) fa 41 Company Profile

IEREEFZINER D BR/AS (Beijing Certificate Authority Co.,Ltd., f&#RBICA
HBMFIANE") F2001F 2B FRZE, 2RE. 2ENBEFINMERSYIME,
EEMRBPEARLNETWHESAIBMA B FINERS TR RO L
FALSN ., HFINELATER (REARKEMERFERZE)Y . (EFINER

Q

IE) MBEXRMBXEENE, ARPREEFILBHB. Mk, F4.

5EE

S

i

Eif. KIEFRS, HFRBEMUPKEAR, HFIEBNARRIRONEARER
RITR, ABRTHES. BTHS. DU EEMNERE. TENEERE. 2019
F, BHFNERSEF L EWebTrustE iR 2 £ FRITINELE, FENEFRRE
HHIZEEEMARSZAKFE, AAFREERUHEFINERS

Since February 2001, Beijing Certificate Authority Co., Ltd. (referred to as “BJCA”,
or “#¥4 1\ E”) has started operation as an authoritative and impartial certification
authority and is one of industry leaders to be licensed as an electronic certification
service provider by the Ministry of Industry and Information Technology of the
People's Republic of China. Complying with the requirements and relevant
regulations of Electronic Signature Law of the People's Republic of China and
Measures for the Administration of Electronic Certification Services, BICA provides
users with digital certificate application, issuance, filing, inquiry, abolition and other
services, and through the application security solutions with PKI technology and
digital certificate application technology as the core, it builds a secure and reliable
environment for e-government, e-commerce and enterprise informatization. In 2019,
BJCA began to implement enhancements in the control environment for compliance
with WebTrust Principles and Criteria for Certification Authorities. We aim to
provide users with global electronic certification services -characterized by
internationally standardized operation management and service levels.
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1.1.2 UEBKMEE Certificate Policy

A GEBEKEEY (EFRCP) BIEREFINERMDBRA S EIKINEAERILE
BRESHIKREFER, EATHREHRAKR CAYNEAMEENESINIERIIER
BXSE5EE. AHE. Tk BE. £H. EFH. BEEIEBEXNTERS
HEW S EEMEAR ENERAE. XEZRNAEEE—EBEEER CAN
MSEEA—EE BNE—RNUE, RIPAR CAYIMERINERRIERRSNEE
MHTEN, FAEENEKNERRRENEBRBEEIER. KA CPIFAE
A CAYMBMES ST ZEAEERMNIL, KN CAYIMMZESETTZ BRI X
FSIREMAN ZBEZNE LDV
This Certificate Policy (“CP”) is a policy statement of the certificate service in the
global certification system of Beijing Certificate Authority Co., Ltd., which applies to
all global certification system certificates that are issued and managed by this CA and
related participants. It formulates business, legal, and technical requirements and
specifications for the approval, issuance, management, use, renewal, revocation of
certificates and related trusted services. These requirements and specifications include
a complete set of rules that are consistently applicable within the scope of this CA,
protecting the security and integrity of the certificate services of CA's global
certification system, and thus providing a trusted assurance throughout the global
certification structure. This CP is not a legal agreement between the CA and the

participants. The rights and obligations between the CA and the participants depend
on the various agreements signed between them.

A CP & 1@ WebTrust E Fx #r £ K& CA/Browser 12 Ix & 75 B9 { Baseline
Requirements for the Issuance and Management of Publicly-Trusted Certificates )
(f&a] #R “Baseline Requirements”) . { Network and Certificate System Security
Requirements) (EF#R‘NCSSR”) . {Guidelines For The Issuance And Management
Of Extended Validation Certificates ) ( fa&] #% “EV Guidelines”) . ¢ Baseline
Requirements for the Issuance and Management of Publicly-Trusted Code

Signing Certificates) (f&E#R“Code Signing Baseline Requirements”) X% {Adobe
18
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Approved Trust List Technical Requirements ) ( f& R “ AATL Technical
Requirements”) B#TARANZEK, 77 E B BX MARAEA R BB T2 TEAH" (Internet
Engineering Task Force) #IEH RFC3647 { EEEM X.509 A$AEMIEME-IEHE
BRAEPB WV SERIESR) . UEFENRLMETRA GB/T 26855-2011 {fFEZR
SRANPEMREIE BRI SINMEL S FHRER) NEMFTINAER, FiRE
FEREERENNA CATMNZEERFETELHIRE.

This CP follows the WebTrust International Standard and the requirements of the
latest versions of Baseline Requirements for the Issuance and Management of
Publicly-Trusted Certificates ("Baseline Requirements" for short), Network and
Certificate System Security Requirements ("NCSSR" for short), Guidelines For The
Issuance And Management Of Extended Validation Certificates ("EV Guidelines" for
short), Baseline Requirements for the Issuance and Management of Publicly-Trusted
Code Signing Certificates ("Code Signing Baseline Requirements" for short) issued
by the International CA/Browser Forum and Adobe Approved Trust List Technical
Requirements ("AATL Technical Requirements" for short), meets the requirements of
the RFC3647 Internet X.509 Public Key Infrastructure - Certificate Policy and
Certification Practices Framework developed by "Internet Engineering Task Force"
and the structure and content requirements of the People's Republic of China standard
GB/T 26855-2011 Information Security Technology - Public Key Infrastructure -
Certificate Policy and Certification Practice Statement Framework, and conducts
appropriate changes in accordance with Chinese laws and regulations and the
operational requirements of this CA.

ERBFINERNBERASEA—MEBRSHIAE (CA) , AR CP AR
THRIEBMPRIER, FRITAIER. B TARMKREMY ASEE, 1EAIE
PEHAEANIT AT UMERIERHITNZE R 2 FRIP. RBEE. XEEE. N
B&. SMANEFRARNEA. KBTI RER CP RXTHRBITHNFER, R
ERABFEE—KILER. ERBFMERNERASEIRIMEERE FIMELSFHR
W (CPS) ##XA CP AR, HHERTIERBFINERNBERASEALT
INERRS MM IR AHE BN R BN EE. RIEFRERER. FrER CAHMY

EIINEFFRIEB AT P RARB T S5 RA CP X8k CPS KIHLE, RENIE
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As a certificate service authority (CA), Beijing Certificate Authority Co., Ltd.
generates Root CA Certificates and Subordinate CA Certificates under the constraints
of this CP and issues Subscriber Certificates. Depending on the different types and
scopes of application, subscribers who are the certificate holders can use certificates
for different applications such as network site security, code signing, document
signing, time-stamping and identity authentication. The relying party decides whether
to trust a certificate in accordance with the obligations of the relying party in this CP.
The Certification Practice Statement (CPS) in the global certification system of
Beijing Certificate Authority Co., Ltd. is subject to the constraints of this CP, and
elaborates on how Beijing Certificate Authority Co., Ltd. provides certificates and
corresponding management, operation and safeguard measures as a CA. All
subscribers and relying parties of the CA's global certification system certificates shall
determine the use and trust of a certificate by reference to the provisions of this CP
and related CPS.

K CP Z2EIIAMEARIEBHIRS RS, A CAYMIZEA CP HlE CPS, RA
FZIRR CP R 4H5< CPS #HTIEBRRSEHIEL R, 1T/, K77 R H b8 L 3%

BRAK CP RABX CPS REMIERMEM. FEFETHERIXS.

This CP is the supreme policy of the Global Certification System certificates issued
by this Company. The CA formulates the CPS according to this CP, and the RA
performs certificate service application identification according to this CP and related
CPS, and the subscriber, relying party and other related entities decide the usage
trustworthiness of certificates according to this CP and related CPS and fulfill related
obligations.

1.1.3 WEBIEZFR Z2H Certificate System Architecture

AKCPHMIEREERST 6 NMEIER, 754 BICA Global Root CAL IE
(RSA) . BIJCA Global Root CA2 iE3 (ECC) . BJCA Global Root CA3 iFF (RSA) .
BICA Global Root CA5 G2 if# (RSA) . BICA Global Root CA6 G2 JEH (RSA) .

BJCA Global Root CA7 G2 if# (RSA) . /MR CA TIRFLE CAZERITFIEH.

The certificate system in this CP has six Root CA Certificates, namely BJCA Global
Root CAL certificate (RSA), BICA Global Root CA2 certificate (ECC), BICA Global
Root CA3 certificate (RSA), BICA Global Root CA5 G2 certificate (RSA), BICA
Global Root CA6 G2 certificate (RSA) and BJCA Global Root CA7 G2 certificate
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(RSA). Each Root CA Certificate has a Subordinate CA Certificate issuing Subscriber

Certificates.

1) BICA Global Root CA1 (RSA)

RIEH FERIEH TTPIEBER
Root CA Subordinate CA Entity Certificate Types
BICAEV SSL CALl EV SSL
BIJCA OV SSL CA1 OV SSL
BIJCATV SSL CA1l IV SSL
BICA DV SSL CA1l DV SSL
BJCA Global Root CA1 BICAEV SSL CA1 G2 EV SSL
BJCA OV SSL CA1 G2 OV SSL
BJCATV SSL CA1 G2 IV SSL
BICA DV SSL CA1 G2 DV SSL
BJCA TimeStamp CA1 OV TimeStamp

BJCA Global Root CA1 JIE BRI ZFILE L A RSA, IREBFAKE N 4096-bit, T

B9 MNRR CAIES, HAp!

K BSAKE A RSA 2048-bit B EV SSL £ EKAR S 28I H;

PEAKE h 2048-bit, 2

(3) BICAIVSSL CAL, EAKE A 2048-bit,

IV SSL £ EKARS525IE+

4B E 2 RSA 2048-bit B DV SSL £ EKARKZ-28IF

BEKE N 4096-bit, %

(6) BJCA OV SSL CA1 G2, B5RKE A 4096-bit,

A9 OV SSL ®EKARS=RIEH;

(1) BICAEVSSL CAl, ZEHKE A 2048-bit, &

(2) BICA OV SSL CA1,

%R ZEAKE B RSA 2048-bit B OV SSL £ EKAR S =3IEH;
FREHAKE A RSA 2048-bit
(4) BICADV SSLCAL, ®HAKE N 2048-bit, EX®
(5) BICAEV SSL CAl G2,
%% FEAKE G RSA 2048-bit A EV SSL £ ERBR S 23IEH;
FREPKE A RSA 2048-bit

(7) BICA IV SSL CAl1 G2, Z4AKE A 4096-bit,

&% LA E ) RSA 2048-bit B9 IV SSL £ ERERS-281F 4, (8) BICA DV SSL CA1

G2, ZEAKE A 4096-bit,

IER; (9) BICATimeStamp CAl, 4R E 4 2048-bit,

%%k B E B RSA 2048-bit 9 DV SSL Bk R %28
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2048-bit FYBTEIBIE P .

The cryptographic algorithm of the BJCA Global Root CA1 certificate is RSA with
the root key size being 4096-bit, and there are 9 subordinate CA certificates, among
which: (1) BJCA EV SSL CAl, the key size being 2048-bit, issuing EV SSL Global
Server Certificates with the key size being RSA 2048-bit; (2) BICA OV SSL CAl, the
key size being 2048-bit, issuing OV SSL Global Server Certificates with the key size
being RSA 2048-bit; (3) BICA IV SSL CAl, the key size being 2048-bit, issuing IV
SSL Global Server Certificates with the key size being RSA 2048-bit; (4) BICA DV
SSL CAl, the key size being 2048-bit, issuing DV SSL Global Server Certificates
with the key size being RSA 2048-bit; (5) BICA EV SSL CA1 G2, the key size being
4096-bit, issuing EV SSL Global Server Certificates with the key size being RSA
2048-bit; (6) BJCA OV SSL CA1 G2, the key size being 4096-bit, issuing OV SSL
Global Server Certificates with the key size being RSA 2048-bit; (7) BICA IV SSL
CA1 G2, the key size being 4096-bit, issuing IV SSL Global Server Certificates with
the key size being RSA 2048-bit; (8) BJCA DV SSL CAl G2, the key size being
4096-bit, issuing DV SSL Global Server Certificates with the key size being RSA
2048-bit; (9) BJCA TimeStamp CAl, the key size being 2048-bit, issuing Timestamp
Certificates with the key size being RSA 2048-bit.

2) BICA Global Root CA2 (ECC)

HRIEH FERIEF TTFIEHKE
Root CA Subordinate CA Entity Certificate Types
BICA EV SSL CA2 EV SSL
BJCA OV SSL CA2 OV SSL
BICATV SSL CA2 IV SSL
BICA DV SSL CA2 DV SSL
BJCA Global Root CA2
BICA EV SSL CA2 G2 EV SSL
BJCA OV SSL CA2 G2 OV SSL
BICATV SSL CA2 G2 IV SSL
BICA DV SSL CA2 G2 DV SSL

BJCA Global Root CA2 IE BRI BIBE LN ECC, REPKE A 384-bit, T
% 8 NFRLR CAJER, Hep: (1) BICAEVSSLCA2, ZEAKE H 256-bit, &
RESAKE A ECC 256-bit B EV SSL £3RBRSSIEH,  (2) BICA OV SSL CA2,
K 256-bit, FEXBPKE N ECC 256-bit # OV SSL £IRARSEHEH;

(3) BICAIVSSLCA2, ZAKE A 256-bit, X Z4AKE A ECC 256-bit Y IV
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SSL £IRARSESSIEH, (4) BICA DV SSL CA2, BEAKEN 256-bit, FRH4
K& 4 ECC 256-bit Ay DV SSL £3kARS=81EH, (5) BICAEVSSLCA2 G2, &
$AKE 4 256-bit, BA Z4AKE N ECC 256-bit A EV SSL £IRARSEHE; (6)
BICA OV SSL CA2 G2, Z4AKE h 256-bit, F& HEEAKE A ECC 256-bit HJ OV
SSL £FRARSGESIEF; (7) BICA IV SSL CA2 G2, B4AKE A 256-bit, FRE
$A4KE & ECC 256-bit AY IV SSL £IKARSF=71EH, (8) BICA DV SSL CA2 G2,

PR A 256-bit, FEBFEAKE R ECC 256-bit £ DV SSL £IRARS2HEH .

The cryptographic algorithm of the BJCA Global Root CA2 certificate is ECC with
the root key size being 384-bit, and there are 8 subordinate CA certificates, among
which: (1) BJCA EV SSL CA2, the key size being 256-bit, issuing EV SSL Global
Server Certificates with the key size being ECC 256-bit; (2) BICA OV SSL CA2, the
key size being 256-bit, issuing OV SSL Global Server Certificates with the key size
being ECC 256-bit; (3) BICA IV SSL CA2, the key size being 256-bit, issuing IV
SSL Global Server Certificates with the key size being ECC 256-bit; (4) BICA DV
SSL CA2, the key size being 256-bit, issuing DV SSL Global Server Certificates with
the key size being ECC 256-bit; (5) BJCA EV SSL CA2 G2, the key size being
256-bit, issuing EV SSL Global Server Certificates with the key size being ECC
256-bit; (6) BJCA OV SSL CA2 G2, the key size being 256-bit, issuing OV SSL
Global Server Certificates with the key size being ECC 256-bit; (7) BJCA IV SSL
CA2 G2, the key size being 256-bit, issuing [V SSL Global Server Certificates with
the key size being ECC 256-bit; (8) BJCA DV SSL CA2 G2, the key size being
256-bit, issuing DV SSL Global Server Certificates with the key size being ECC
256-bit.

3) BICA Global Root CA3 (RSA)

HRIEH FERIEF TTFIEHKE
Root CA Subordinate CA Entity Certificate Types
BICA DocSign CA3 IV/OV DocSign
BICA Global Root CA3
BJCA TimeStamp CA3 OV TimeStamp

BJCA Global Root CA3 IE BRI ZFILE L A RSA, IREBFAKE A 4096-bit, T
R 2 ANHR%K CAER, Hi: (1) BICA DocSign CA3, B4R E 4 2048-bit,

FTRBRKE A RSA 2048-bit FIXEFEZIUER, (2) BICA TimeStamp CA3, &
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$AKE H 4096-bit, FABFAKE A RSA 2048-bit FIAT B BIEH .

The cryptographic algorithm of the BJCA Global Root CA3 certificate is RSA
with the root key size being 4096-bit, and there is 2 subordinate CA certificate, among
which: (1) BJICA DocSign CA3, the key size being 2048-bit, issuing Document
Signing Certificates with the key size being RSA 2048-bit; (2) BJCA TimeStamp CA3,
the key size being 4096-bit, issuing Timestamp Certificates with the key size being
RSA 2048-bit.

4) BIJCA Global Root CA5 G2 (RSA)

HRIEH FRERIEF TTFIEHKE
Root CA Subordinate CA Entity Certificate Types
BICA Code Signing CA5 G2 IV/OV Code Signing
BJCA Global Root CAS G2
BJCA EV Code Signing CAS G2 EV Code Signing

BJCA Global Root CA5 G2 IEBRIZERLE A A RSA, REAKE A 4096-bit,
TR 2ADHEK CAIES, H: (1) BICA Code Signing CA5 G2, ZEAKE N
4096-bit, %K Z5AKE N RSA 3072-bit IRIBERZIEF;, (2) BICAEV Code
Signing CA5 G2, B4R E H 4096-bit, %k BEAKE A RSA 3072-bit B9 EV 48

WERIES.

The cryptographic algorithm of the BJCA Global Root CAS5 G2 certificate is RSA
with the root key size being 4096-bit, and there is 2 subordinate CA certificate, among
which: (1) BJCA Code Signing CA5 G2, the key size being 4096-bit, issuing Code
Signing Certificates with the key size being RSA 3072-bit; (2) BJCA EV Code
Signing CA5 G2, the key size being 4096-bit, issuing EV Code Signing Certificates
with the key size being RSA 3072-bit.

5) BJCA Global Root CA6 G2 (RSA)

HRIEH FRERIEF TTFIEHKE
Root CA Subordinate CA Entity Certificate Types

BICA Global Root CA6 G2 | BJCA TimeStamp CA6 G2 OV TimeStamp

BJCA Global Root CA6 G2 IE BRI ZRIE LG RSA, RETBEAKE A 4096-bit,
& 1 D2k CAIEFR: BICA TimeStamp CA6 G2, BEAKE A 4096-bit, Xk
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R E 2 RSA 3072-bit AT [EIBIF R .

The cryptographic algorithm of the BJCA Global Root CA6 G2 certificate is RSA
with the root key size being 4096-bit, and there is 1 subordinate CA certificate: BJCA

TimeStamp CA6 G2, the key size being 4096-bit, issuing Timestamp Certificates with
the key size being RSA 3072-bit.

6) BJCA Global Root CA7 G2 (RSA)

RIEH FERIEH TTAIEHEE
Root CA Subordinate CA Entity Certificate Types
BJCA Code Signing CA7 G2 IV/OV Code Signing
BICA Global Root CA7 G2
BJCA EV Code Signing CA7 G2 EV Code Signing

BJCA Global Root CA7 G2 IE BIIZBASE XA RSA, 1REFAKE A 4096-bit,
Ti& 2 MR CAJEH, HAF: (1) BICA Code Signing CA7 G2, ZBAKEH
4096-bit, Ak Z4AKE A RSA 3072-bit FIRRABZERIEFH; (2) BICAEV Code
Signing CA7 G2, B4AKE 4 4096-bit, FAHEAKE N RSA 3072-bit A9 EV ££

WERILH.

The cryptographic algorithm of the BJCA Global Root CA7 G2 certificate is RSA
with the root key size being 4096-bit, and there is 2 subordinate CA certificate, among
which: (1) BJCA Code Signing CA7 G2, the key size being 4096-bit, issuing Code
Signing Certificates with the key size being RSA 3072-bit; (2) BJCA EV Code
Signing CA7 G2, the key size being 4096-bit, issuing EV Code Signing Certificates
with the key size being RSA 3072-bit.

1.2 ¥4 ZFR 5 %R Document Name and Identification

AKX ERE (IERBFINMER D BRA S SKINMEERIERERE)Y (AT
EIFRA CPE AR (IEBREE) ) o
The name of this document is Certificate Policy of Beijing Certificate Authority Co.,

Ltd.'s Global Certification System (hereinafter referred to as "this CP" or this
Certificate Policy).

HFINEA S @ ER OID JFMEEAEM T HEHTRFFRFF (OID) |
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AT REIRIIES OID 40T

EV SSL £EkPR 5231 & X A OID 4 1.2.156.112562.2.2.11 & 2.23.140.1.1
(EV Guidelines Z3k) ;
OV SSL £ Xk AR S #8IE A OID 4 1.2.156.112562.2.2.12 & 2.23.140.1.2.2
(Baseline Requirements &Z3K) ;
IV SSL £ Bk IR %5 88 E $ #9 OID 4 1.2.156.112562.2.2.13 & 2.23.140.1.2.3
(Baseline Requirements &Z3K) ;
DV SSL £ Bk R 55 281 B &9 OID 4 1.2.156.112562.2.2.14 % 2.23.140.1.2.1
(Baseline Requirements &Z3K) ;
EV R ZIEH A OID 4 1.2.156.112562.2.2.15 & 2.23.140.1.3 (Code
Signing Baseline Requirements &3K) ;
OV RILFZZIEFHI OID 4 1.2.156.112562.2.2.16 K 2.23.140.1.4.1 (Code
Signing Baseline Requirements &3K) ;
IV RILEFZIERH OID 4 1.2.156.112562.22.17 & 2.23.140.1.4.1 (Code
Signing Baseline Requirements &3K) ;
OV XH4%¥ZIEHA OID 24 1.2.156.112562.2.2.21;
IV A% ZIEBE OID b0 1.2.156.112562.2.2.22;
R (E1BRIE B AT X4 & A9 OID 4: 1.2.156.112562.2.2.23;
A (a) BRIE B A FRAEZRZAI OID 20 1.2.156.112562.2.2.24 % 2.23.140.1.4.2
(Code Signing Baseline Requirements E3K)
BJCA has registered object identifiers (OID) with National OID Registration
Management Center and the certificate OIDs involved in this document are specified
as follows:
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The OID of the EV SSL Global Server Certificate is 1.2.156.112562.2.2.11 and
2.23.140.1.1 (as per EV Guidelines);

The OID of the OV SSL Global Server Certificate is 1.2.156.112562.2.2.12 and
2.23.140.1.2.2 (as per Baseline Requirements);

The OID of the IV SSL Global Server Certificate is 1.2.156.112562.2.2.13 and
2.23.140.1.2.3 (as per Baseline Requirements);

The OID of the DV SSL Global Server Certificate is 1.2.156.112562.2.2.14 and
2.23.140.1.2.1 (as per Baseline Requirements);

The OID of the EV Code Signing Certificate is 1.2.156.112562.2.2.15 and
2.23.140.1.3 (as per Code Signing Baseline Requirements);

The OID of the OV Code Signing Certificate is 1.2.156.112562.2.2.16 and
2.23.140.1.4.1 (as per Code Signing Baseline Requirements);

The OID of the IV Code Signing Certificate is 1.2.156.112562.2.2.17 and
2.23.140.1.4.1 (as per Code Signing Baseline Requirements);

The OID of the OV Document Signing Certificate is: 1.2.156.112562.2.2.21;
The OID of the IV Document Signing Certificate is: 1.2.156.112562.2.2.22;

The OID of the Timestamp Certificate for document signing is:
1.2.156.112562.2.2.23;

The OID of the Timestamp Certificate for code signing is: 1.2.156.112562.2.2.24 and
2.23.140.1.4.2 (as per Code Signing Baseline Requirements).

AR CP IARFRXIBERL A KT, HRXIMRASFXIRAHIETEX, UF
SRR AAE
This document is the Chinese -English bilingual edition of BJCA CP. In case any

inconsistency or conflict between the Chinese and English versions, the Chinese
version shall prevail for all purposes.

1.3PKI & 5 PKI Participants

1.3.1 B FIAMEAR S Certification Authorities
BHINERSTMEZBAEE ARIEBHNEIE. k. BEMNEENN
B, ANFEBFRZENNEAETEMEAEFTIER . RERFIEBRIERS .

A certification authority is an authoritative body that is trusted by users and is
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responsible for the creation, issuance, revocation and management of certificates. It
issues digital certificates and provides digital certificate verification services for all
parties involved in electronic transaction activities.

HFANEABZRRERIIMNE=TEFINERSYAE (FARCAE")

& (PEARKNERFERZE) . (BFINMERSEENE) FAE.

BJCA is a third-party certification authority ("CA" for short) established in
accordance with the law, and complies with Electronic Signature Law of the People's
Republic of China and Measures for the Administration of Electronic Certification
Services.

1.3.2 SE #1439 Registration Authorities

SEMAASE A B FINMER SR NZIEN T B, BIIMERS (FR:
RAR%Z) FHMERAMZIES, HRIIEIERHRIE.
As a subordinate authority authorized by the certification authority, the RA includes

the RA system ("RA system" for short) and the local certificate receiving points,
responsible for receiving the certificate application.

HFINEABRR T AIB CAYMAAES, FBITEERAEMIIE, £F
FEE=TT1EE RA MG, HEAGUEMAABEIHA CA HEIEIE,

Besides acting as a CA, BJCA will also act as a RA and no third party will be
entrusted as the RA, i.e. the authorized RA shall be the CA.

1.3.3 1T Subscribers

TTPEM CANMBREFIEBIEE, THUEDA. MBEz8kE. ITAE

FHRER CAYMEITEAMNRFEFES, FARBEMLEBITANFE.

A subscriber is an entity that receives digital certificates from a CA and can be an
individual, an organization, or a device. A subscriber usually needs to contract with
the CA to obtain a digital certificate and assume responsibilities as a certificate
subscriber.

1.3.4 Yk#1 77 Relying Parties

TR AR —NATER. FER CANMBERMEBAITE. KT
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ME. I URZE—MTF,

A relying party is an entity that uses and trusts the certificates issued by the CA for an
application. The relying party may or may not be a subscriber.

1.3.5 Hfth:Z5& Other Participants

HthZ5F8 4 CAIEBRSERZHBRIRSHHMLE,

Other participants refer to other entities that provide related services for the CA
certificate service system.

1.47F B v A Certificate Usage

1.4.1 IEE/IEB N A Appropriate Certificate Uses

RCAHMELZNBFILBEANAELYEEMH. BTHS. BFRAFR
PHEBEEFTE, UEASMALE. BETER. XBEENEFEN, RNGH
FREBRMESEBENT SMHNEEMMES Y. EENTENTRE M.

The digital certificates issued by the CA are appropriate for application in the fields of
enterprise informationization, e-government, e-commerce, public services, etc., in
order to achieve identity authentication, electronic signature, crucial data encryption,
etc., and also to ensure the identity legality and authenticity for both parties of Internet
information transmission, as well as the integrity and confidentiality of the
information.

KR CAHMMNEFILBE S SSL EXKARFH/ILEH. RBZRIEH. MEBIE
B, XHEERILESR, BENT:
The digital certificates of this CA include SSL Global Server Certificates, Code

Signing Certificates, Timestamp Certificates and Document Signing Certificates,
specified as follows:

a. SSL £ERARS =L

a. SSL Global Server Certificates

REMERLEBNREFR. £3TRFARE, SSLEKRSHEBEHE
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DV SSL £EkARE=RIEP . IV SSL £ERAREARIUEF . OV SSL £EKFRZ=FIUEF . EV

SSL £IKARFSARIEH . DV SSL £IKIRSGF=IEP R IEMub Z AN EHIN,
ANEUEWEIHZ A ENESS 54, o] IURIEMEAE S M AP R B2 iR S =
Z BN ERESRENBERN, IVSSL £IRRESB/EBE IR DPAMIEZE
FHIMIFR BT EN . BHRNEANAMIEZEENESS SMHHTRIE, OV SSL
LIRS PR T RIE WG Z A B, o3 Mubis & B
EXSO#TRIE, EVSSL £KRESF[IEBURELE EMRNSHRIEEE
RE—Fy BREITERSSIEE, HRIERTERH S CA/Browser RIxHITTAIIGR
B 3 IFRRAE(EV Guidelines)

Based on different security levels and authentication methods of the issued certificates,
the SSL Global Server Certificates include: DV SSL Global Server Certificates, IV
SSL Global Server Certificates, OV SSL Global Server Certificates and EV SSL
Global Server Certificates. The DV SSL Global Server Certificate only verifies the
ownership and control of the website domain name, and does not verify the true
identity of the website domain name owner, which can ensure the high-intensity
encrypted transmission of the website information from the user's browser to the
server; the IV SSL Global Server Certificate is specifically designed to verify the
ownership and control of website domain name and the true identity of the personal
website operator; in addition to verifying the ownership and control of website
domain name, the OV SSL Global Server Certificate also verifies the true identity of
the organization to which the website domain name belongs; the EV SSL Global
Server Certificate is an extended validation server certificate issued after more strict
verification, and its verification procedure conforms to the Extended Validation
standard (EV Guidelines) established by the CA/Browser Forum.

SSL = BKAR 55 25 IE B 2 A T3 UL UL B AP AR TR A9 M 45 E LR 55 75 50 BB W5
BWEENGD, BNZRKIEBEATITFARN RS WEB IREHRZBEILE
BE, KUBIEEEAERPinTIRS R BININE LR, BLEEERESAMEE.
BEENAAEMERT. BTHS. E7HE. DUV EEAUNEAHREFENN

B, AREME I ETEREAEEMMEEERS.
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The SSL Global Server Certificate can be used to verify the identity of the network
host server or Internet domain name owner identified in the certificate, and
meanwhile, this kind of certificate can also be used to establish a secure channel
between the subscriber's browser and the WEB server to realize encrypted
transmission of data information between the client and the server so as to prevent
disclosure of data information. It is suitable for application in various fields such as
online banking, e-commerce, e-government, enterprise informationization, public
services, etc., and provides basic trust services for building trusted cyberspace.

b. REERIEH

b. Code Signing Certificates

RBAERIEPNREER. £HHRERRE, RIBEZIEREIE: VRS
2R, OVRBERIER. EVARBEZIER., IVARBEZIERB L 104
FEENN AR SHHTRIE, OV ARBEZIERETHNA LR L BRAELN
AR ES ST, BV REBEZEBURETEM™ENSHRIEEE
KHO—Fy RWIFERBERIER, ERIEREH S CA/Browser 1RInHITT YIS
5B A B4 I8 1FAR A (Code Signing Baseline Requirements)

Based on different security levels and authentication methods of the issued certificates,
the Code Signing Certificates include: IV Code Signing Certificates, OV Code
Signing Certificates and EV Code Signing Certificates. The IV Code Signing
Certificate specifically verifies the true identity of the software developer; the OV
Code Signing Certificate specifically verifies the true identity of the organization that
develops and publishes the software; the EV Code Signing Certificate is an extended
validation Code Signing Certificate issued after more strict identity verification, and
its verification procedure conforms to the Extended Validation standard (Code
Signing Baseline Requirements) established by the CA/Browser Forum.

REBFZIEH T AT RIBE B FARIRMN B RBRAE T AT TS0, Y
ERBEETHRNESR, NMRIPREBHNZEETZ M.

The Code Signing Certificates can be used to verify the identity of the software code
provider or publisher identified in the certificate, as well as the signature in the code
publish to protect the integrity and security of the code.

c. HEEHILEP
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c. Timestamp Certificates
R EBIER B OV [EEIER.

The Timestamp Certificates include: OV Timestamp Certificates.
OV i B BIE B EE M TR E#RS S, RHBFZERNIEE.

The OV Timestamp Certificates are mainly used in the timestamp server and provide
the function of digital signature.

d. XHEERILES

d. Document Signing Certificates
REMELLEBNREFR. £HTAERR, XHEERIEBEHE: VX
FRIEP. OV XHEZRIED.

Based on different security levels and authentication methods of the issued certificates,
the Document Signing Certificates include: IV Document Signing Certificates and
OV Document Signing Certificates.

NHEZIEIBERATHEERRCENES . T2V ZENR A, PDF
XA ZIE B 4E AATL Technical Requirements #8563k, & 58 PDF XX
{# F Adobe Reader B Adobe Acrobat ¥ B, BEBFMER T EENHETE S

EEE.

Document Signing Certificates are suitable for applications that need to ensure the
authenticity, integrity and confidentiality of the document. The PDF Document
Signing Certificate complies with the AATL Technical Requirements. When the
signed PDF document is opened with Adobe Reader or Adobe Acrobat, it can
automatically obtain a trusted identity and display whether the signature is valid.

1.4.2 PRHIAYE T 7 FH Prohibited Certificate Uses

ERGEER THIEBIRBEHKEE IR ARSI, tban BV SSL RS#8

IEH RBERTEL AL WEB AR 555

The certificates in this trust system are functionally limited based on different types.
For example, the EV SSL server certificates can only be used for strictly certified
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WEB servers.

FRUEBNBRAREEIT P IEBFIY BRI #1177 RS . AfmETIERY

FRIR I A M BURT N AR, MRS S5HAEFHEXANE, HIEBHNK
FBH AR CP REMN FSEE, KA% CAHMEIERIF.

The key usage of various certificates is limited in the extensions of subscriber
certificates. However, since the limited validity of the certificate extension depends
on the application software, if the participant does not comply with the relevant
agreement and its application to the certificate is beyond the scope of application
defined by this CP, it will not be protected by the CA.

R CANMABRNBAIEBEILABREZOEE. ZNSBAERLTEMNE
ATEAR, TRAASRIIEATHeRE . BEMGSEMERILRTH, K
FRIEBATAMEIE R MBI BRRBNER, HILEMNEREERA

RIS,

Any digital certificate issued by the CA is prohibited from being used in violating
national laws, regulations or damaging national security. Subscribers shall not use the
certificate for phishing attacks, fraudulent websites or other malicious criminal
activities, and shall not use the certificate for releasing a program that contains or is
suspected to contain malware, and the resulting legal consequences should be borne
by the subscriber.

1.5% B& & 18 Policy Administration

1.5.1 KBS SCRY B IEA 4 Organization Administering the Document

K QEBRER) WEEVNMERFTNIATLERBERZRS . HEFIA
AT L ERWERZRSNTA CGEBERE) WEIT. ZFh. EHFEH.

The administrative organization of this CP is the Security Policy Administration
Committee of BICA. The Security Policy Administration Committee of BJCA is
responsible for the creation, issuance, update and other matters of this CP.

1.5.2 BE£Z& A Contact Person

1.5.2.1 uE B [a)@IR 4 Certificate Problem Report
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B8R AL B RAUBIT M T R

(1) &RHB{EZE: sslservice@bjca.org.cn; B
(2) ZH: +86 -4009197888,
SSLUEHIT At o181t ACME APl 12 X IE BHGHEIEK, AR CP 5 4931

o

Certificate problem reports and certificate revocation requests shall be submitted in
the following ways:

(1) Send email to: sslservice@bjca.org.cn; or
(2) Call: +86 -4009197888.

SSL certificate subscribers can also submit certificate revocation requests through
ACME API, please refer to section 4.9.3.1 of this CP.

1.5.2.2CP [g] @R CP Problem
EEHX CPME@M. BN, &iosF, #oJ RN THRNHETRER.
BRI HFPINERTEEEEEN]
BRREN Z=%&4
M SEHBIE:  http://www.bjca.cn
B FHRFEHhALE: cps@bjca.org.cn
BRRMAE: FEARAMEILRTEEXILMIATER 68 5 1501 5
R B 4RE5: 100080
BiESH: +86 10-58045600
£HE S0 +86 10-58045678

For any problems, suggestions, questions, etc. about this CP, please contact in the
following ways.

Contact Department: Operation Department of BICA

Contact person: Mr. Li
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Website address: http://www.bjca.cn

Email address: cps@bjca.org.cn
Address: 1501, No. 68 North Fourth Ring Road West, Haidian District, Beijing, China
Postal code: 100080

Telephone number: +86 10-58045600
Fax number: +86 10-58045678

153 R E CP £ & % B8 B9 #1 #9 Organization Determining CP

Suitability for the Policy

A LK) ARFNIASRERBEREZRATARFE, REFINE

NERERWEERRSHAESLTT,

This CP is created and approved by the Security Policy Administration Committee of
BICA.
1.5.4 CP #tEF2 & CP Approval Procedures

A GEBREE) HEFNEIRAIRERBEEEZERS, AR CPHEE/NA.

RENATHRE CPEERE, ABFINLIATDRERBEEZRSHLAX CP

ZHTVLIEE. MHIEFER, & CP IFERIESHFIMNIA T LRI EIE
ZRLEH, KHFINIATREEREEZASTMBELE, EHFINEAT

AP us ExSsha T, FFARIE (B FINMERSEEINE) B(IE, MXShamzH
EN=tHzNEITVHNERLBER

This CP is compiled by a team organized by the Security Policy Administration
Committee of BJCA. After the CP draft is completed by the writing team, the Security
Policy Administration Committee of BJCA conducts a preliminary review of the CP
draft. After the preliminary review, the reviewed CP draft is submitted to the Security
Policy Administration Committee of BJCA for approval. Upon approval of the
Security Policy Administration Committee of BJCA, it will be published on the
website of BJCA, and According to Measures for the Administration of Electronic
Certification Services, BICA should put the record to the Ministry of Industry and
Information Technology within 30 days after the publication.
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1.5.5 CP #&17 CP Revision

CAVIMRIBEIRBEREN . AER., IREZURVSERELERIE
TTZK CP, [E B iR $R$E CA/Browser 135 & #n B9 E #T iR < A9 Baseline Requirements.
NCSSR. EV Guidelines. Code Signing Baseline Requirements #1 AATL Technical

Requirements BYZ K X BRHMETT A CP,

The CA will revise this CP in a timely manner in accordance with national policies
and regulations, technical requirements, standard changes, business development, etc.,
as well as the latest version of Baseline Requirements, NCSSR, EV Guidelines, Code
Signing Baseline Requirements published by the CA/Browser Forum and AATL
Technical Requirements.

CA AN CP TR AT, FHRERREEZRSNTHEX
EH. ACPELEFBIT K. MRETABTNE, WBEBRAS, EHEMH
8. EEEREITIER. EITEHNCP, NI FZzAEEN=THZHAET
WFE B EBER

The CA will conduct strict version control of the CP and the Security Policy
Administration Committee will be responsible for related matters. This CP is amended
at least once a year. If there is no change in content, increase the version number and
update the publish time, effective time and revision history. BICA should submit the
revised CP to the Ministry of Industry and Information Technology for the record
within 30 days after the publication.

1.6 E X F48E Definitions and Acronyms

1.6.1 & X Definitions

VNS TE X

ZERWEEZRSR | BFNLASHAERSER AN GRS KIS EEEEY

A0 CPS #Ht AN,

BYMERSHAE | RAAGEE GFIEBNERE. Mk, HEMEEN
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RS .

SEALAL SEM#A (RA) Registration Authority B8 T3 —Ins £
MRERM LR RAMELEFNEBRIBFA, ERESIELIE
PHE EREXETINREIEEIESR, LEITF
BiEsSEE LI PMiER, BEKELITAEHRHIED
HERNIBER. BE, RAFAZRIEH (B RA 3K CA
RIBRLEFS) .

HFIED HEFNERSTMEZNBIERFEELFENE
BERAFEANB T,

IEBREETI&R —NEBFINERSVMBEFERNIIR, ERET —
RINEBMEBINATLTHNIER, hRBEZERS.

UE$ 5K i XFBFINERSVAIEITT— AR, RIEBXHF
ERFANEREE, SINRERETREENERAN.

BAIAMELEHN | XFIEBBFINERSTMESE L. EFE. BESERN
IEH (S EHEB P AYEA) T T2 TR A9k 55 LAY
=18

EAR ARFNEPRIBFERINVER, BB HERFIE
PEHE. BH. HEEFL

HIZ R CAHMIRBUEHFERE—RAZRFZR, ARHFX
EBRIEBEER, Fidda, #AESXRIESR.

CA JE$HFIR —PMEBFINERSVMEFERNIIR, FRCELK

ESHRY CA ATRIEBHSIKR, REFIZ CA RELMILH
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EZTL.

PHATPEMEE | IEFAFERAERSNZT2EMRE, =RESHLEH.

MR HIANERS .

FAEA ZBARFEEFENTR, BTHELFESR, FOUK
EHZETR, BEANENAFERANBHIXEHLES
TIARRE .

NEA PAREZHRBFEESENES. ATRIEAXNN N
AFENBFESL. 2ATURAT, —RIFTTEEE
BE. FEESHMALBERT, FEAFTESEIAS
IANERRERRE.

HEZIEBRSHIN | BLIEBREWHINL, TTERBTT N ARG A RIS EE
BHPRES.

WebTrust X8 FINERS TSR TEFR I AR A

SRR RS — eI AL 0] 3 R ] BT A SR B W vk B S 54 YK
FUER, BT RSB T AT i H AR 55 i (8] B 32
REESREMM SSL INEZRIE.

DV SSL £ BkR&=R1E | WAWIER SSLIEH, RIGIUFMuGERZ B NAE HE

+ SSLIEH.

OV SSL £ZRIRESAJE | W IRIFRY SSLIEH, BERIIMMEHLHFEN, hE

1 KWIEMIsEEE (H119) NEXSEHN.

IV SSL £ 3K ik &5 28 iF

B

NABIUER SSLIEH, REWRIEMUGEHBAAN, hE

WIEMIEZEE (PA) RS0
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EV SSL £ BkBR &S =R1E | $E9R50IEEY SSLUEF, FBEXMuGEBMEN. MussE
gt EEXERIEPRIEENES SHHITEINEAIGREY/
P REWIE, BRESKRE—N™ESHRIIRE,
REGE BB AT 4RE/RFHETRFEBMNIER.
EV RAD% BB AFNRERE/RFETHFEZNIER. IEBMAR
FE B ERIEEHITIGRE/ T RE SMHRIE.
HEE B U AT X T HFEBNIER.
i B8] B IE P AT 8RS, REBEFZRMNIIE.
FUES —HIURZEEBEPEASHEBRIELES, W
RFC6962 FfFE Yo
Terms Definitions
Security Policy | The highest policy administration and supervision
Administration organization and CPS approval organization within the

Committee

certification service system of BJCA.

Certification Authority

The authority that is trusted by users and is responsible for
the creation, issuance, revocation and management of

certificates.

Registration Authority

The Registration Authority (RA) has one or more of the

following functions: identifying and authenticating
certificate applicants, accepting or declining certificate
applications, voluntarily revoking or suspending certificates
in certain circumstances, handling requests of certificate
revocation or suspension from subscribers, accepting or
declining subscribers' requests of updating their certificate
or key. However, the RA does not issue a certificate (i.e., the

RA represents CA to undertake certain tasks).

Digital Certificate

An electronic document signed by a CA, which contains the
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public identity information and public key of the certificate
holder.

Certificate Revocation

List

A list digitally signed by a CA that specifies a list of
certificates that the certification issuer considers to be

invalid, also known as a blacklist service.

Certificate Policy (CP)

A set of rules developed by a CA that indicates the
applicability of a certificate to a particular community or the
rules

of application for different types of security

requirements.

Certification Practice

A statement of the business practice adopted by a CA in the

Statement (CPS) procedure of issuing, managing, revoking or updating a
certificate (or updating a key in a certificate).

Entry Clerk Responsible for entering the information submitted by the
certificate applicant and assisting the user in digital
certificate application, renewal, revocation, etc.

Reviewer According to business needs, the CA sets up one or more

levels of reviewers who are responsible for reviewing the
certificate application information and approving the

certificate issuance after the reviews.

CA Revocation List

A list digitally signed by a certification authority that marks
the list of CA's revoked public key certificates, indicating
that the CA and the issued certificate have been invalidated.

Public Key

Infrastructure

Secure infrastructure that supports public key systems,
providing identity authentication, encryption, integrity and

non-repudiation services.

Private Key

A key generated by numerical operation for making a digital
signature, and can be used to decrypt a file or information
encrypted by the corresponding public key according to its
operation mode.

Public Key

A key generated by numerical operation to verify the digital
signature generated by its corresponding private key. Public
keys can be disclosed, generally identified in online
databases, repository, or other public directories and

available to anyone who wants to obtain the public key.

Online Certificate

An online certificate-checking protocol that enables
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Status Protocol

relying-party application software to determine the status of

a given certificate.

WebTrust Current international auditing standard for CAs.
Global Server A digital certificate that allows visitors to verify the true
Certificate identity of a website through a browser. A server certificate

can be used to establish a highly secure SSL encryption
channel between the client and the server.

DV SSL Global Server
Certificate

Domain validation SSL Certificate, a simple SSL certificate
that only verifies the ownership of website's domain name.

OV SSL Global Server
Certificate

Organization Validation SSL certificate that verifies both the
ownership of website's domain name and the true identity of
the website operator (organization).

IV SSL Global Server
Certificate

Individual validation SSL certificate that verifies both the
ownership of website's domain name and the true identity of

the website operator (individual).

EV SSL Global Server
Certificate

Extended validation SSL certificate requires more strict
extended validation of the ownership of website's domain
name, the authenticity of the website operator and the
certificate applicant, conforming to the rigorous validation
standards which are globally unified.

Code Signing | A certificate used to digitally sign software code/programs.

Certificate

EV  Code Signing A certificate used to digitally sign software code/programs.

Certificate Extended identity verification of the certificate applicant is
required before issuing the certificate.

Document Signing | A certificate used to digitally sign a document.

Certificate

Timestamp Certificate

Used for timestamp servers to provide digital signatures.

Precertificate

A signed data structure that can be submitted to a Certificate
Transparency log, as defined by RFC6962.

1.6.2 4585 Acronyms

5

Acronyms

ESES7 B2 FR
English Full Name Chinese Full Name
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CA Certificate Authority B IFREHA, B

DA ALY
RA Registration Authority SERETAR IR S A
CP Certificate Policy TFRERS
CPS Certification Practice Statement B8 ATV S5 20
SSL Secure Sockets Layer MBI E Y
TLS Transport Layer Security EHERE
CRL Certificate Revocation List BT E
ARL Certificate Authority Revocation List CA 5¥44%1 3%
LDAP Lightweight Directory Access Protocol 270 B 375 T M
OCSP Online Certificate Status Protocol TR BARAS MY
PIN Personal Identification Number AN B YRR
PKCS Public KEY Cryptography Standards N TR B AR
PKI Public Key Infrastructure INHEEAE RS
RFC Request For Comments B R R R AT A
CAA Certification Authority Authorization SEALMIEAY
CSR Certificate Signing Request TERE RS
DBA Doing Business As 2 2R
DNS Domain Name System 82 %
ICANN Internet Corporation for Assigned Names BEENEZ5RS ) E

and Numbers
M43
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EV Extended Validation PRI/ IR I

FIPS Federal Information Processing Standards BEER(S B 4h TR AR A

FQDN Fully Qualified Domain Name =ARREEE

gTLD Generic top-level domain B AR &

SCT Signed Certificate Timestamp SFH AT ) B

ACME Automated Certificate Management B Z LT BB IR
Environment

API Application Programming Interface N ERESEED

2. 5 2 X% 51 & § I Information Publication and
Administration
2.11= B & Repositories
R CAHMNEREREE A REBIRMEERS, REMERRSER™E
ABRFTIUTAE: RIEBMHEK CAIES. CP F CPS IATMPH ERRA. CRL. EV
IEBEIEEIRRENEEFINEA S A EMEBHNES.

The CA's repository provides information services to subscribers and relying parties,
and the information services include, but are not limited to, the following content:
Root CA Certificates and Subordinate CA Certificates, current and historical versions
of CP and CPS, CRLs, Authentication Data Source for EV Certificates, and
information irregularly issued by BIJCA.

2.2T\IEE B By A& %7 Publication of Information
KCAHMBEENARUTES: RIEPBFFLR CAUEFE. CP F CPS I
TRMBEERAURHEMBBREFTIMNEATANENZEHNER . HFINEA S E MK

HE: http//www.bjca.cn, EEFINEASTAGAEEERINENRE, HEXH

T#. &I,
The CA publishes the following information through the official website: Root CA
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Certificates and Subordinate CA Certificates, current and historical versions of the CP
and CPS, and other information irregularly published by the BJCA. The official
website of BJCA, http://www.bjca.cn, is the most authoritative channel for
information publication, available for the related parties to download and view.

A CANBITELIRSE K7 CRLFI OCSP 24, iTA BRI o LI@id 1

ZIRSRBUEBRESEN. IEBBEEERSF.

The CA publishes CRL and OCSP information through the online service, so that
subscribers and the relying parties can obtain the certificate status inquiry and the
certificate revocation inquiry service through the online service.

A CA #¥9% bjca.cn’Eh CAA BIFIFE,

The CA uses "bjca.cn" as the CAA query label.
2.3% % B9 E) 83 Time or Frequency of Publication

A CAHAME) CP#ZERA CP 5 1.54 TAAMALERE, fHMFINELA TR
SRBEEZREEMBIIE, EHFTIANELAIHIM GG L35, &K CAHE
E/GERH—K CPF1CPS, CP 1 CPS TIi@id S B 7X24 /K355

The CP of this CA is published on the website of BJCA after approval by the Security
Policy Administration Committee in accordance with the approval procedure
described in Section 1.5.4 of this CP. The CA publishes CP and CPS at least once a
year. CP and CPS are available through the repository as 7X24 service.

CA #l#8%4 %5 CRL BUMMZRIRIBIE BRIEFE, 1T IEHAY CRL A 24 /hBE
HAR R, TTFIUEH CRLAENHI3 K, R CA ARL A 12 NE EHAL R,

FRILH ARL VB R 12 MR . RRIEBEIHE, MR AEMIEARRIEE

=|

/CN O

The frequency at which the CA publishes CRL is determined according to the
Certificate Policy. The CRL of the subscriber certificate is published periodically
every 24 hours and is valid for 3 days. The subordinate CA's ARL is published
periodically every 12 months and is valid for 12 months. Information should be

published on website timely if a Root CA Certificate is revoked.
HEFRIAERT, CAMAST DURRT#HTIERF CRL FIE M.
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In special conditions, CA can issue certificates and publish CRLs in advance.

2 4= B EEif 0] 32 ] Access Controls on Repositories

SHTFAFEFH CP. CPS F CAIEREFEAFELR, K CAHMATFLALKBETT

B M5 I R LTI TEI-AIAE.

For public information such as published CP, CPS and CA certificates, the CA allows
the public to make inquiries and accesses through the website in a read-only manner.

CAMMBENZRERH. REReRIT. R2EEFERRAFELR
A RA BEXNEEERNESHTEM. MR, EXFLH.
Through network security protection, system security design and security

management system, CA ensures that only authorized personnel can add, delete,
modify, and publish information in its repository.

3. B4 $rR 5X 51 Identification and Authentication
3.1%5 % Naming

3.1.1 &AFRZEE Types of Names

CA HlAME HNEFIUEBFTA X.509 4. RFC5280 #RAE. CA/Browser i
Baseline Requirements X EV Guidelines F9E K, 2@ MEANMIIEBIT A ERE
A E, EMNMTANN—PEHFZ (Distinguished Name, f&#R DN) , EF1E

XAX500 frEm BTN, BIERBHEENE—IRGIE,

The digital certificate issued by the CA complies with X.509 standard, RFC5280
standard, CA/Browser Forum Baseline Requirements and EV Guidelines, and
contains the issuing authority and the distinguished name of the certificate subscriber.
Each subscriber corresponds to a Distinguished Name (DN). The DN is the unique
identifier of the certificate holder adopt the X.500 standard naming method.

SFF SSL/TLS BRES=FIEF, FrB A& s IP HhUt&RRINE £ B 2R, W
BHAZMAR—MHIREFTBERZ P ERZD P #ilk X EV SSL BRSZS-E5IEF,
FrE B2 &SRB EBA 2, BERNEEJHZ P HE 2 eSS BEST,
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For SSL/TLS server certificates, all domain names or IP addresses are added to
Subject Alternative Name, whereas the Common Name must be a domain name or [P
address that exists in Subject Alternative Name. For EV SSL server certificates, all
domain names are added to Subject Alternative Name, and the Common Name must
be a domain name that exists in Subject Alternative Name, and the Common Name

and Subject Alternative Name cannot contain wildcards.

EV SSL UEFH BV RADE ZE B ap 2 N FZ K A IAHIC KA IR BB A CP

E M CPS A1, FF£F& CA/Browser i1z EV Guidelines #1 Code Signing Baseline
Requirements B9 3K,

The naming rules and requirements of EV SSL certificates and EV Code Signing Certificates must
be recorded in this CPS created in accordance with the CP and in accordance with the
requirements of the EV Guidelines and Code Signing Baseline Requirements issued by the
CA/Browser Forum.

3.1.2 W RAFRBEXAHIE K Need for Names to be Meaningful

URHEA2ONZIRAL B ETE—MHHNTR, PHEF —ENRERR
X, 5IERHEENREERMEEXIEK,

The subscriber's distinguished name (DN) is an element that identifies the uniqueness
of the certificate's subject. It must be representative and can be associated with unique
attributes of the certificate holder.

EVSSLIEBHEFZEBEE ST PRENMBENER. 1TAYIEt
SEMMER, FARATANXBERELIFIAL, TR SNERT
KIS E=A RN I N EZ.

The EV SSL certificate's DN usually includes the domain name owned by the
organization to which the subscriber belongs and the enterprise identity information
of the subscriber organization, which is identified and authenticated as the key
information of subscriber identity. The enterprise identity information of the
subscriber organization is subject to strict third-party identity verification.

OV SSLIEBH A 2B E SV FRYAIHAERNERZ AN P, XA
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The OV SSL certificate's DN usually includes the domain name owned by the
organization to which the subscriber belongs or public IP address, and the enterprise
identity information of the subscriber organization, which is identified and
authenticated as the key information of subscriber identity. The enterprise identity
information of the subscriber organization is subject to strict third-party identity
verification.

IVSSLIEBHEA 2R ESATTARAENERZS AN P, MEITFHNNAS
MMER, AR PR XBESWERTINE, ITRFHPMASRHEEFTEIE
=N SN EZ.

The IV SSL certificate's DN usually includes the domain name owned by the
subscriber or public IP address, and the individual identity information of the
subscriber, being identified and authenticated as the key information of subscriber
identity. The individual identity information of the subscriber is subject to strict
third-party identity verification.

DV SSLIERE A ZBENXEET] BV HA NERIAM P, 1EX4
*T-L/\-LTF Eﬁ%%’fm %&1}\“—[__

The DV SSL certificate’s DN usually only contains the domain name owned by the
organization to which the subscriber belongs or public IP address, being authenticated
as the key information of subscriber identity.

EVREBERIEENIAIZBECIT BN L SRER, EARRT
FRRBESHENIMAIL, ITRVMAE L SNEEFTEIE=TTHRNSH
B1Zo
The EV Code Signing Certificate's DN usually includes the enterprise identity
information of the subscriber organization, being identified and authenticated as the

key information of subscriber identity. The enterprise identity information of the
subscriber organization is subject to strict third-party identity verification.

BREZEZ[IERRNZTHNEAZBE TEE P ANELZRIAR
*/]%%/J\ ﬁEjJ*T-L/\-LTFE/JEG%\%{m %&]J\U.—t
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The Common Name in the DN of the General Code Signing Certificate usually
contains personal real name or organization name, which is authenticated as the key
information of subscriber identity.

XHEZEREBEANZTHNBEAZBETEE N ANELZRBARYMEH

R, AERRRIRVT PR RE R HIAIL.
The Common Name in the DN of the Document Signing Certificate usually contains

personal real name or organization name, which is authenticated as the key
information of subscriber identity.

OV I e BIEBImAZFNBRAZBETERALANMEIR, EATRRITF
A X 515 BRI
The Common Name in the DN of the OV Timestamp Certificate usually contains

organization name, which is authenticated as the key information of subscriber
identity.

313717 P B E & = {8 ¥ Anonymity or Pseudonymity of

Subscribers

AR CAHMMEIINLERSR, 1TAGEBHBNFEERERSNE.

In the global certification system of this CA, subscribers (certificate applicants) shall
not be anonymous or pseudo.

314 B AR 7RI AF N Rules for Interpreting Various

Name Forms

CA M LI FIE B TS X500 V3 #r4, EFIZQTESFE X.500 FRr4 .,

The digital certificate issued by the CA complies with X.509 V3 standard, and the
DN's format complies with X.500 standard.

3.1.5 ZAFRAIME— Uniqueness of Names
ER CAHIMNERIMEARA, IEBFBZRVIEE—. EXTFRE—

A, TMAEEERAEZRZKIES, EIEBNY RIAR. HIEBHIEFP
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In the global certification system of this CA, the certificate's subject name must be
unique. However, for the same subscriber, its subject name can be used to issue
multiple certificates with different extensions. When different subscribers have the
same name during certificate application, the principle is that the first applicant has
the priority to use the name, and the latter applicants add additional identification
information for differentiation.

3.1.6 AR 5], L 50F0 8 8 Recognition, Authentication, and

Role of Trademarks

HFRINEA S EEREET A ZRPEVEM BN, (ETIEBRIBEEARLEHN
EITRRILEIIRF RN B IEBEETEAIFRN, 1TRNEBFIMLAE
REFAREMITPIE B SXIHER, XA R ANZHARIZHEINAREFINEA
SN B R A B H AT A AR E .

BICA respects the registered trademark rights in any subscriber name, and any
certificate applicant shall not use any name that may infringe intellectual property
rights. When the certificate information contains a trademark, the subscriber shall
provide BJCA with a documentary proof of the ownership of the trademark registrant.
This requirement is not and shall not be considered as a judgment or decision by
BJCA on the attribution of the trademark.

HEFNEA SR AFTRRIEB PRI TEHS . iRFMRT N4y, 7
BARIEX TN AE— . S TRBR. RSGSFNEREBIERIZ S,
HFINEA SR BN, 0% XE5EEHHF B 1 gt SBU= £ MR~
ANILR AT, AREMRSOFEEFTE, EREFBEED RAMIRZNFL
HYIE B AIEA

BJCA is not responsible for resolving any disputes concerning intellectual property
rights such as domain names and trademarks in the certificate, and does not warrant
the uniqueness of such rights. For disputes arising from the attribution of trademarks,
service marks, etc., BJCA has no power and no obligation to refuse or query any
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certificate application that may lead to intellectual property disputes, and does not
bear the responsibility of arbitration or mediation, but retains the right of revoking any
certificate involving intellectual property disputes.

3.2%146 B #1A Initial Identity Validation

3.2.1 1F BRH A FAEA B 77 7£ Method to Prove Possession of Private

Key

IEBRIBEEVIERFTE SFEMAPREN NN, ERTEEHE:

PKCS#10. HESHELMEARRTIE, 3F CAYEZNHECIEATIR.

The certificate applicant shall prove the possession of the private key that corresponds
to the registered public key. The proving methods include: PKCS#10, other
equivalent key identification methods, or other proving methods accepted by CA.

3.2.2 {119 B {3 15 7 B9 <& 51| Authentication of Organization and

Domain Identity

UPHBEFINMEASEZEEER TERMEBR A RIEBHIBA, 214
BRBMERX M IEBHRIBEXM, FEIILPHRIFENERFNK, BRKEHEN
RIS 1E.

Before the subscriber applies for the certificate issued by BJCA under this trust
system, the certificate applicant shall provide valid identity documents and certificate
application documents, accept the relevant provisions of certificate application, and
agree to bear corresponding responsibilities.

CAUMEBUEMAISERITFIILBHIERE, KNI ENESSHHITH

%, FIEBRXTHNNEZERGTU P HIBEMRL

After accepting the certificate application of the subscriber, the CA or RA shall
authenticated the subscriber's identity and properly keep the subscriber's application
materials in accordance with the agreement of both parties.

3.2.2.1 {1 B 89E 51 Authentication of Organization Identity

YT FERIUE BN FIMERN S ML, BRERRT: FLHIE.
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EAIBIE. FVBACENES . HEAGKECIESR. RAFLWEICIES. b

(HX) eWFEREVEEICIEMBA#, REIEBHIE.

The organization shall hold the valid identity documents before applying for a
certificate, including but not limited to: business license, legal person code certificate,
institution legal person certificate, social organization registration certificate, private
non-enterprise registration certificate, registration certificate of resident representative
office of foreign (regional) enterprise and the government approval, and submit the
certificate application.

CA MM FIRNAVEMAAEFHIAMGTT FRALFAEN . §ENLERT
INRIBANER, HEMNEIREN S BAHICRERRA CP HIEH CPS f,
The CA or authorized RA will confirm the actual existence and legality of this

organization and confirm the applicant's intention. The authentication procedure shall
be specified in the CPS formulated in accordance with this CP.

3.2.2.2DBA/E \ Z FRAY4 51 Authentication of DBA/Tradename
ZUEBEA O EDBAS AW BFR, CAVMSENAEMYIEN HBEHE

TR HINRIFE B IE ABIZDBAS & L & #R.

If the certificate subject contains a DBA or tradename, the CA or the authorized RA

shall verify the applicant’s right to use the DBA or tradename using effective
methods.

3.2.2.3 B Z AL 5! Verification of Country
FZLEPETIHEEERET, CAYHSRNAEMNBE Y BIEIAR
FINRIBARIPH I FrEE S R1EE LR EE —.

If the certificate subject contains an option of country, the CA or the authorized RA
shall verify the country using effective methods.

3.2.2.4 W Z BB INFIL FI Verification and Authentication of Domain
Name
S MEBRINEARSSUIE B RASFIE FINEM SFEN.

See Global SSL Certificate Policy and Certification Practice Statement.
3.2.2.5IP #u it AN FEIAFNL 51 Verification and Authentication of an IP
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Address

Z WEBKINEARFR SSUIE B SRAE AN T IAUE L SN

See Global SSL Certificate Policy and Certification Practice Statement.
3.2.2.6 BECFFE & I IAFIL R Verification and Authentication of

Wildcard Domain Names
S I EBRIANEARSSLUE B RIS AR FIAEN S0,

See Global SSL Certificate Policy and Certification Practice Statement.
3.2.2.7 #3E R HY AR M Data Source Accuracy

CAUIMEEVIE B EILBIRBRAEE AN EAH, MBEFE, HIH0

https://www.bjca.cn,

The CA publicly discloses Authentication Data Source for EV Certificates on the
official website. If necessary, please visit https://www.bjca.cn.

CAVIMAETLEIUEBLIEHFEEZF, NENKEEVIEBEIEEERRNRH
MRA
The CA shall disclose the latest version of Authentication Data Source for EV

Certificates in a timely manner after changing the certificate authentication data
source.

AEREREIEIERIEA T RNEIRRE], CAYIMIIZRIFEN T £ 1. EH
MR E RS g T g TR G, S SFCA/BrowseritizBaseline Requirements s
3.2.2.7 5. EV GuidelinesZ# 1111 FHIWENER, HEEUTHEE:

Prior to use any data source as a reliable data source, the CA shall evaluate the source
for its reliability, accuracy, and resistance to alteration or falsification, comply with

CA/Browser Forum Baseline Requirements section 3.2.2.7 and EV Guidelines section
11.11 for data source requirements, taking into account the following factors:

(1) FriRfifERAER.
(2) fERFRRHEFME
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(3) BIRHNFMEIBRWENEN.

(4) BHEXSA R AR ETAEME.
(5) TGS R HIEAIAEXIHER

(1) The age of the information provided.

(2) The frequency of updates to the information source.
(3) The data provider and purpose of the data collection.
(4) The public availability and accessibility of the data.

(5) The relative difficulty in falsifying or altering the data.
XTETERBITFIES, & MG 4 T A B IR R IR T 3RS A B R 5 S

By 8] N B A CP % 6.3.2 WHRZAEMIEBHEARAE I, MA CA ATt FiZEk
BRI, WTARIEAR CP 2 3229 TREAVHRFEEHINIIESE, EAKIELK

PRSI [ MBI IE B R HT 30 K.

For the issued subscriber certificate, the data and documents may be used by the CA if
the time of obtaining data or documents from data source evaluated as reliable does
not exceed the maximum validity period of the certificate as specified in Section 6.3.2
of this CP. For mailbox control validation data obtained in accordance with Section
3.2.2.9 of this CP, the reuse of verification data or files shall not exceed 30 days
before the certificate is issued.

3.2.2.8 INIEA#9#E4X (CAA) Certification Authority Authorization
(CAA)
2 N2 FRINEERSSUE B E MR FIAT W SN,

See Global SSL Certificate Policy and Certification Practice Statement.
3.2.2.9 HR{EH I AT IAFI L B Verification and Authentication of Email

Address
CAN AR AN Y F A AL A8 45 X BB 1535 MR 44 M 11k A9 78 3301 A 32 1 AG#H 47 £
A, HERRETEWT,

The CA or the authorized RA shall verify the effectiveness and control rights of the
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applicant’s email address. The authentication procedure is specified as follows.

(1) BIEETRNEEBIE, REFR—MERZBEVERNTIARL,

HaIA IR A X HRAE AU IR HIA o Xt 1B AR A2 FI AN R (58 A — D E— R BB AL E 247

]]

Hik. BEVVER XAIXE EARIEAE TER ARl RNEUEETEMTHE.
(2) HIBEEWEIER I O EIZBEYEHETHIA.
(3) CAHIMBIREIEE, FEEEPHBIES ZEMNBIERITIEY, &
R, iRt £ 5@ .

(1) Send a random value by email, and receive a confirming response using the
random value to confirm the applicant's control over the mailbox. Control over each
Mailbox Address SHALL be confirmed using a unique Random Value. The Random
Value SHALL be sent only to the email address being validated and SHALL not be
shared in any other way.

(2) The applicant must send a confirming response utilizing the Random Value to the
CA.

(3) The CA receives the response and shall make sure the received Random Value is
the same with the sent one.

bR & 577 7% B RE B9 BEHUE R B U A M= EIZBEAE T 1R FY 24 /B
N

The random value used in the above validation method is valid for no more than 24
hours from the time of its creation.

3.2.2.10 DV SSL &3R5 #1E BT P B 47£ 71 Authentication of DV
SSL Global Server Certificate Subscriber Identity
S W EBRINEARFRSSUIE B RIE A FIAEAL SN

See Global SSL Certificate Policy and Certification Practice Statement.
3.2.2.11 IV SSLEBKARE S IE BT 544 51 Authentication of IV SSL

Global Server Certificate Subscriber Identity
Z N EBRINIEA R SSLUE B R TN FIAE AL S5

See Global SSL Certificate Policy and Certification Practice Statement.
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3.2.2.12 OV SSL € FkRE =2 E B 1T P 5L 51 Authentication of OV

SSL Global Server Certificate Subscriber Identity
Z N EBRINIEA R SSLUE B RIS FIE FIAE AL S5

See Global SSL Certificate Policy and Certification Practice Statement.
3.2.2.13 EV SSL £EKkERSS=1E B 1T P B 47£ 71 Authentication of EV

SSL Global Server Certificate Subscriber Identity
S W EBRINEARFSSUIE B RIE A FIAEAL SN

See Global SSL Certificate Policy and Certification Practice Statement.
3.2.2.14 TBERILFZIEHTT P 5445 Authentication of General

Code Signing Certificate Subscriber Identity

MAITF. VTR B ERIFEBRARBEZIES, oTIAECAYME#EN
FLEMYVIAAIRZ BRI, ITPRIEERRIEERIERRN, NEZWN TREEE F
TR RIEMRL

If the subscribers of organizations and individuals apply for a General Code Signing
Certificate, they may apply to the CA or an authorized RA. When a subscriber applies
for a General Code Signing Certificate, the following paper or electronic data
materials should be submitted:

1. IEBHIF*R

2. EL—MHMERIEAME (PATTAARER)
3. HIBABDA SR

4. MR T ERIBANRDGER (DPATTRARER)

1. Certificate application form

2. At Least One Organization Information Proof (not applicable to individual
subscribers)

3. Applicant's personal identification proof

4. The proof of authorization granted by the organization to the applicant (not
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applicable to individual subscribers)

CANMBEIIIT A BT LR, BREX CSR M #HTLER, HNHE

ARAER 4 BAFRIC R AR IRAC CP HIERY CPS 1.

In addition to the identification of the subscriber, the CA also needs to authenticate the
CSR compliance. The authentication procedure shall be specified in the CPS
formulated in accordance with this CP.

3.2.2.15 EV REBZZIEBIT A H £ 5! Authentication of EV Code
Signing Certificate Subscriber Identity

MITAMEERIBEY REE RIS, THUECAYME A 12
ZEiE, EVRIBE RITBERIE, FaEAEH R, FiEE RESERVX.

/

EVHER, HTAREFVETS. BRBVNEEHREN THFM4:

If the subscriber applying for an EV Code Signing Certificate is an organization, it
may apply to the CA or an authorized RA. EV Code Signing Certificate application
cannot include domain names or IP addresses. Applicant subscribers can only be
organizations such as Government Entity, Business Entity, and Private Organization.
And the applicant organizations need to meet the following conditions:

1. ERYRRHEIN T &M

(1) EH ER=BARGEM AR

(2) AT A HRIBHE R LSRR R A AR,

(3) PREEZR AV CA ZXRILH;

(4) NEEABFELRERELERE (MRAHEE) P

1. Government Entity shall meet the following conditions:
(1) Approved by the superior in accordance with its functions;

(2) The authorized representative of the unit must be specified in the subscriber
application materials;

(3) In a country where CA is allowed to issue a certificate;

(4) Not on any denial list or prohibited list (such as the trade embargo) by the
government.
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2. B W BTN TFM:

(1) %BHHBEEVARKINNEIEEAR,

(2) AELEENMEFL". T, T REZ,

(3) 1T HIBH B A JURH B A AR,

(4) AEEENE WA,

(5) HAWMBINRRMIERRVF CA RIS,

(6) MR ARAEETBUFIRLERBREIERE (NMEZHTE) F,

2. Business Entity shall meet the following conditions:
(1) A legal organization acknowledged by the local regulatory body;
(2) Not listed in the “closed”, “invalid” or “expired” list of the regulatory body;

(3) The authorized representative of the unit must be specified in the subscriber
application materials;

(4) Have a fixed place of business;

(5) The country in which Business Entity and its authorized representative reside
allows the CA to issue a certificate;

(6) Business Entity and its authorized representative are not on any denial list or
prohibited list (such as the trade embargo) by the government..

3. HRBEMARFEN T

(1) H#BHBEEVNMRKINNEIEEAR,

(2) AELENMMAEL", T30, SH B8R,
(3) AT HRIBM L AR B A AR,

(4) MBEEEHNE LT

(5) FREER VT CA ZEXRILS,

(6) NEEIBUNFELZRHELRE (MAHEE) P

3. Private Organization shall meet the following conditions:

(1) A legal organization acknowledged by the local regulatory body;
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(2) Not listed in the “closed”, “invalid” or “expired” list of the regulatory body;

(3) The authorized representative of the unit must be specified in the subscriber
application materials;

(4) Have a fixed place of business;
(5) In a country where CA is allowed to issue a certificate;

(6) Not on any denial list or prohibited list (such as the trade embargo) by the
government.

4, HIENMNEENAE:

BN BHIRBMNENAR

HtA BHIBEREEANR

FEN BIFHUE

HIERIEA: # CASRIFEEXKTT, ERTEEMT EV IEBEAAEN
MIERT, RIFEFTRERBFREA, REKBPIBEHIATIERAIEEAAEN,

IEP BN ITEN—PARTHAENAE, o022 AKTM. XL
AEXIERIFRMNNRASEENOREAN, FIEEVNFMARIEACHNER
HEXAERIFU CAYMNTNSR (BRELRRTIMAE. FMEAARE.
ABEREAR) WIEPREBERITAHIHTESR, ITALMBRIBFARER,
CAHBEDIELERIE, FFXERMAIERHITREHE.

CANMBIEBIE. FHREE. AENNBBERIEERFIRAEHIER

u]

BHITZEFIA, NRIEAMIEBRIBERITAHIERNES T,

4. The role that the applicant organization should have:
Certificate Requestor: handling personnel of the application unit
Certificate Approver: the person in charge of the application unit
Contract Signer: Signatory of the application agreement

Applicant Representative: In the case that the CA and the applicant are related parties,
and both parties have applicable guidelines for the use of EV certificates, the

applicant must set an application agent to represent the applicant to accept the
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guidelines for the use of certificates.

The certificate applicant organization can authorize one person or multiple people to
fulfil all the roles. Above roles must be employees or authorized agents of the
applicant. The applicant shall confirm that the information of the application role is
true and accurate, and sign the certificate request and subscriber agreement in the way
approved by CA (including but not limited to the registered official seal, registered
legal person's name seal, role signature, etc.). For the false information of the
application role, the CA has the right to refuse the application and withdraw the
issued certificate.

The CA shall verify and confirm with the application role by phone, SMS, postal
letter with receipt or other equivalent methods to verify the authenticity of its
certificate request and subscriber agreement signature.

5. TP HIE BV REBELIERN, MI2RH FRRSLDFHERR BB
£}

(1) EVIEBHIEFER

(2) ZD>—FNAERIE AR

(3) EWAPERIFANNSOME R

(4) HA93%T BIEANRIIRAGIE B

(5) b TFAEIE A {4

5. When a subscriber applies for an EV Code Signing Certificate, the following paper
or electronic data materials should be submitted:

(1) EV Certificate application form

(2) At Least One Organization Information Proof

(3) At least two types of Certificate Requestor's identification proof

(4) Proof of authorization granted by the organization to the applicant

(5) Proof of company’s existence

CAHEXT EV RALEZZIUE P RIEMNLERREN L PFIC K EIRBA CPHIE
#9 CPS M,

The authentication procedure of the EV Code Signing Certificate application by the
CA shall be specified in the CPS formulated in accordance with this CP.

3.2.2.16 R EEHIEBIT A 5 ML 5 Authentication of Timestamp
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Certificate Subscriber Identity

PAIT FANHFERIEN B EGED, o IX@CAYIM SR AV EMNATIR L
Ho VJABRIEREBIERE, NI TRAEE FHIREE X HIEMERL
If the subscriber applying for a Timestamp Certificate is an organization, it may apply

to the CA or an authorized RA. When a subscriber applies for a Timestamp Certificate,
the following paper or electronic data materials should be submitted:

1. IEBEER

2. E>—MHAE I A
3. HIBABDA SR
4. PSR T BHIE AR ALE A

1. Certificate application form
2. At Least One Organization Information Proof
3. Applicant's personal identification proof

4. Proof of authorization granted by the organization to the applicant

CA NIRRT A St i7E 75, BEX CSR M MHITER . HNHE
PRTRR 2 AATIC K= BB A CP #ilE /Y CPS H,
In addition to the identification of the subscriber, the CA also needs to authenticate the

CSR compliance. The authentication procedure shall be specified in the CPS
formulated in accordance with this CP.

3.2.2.17 XREZEZUEBEITF 5445 Authentication of Document
Signing Certificate Subscriber Identity

MANTFAC VAT B ERIBEXEEZIUES, 7@ CA HIMERNAYE
MR R, 1TARIFXEFEZIEBR, MR MRS e H
B
If the individuals and organizations apply for Document Signing Certificates, they

may apply to the CA or an authorized RA. When a subscriber applies for a Document

Signing Certificate, the following paper or electronic data materials should be
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submitted:

1. IEBHIFER

2. EL—MHMERIEAME (DPAITFAARER)
3. BHIBABDASML A
4. PR T ERBANRDULH (DPATTRARER)

1. Certificate application form

2. At Least One Organization Information Proof (not applicable to individual
subscribers)

3. Applicant's personal identification proof
4. Proof of authorization granted by the organization to the applicant (not applicable
to individual subscribers)

CAHMBRXITT P S TEA5b, EEXS CSR SRIM#HTLER . HEHE
AIRAE R & BFRIC R TRIR A CP HIEHY CPS 1,

In addition to the identification of the subscribe, CA also needs to authenticate the
CSR compliance. The authentication procedure shall be specified in the CPS
formulated in accordance with this CP.

3.2.3 MPABHHIXLF Authentication of Individual Identity

DA PEAET] FERIBAERGUE BRI EF MIAB IS MEN, BFEER
BRT: SMiE. FRE. EBIL. BRAERKIEINHBITIE. SIE. FRMS
EAKABEILES, REIEBHIE.

To submit a certificate application, individuals or organizations should hold valid
government-issued photo ID before applying for a certificate, including but not
limited to: ID card, residence booklet, military ID, Mainland Travel Permit for Hong
Kong and Macau Residents, Taiwan Compatriot Travel Certificate, passport and
permanent resident permit for foreigners.

CA SN AVEMY P FIA DA S DR ESSEMT M . BN AL
MAER 2 BAFIC K AR IR AR CP HERY CPS A1,

The CA or the authorized RA shall confirm the authenticity and validity of the
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individual's identity. The authentication procedure shall be specified in the CPS
formulated in accordance with this CP.

3.2.4 SHHEIERYLT 1= B Non-verified Subscriber Information

UPRXEEXAABET LI CERNGER, ARERIEMITAES. IE$

FREEMMETRIE, REWIENEFEENEEANILESR.

Non-verified subscriber information refers to the information submitted by the
subscriber beyond the scope of authentication. The information in the certificate must
be verified and non-verified information shall not be included into the certificate.

3.2.5 ¥ZAXHAEIA Validation of Authority

ARRDEARBBHENFY, RRARFBMEFIES, FEHEALIRN
HRFKIZBRANIE CA BFIEBEENRDOM . BLRTE CA VM FIES

RIEREMESNAER, WIEARARSIEANNRNFHIA.

In order to ensure that the agent has a specific license to represent the organization to
obtain a digital certificate, an authorization document that the organization authorizes
the agent to represent the organization for the CA digital certificate needs to be
provided. After the organization affixes the official seal of the unit on the digital
certificate application form of the CA, it proves that the organization has confirmed
the authorization of the person in charge.

AR CAHMAFRIFTEIEEIRI DAKRBIBILES. FRIFEUPARIEE
T #HTIEBRIERNIRZADAN, WA EZEZIEEA R SMNIEEIEBRIER

Ko ERFHBZFCRINBEIERE, NEBFERHEERNARNEE.,

The CA allows an applicant to specify the independent individuals who may request
certificates. If an applicant specifies, in writing, the independent individuals who may
request a certificate, then the CA shall not accept any certificate requests that are
outside this specification. The CA SHALL provide an Applicant with a list of its
authorized certificate requesters upon the Applicant’s verified written request.

3.2.6 H#E{EAN] Criteria for Interoperation or Certification

AR CAYUGE] U S EMB FIMERSVADHTERIE, BRIZETFIMERS
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HA969 CP & CPS A M &It R FINE M B R A S £ IRIAMEAR R IE BRI

TR, FEBFIMNERSEZBRXML

The CA can interoperate with other certification authorities, and require that their CP
and CPS shall confirm to the requirements of the CP of global certification system of
Beijing Certificate Authority Co.,Ltd., and the relevant agreement shall be signed
with BJCA.

IMREFEFEEINNHBER, HFNLASE 8T

If national laws and regulations have requirements over the matter, BJCA will strictly
abide by them.

BHEHB, K CANNMRZELZEAZGAMEMNIES.

By now, the CA has not issued any cross-certification certificate.

33 A E FH 15 >3k M9 £r 1R 5 £ F| Identification and

Authentication for Re-key Requests

331 M EH F T M R 1R 5 £ 5 Identification and

Authentication for Routine Re-key

AHITPIEBEIHRT, ITRABREMLEB URITFIEBEMARES M. KR CA
M—RERITAFE— B ANKBIHNRAN, BRAERRAER.

Prior to the expiration of the subscriber certificate, the subscriber needs to obtain a
new certificate to maintain the continuity of the use of the certificate. The CA
generally requires the subscriber to generate a new key pair to replace the expired key
pair, which is considered as a routine re-key.

XNF—RIEXTHNEAEFRIE, TTATIRIEBRFIFILBNEBES,
ITFREAE. IEBFIISE, WHRIBNEHET

(1) RIEBFAEFH CAYBEL;

(2) RIRIES LA A RPN BRIENERH TR,

(3) ETREMERHETIMER.

For a general re-key request, the subscriber must submit sufficient information to

63



@ éﬂ?i)\;/[E BT INIE L 7] R BOAER RAE - SRS

identify the original certificate, such as the subscriber's DN, certificate serial number,
etc. The identification of the application is based on :

(1) The original certificate exists, and it was issued by the CA;

(2) verifying the signature of the application with the subscriber's public key on the
original certificate;

(3) Identity authentication based on the original registration information.

BAEFREMERRBANMEN XA EBIET EZRE, 1P ERIFEH
SEHET, AHWIMERERBRNMBAOXGHEIECS B2, HILERNmRE, CA
AP AXIBTE,

Re-key can cause files or data encrypted using the original key to be unable to be
decrypted. The subscriber must confirm that the encrypted file or data using the
original key has been decrypted before applying for the re-key, and the CA will not be
liable for the losses caused thereby.

2B E R EH B IR 5 X 5 Identification and

Authentication for Re-key After Revocation

IEBREENBAEFFE I AEFRIFILED, WHEREZAEHNNIRR
AERAGE S NFIAERARRE, HERSAK CP % 3.2 HHEE.

The re-key after the certificate is revoked is equivalent to the subscriber reapplying
the certificate. The identification and authentication of the re-key after revocation is
the same as the procedure of authenticating the initial identity. The requirements are
the same as in Section 3.2 of this CP.

344 8 1E Kk B AR 1R 5 £ 5/ Identification and Authentication
for Revocation Requests
BT EHRIBREEIER, CAYMRBBSNEE=THIEE. FIEE.
B2 EFNEIEE AR A S0 HT L7,
If the subscriber actively applies for revocation of the certificate, the CA will verify

the identity of subscribers through authoritative third-party database, SMS, domain
name control verification, and other methods.

HERVTPREBITAR CP Rl EMX S A TACP 8 4911 HPNAER, &
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AR CA AR AL EMY DR IBREIRTT P RGE B, THEXNIT A FH#HTIRA

5o

If the subscriber fails to perform the obligations specified in this CP or because of
reasons stated in Section 4.9.1.1 of this CP, the identity of the subscriber is not
required to be identified and authenticated when the CA or the authorized RA applies
to revoke the subscriber's certificate.

4. EB & dp BB EE K Certificate Life-cycle Operational
Requirements

4.17F B H1§F Certificate Application

4.1.1 JEFHEBTESEER Who Can Submit a Certificate Application

IEB R IELABSBENIAMBEHEARBNARYM(BEEERYIL. £
Fl B, HEEAKE).,
The certificate application entities include individuals and organizations with

independent legal personality (including Government Entity, Business Entity,
Private Organization, etc.).

4.1.2 IR 535 F Enrollment Process and Responsibilities

IEBRIBARRAR QEBXREE) FIAENER, BIRBENENELTR
RRIEBHE, BFEEXNSMERME. CAVMEUEMII9ZIRIESHIE,
AR M EANFENEBRIBANSMHTLES, FREREEXRIES.

The applicant shall submit the certificate application through face-to-face or online
way, including relevant identification materials, in accordance with the requirements
stipulated in this CP. The CA or the RA accepts the certificate application, identifies

the identity of the certificate applicant according to the identity authentication
specification, and decides whether to issue the certificate.

TR ITANELENITAL . & CP RHE3% CPS FrilE (=M X &7

TR, FEIAER., ERREEMER, WITPBESRACP 8 32 THEX
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WL BRIERIE, WES CAWSERETBIIET AN B HERHR %

WX MEZ, EMATE, ITRAERERFEMRSNIEBRANZE.

Subscriber: The subscriber shall know in advance the responsibilities and obligations
stipulated in the subscriber agreement, this CP and the relevant CP, and confirm
acceptance. To formally request for registration, the subscriber needs to refer to the
requirements of Section 3.2 of this CP for certificate application operations, and
should cooperate with CA or an authorized RA to complete the collection, recording,
and review of identity information. After successful registration, the subscriber is
responsible for protecting the security of the obtained certificate private key.

RIE (REARAMERTERE) HMAE, IEBHIBEAKRE CA VAR
AEX. TEMEMNER, HFEHMIE % CAVMIBEFERKBITENR

BKRr, RKBHENAEERRENLFREE.

According to Electronic Signature Law of the People's Republic of China, if the
certificate applicant fails to provide true, complete and accurate information to CA, or
has other faults, and causes losses to CA or relying party of the electronic signature,
the certificate applicant shall bear the corresponding legal responsibility and
indemnification obligations.

CAHG: CAHMFAR. HZRASRA CP 8 32 HTRE 524 THERY
RPN SMESH X, BHiZ. BERAR. BZAMDIUEARNE
Es#t/E, CA#MEEITAERIES.

CA: CA entry clerks and reviewer collect, record, and review the identity information
of subscribers in accordance with the requirements of Sections 3.2 and 5.2.4 of this

CP. After verification and approval by two trusted persons (entry clerk and reviewer),
the CA issues a certificate to the subscriber.

4.27F B 1548 Certificate Application Processing

4213 712 51 5 £ 5 I 88 Performing Identification and

Authentication Functions

CA USSR AEMA SR ET AL B RIBR, REA (QEBRE)
PRER S LEREN HIBEANSNHTIRA S L5 RANLEINREFILA
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CP %8 3.2 ¥IsR S #aiN.

After receiving the certificate application of the subscriber, the CA or the authorized
RA identifies and authenticates the identity of the applicant according to the identity
authentication procedure stipulated in this CP. The specific identification procedure is
detailed in Initial Identity Validation of Section 3.2 of this CP.

CAHMESWNHFELANERBREB[IEIBETANZYT RAFHNE—H
dNSName fif CAA T EHE, FIRIBA CP 53228 PR EFEANMERHER
BHAEIZIEPBRIE, EEKRSFIEBELRF, & CAVMIREACPE 327
RS VRS XS [ R A CP % 6.32 THAENRSHIEBHRK
B, HiZfERREETML, N CAVMITERZEIBESIERXE, TS
iR B 5 £ 5.

The CA will perform a CAA record check for each dNSName in the certificate
Subject Alternative Name extension of a Global Server Certificate to be issued, and
determine whether to approve the certificate application according to the inspection
method and result in Section 3.2.2.8 of this CP. Prior to the issuance of a Global
Server Certificate, if the time of obtaining data or certification by the CA under
Section 3.2 of this CP does not exceed the maximum validity period of the server
certificate as specified in Section 6.3.2 of this CP, and the information has not
changed, the CA can reuse the data or supporting documents to identify and
authenticate the subscriber identity.

ARBERLR. XEERIEBEXRH, & CAYIMRIEAR CP 5 3.2 5%
BRI EIESIE A S AR jB) NEBIT A CP 88 6.32 THAEMNRBEZIER. X
BMEREBERAENY, BERREEZL, W CAHGTE M IZEIESIEH

X, MR S0REHITIRBI S5 £5),

Before the Code Signing Certificate and Document Signing Certificate are issued, if
the time of obtaining data or certificate by the CA according to Section 3.2 of this CP
does not exceed the maximum validity period of Code Signing Certificate and
Document Signing Certificate as stipulated in Section 6.3.2 of this CP, and the
information has not changed, the CA can reuse the data or the certification file to
identify and authenticate the subscriber identity.

67



e IE
@ B HFIE A 7 2R P R 155000
4.2.2 JF B B iFH A FIFE 248 Approval and Rejection of Certificate

Applications

CA MME RN AEMAERIEAR CGEBREEY FrRlEN S0LARIEXIE
PRIBFBASODHTIRAIEELHE, RIBELHERREMESIEEIERRIE.
After the CA or the authorized RA identifies and authenticates the identity of the
certificate applicant according to the identity authentication procedure stipulated in

this CP, it decides to approve or reject the certificate application according to the
identification result.

WRIEBRIBABEAR GEBEREE) Tl ENSHEIREELILIERIE
1%, CAHMEHENAVEMIAKHAEIEBRIE, AIEBHBATIEFME T
EH.,
If the certificate applicant passes the identity authentication procedure specified in
this CP and the verification result is qualified, the CA or the authorized RA will

approve the certificate application and create and issue a digital certificate for the
certificate applicant.

WREETIER, CAYMMETIREILBHIE:

1) RIFEAR CP 5 32 WHIME, ARETHIRFFIMEFFELFTNITARER,

2) VTP AREEMRIEE RIZEHIIB RN S L RRL

3) TTRPRMHEEAREEZITFIHMNNE RATMEK;

4) ITRRBSENEBIERNENBNNEA,

5) FEIEMIEREH ICANN ZEHHFTNEESZ,

6) CA HLZIA AHUEIZ R IBER S M EFINEA S HRFW . ERYUDHER
Ko

The CA rejects the certificate application if:

1) According to the provisions of Section 3.2 of this CP, not all necessary subscriber
information can be identified and authenticated;
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2) The subscriber cannot provide the required identity documents;

3) The subscriber objected or could not accept the relevant content and requirements
of the subscriber agreement;

4) The subscriber fails to or cannot pay corresponding fees as required;

5) The certificate applied for contains a new top-level domain name under
consideration by ICANN;

6) The CA believes that the approval of the application will bring disputes, legal
disputes or losses to BICA.

XTEERMILBEHE, CAYMMBHMBEBENLBEHIBERY, RNEHHEIFA
KRG RE CEREIERIBRIN.,

For the rejected certificate applications, the CA will inform the applicant of the failure
of the certificate application and reasons (except where prohibited by law).

CANIMNRERNEKRE. RS BREXEKE. IENETE2E5H
BAMEFE=TRGNEE, RAHEERATHREPEKENER, EIM4ER
IEBSMEERHIBEATIR, ARIIEBHBENEEEIZIIR, NTHRPHIAEH
BA, CAYMKELHRAIE., XTEEXMIES, SEREIRTUER,
—BRINEBFHEALIRAETIRT, CAVAME DI IZIE S REUE S AL 3#
TR,

The CA establishes and maintains certificates high risk applicants list according to the
list published by the anti-phishing Alliance, antivirus vendors or related Union,
government agencies responsible for network security services, or information
disclosed in public reports by media, and will check the list when accepting certificate
applications. For applicants in the list, the CA will reject the application. For issued
certificates, they will be reviewed periodically according to the list. Once the
certificate holder is found in the list, the CA has the right to revoke the certificate or
take appropriate mechanism to deal with it.

XNTERER . BRBUFER . T IS ERBI) S S BUF A EME R
AHMBEHEATERNNANE, CAYVMBETIELEARFLILS. ki, WRIES
RIEHEXAR (BFERIBEA. BHA. EBAN. BIERIEAS) JEEEEM.
ERSH T BFRNERRS, CAMELEREHRSSMNILIBHIFEER.
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For those organizations is prohibited engaging in commercial activities or public

activities by laws and regulations, national government departments, industry
regulators, the CA has the right to refuse issuing an certificate. In addition, if the
person (including Certificate Requestor, Certificate Approver, Contract Signer,
Applicant Representative, etc.) applying for the certificate is subject to relevant laws
and regulations, national or local government restrictions, the CA may refuse to

accept the certificate application in which the person is involved.

423 4 1B iF B B 15 By BF |8 Time To Process Certificate

Applications

A CAHMEERINEFRE FINMEL SR (CPS) NAESEMIEHHH
TBAIER (8] . AR CA MM SRR ALEMANAD R 7E CPS HLE A9 8] A ALIEIE B FRIE,

T AL ZIELE.

The CPS of CA's global certification system shall specify a reasonable certificate
application processing time. The CA or an authorized RA shall process the certificate
application within the time specified by the CPS, whether approved or rejected.

4 3FHE % Certificate Issuance

431 IEBEZRFEMAEANE FIMEAR S HLAFRI1779 RA and

CA Actions During Certificate Issuance

R CAMIEBELXHAR CAMERNNITEARERBATERES, £IR
CA HITIERERFRE,

Certificate issuance by the Root CA Certificate shall require a trusted person
authorized by the CA to deliberately issue a direct command in order for the Root CA
Certificate to perform a certificate signing operation.

HFITFIERMNERIES, CAYMMRARMTRAILLHIBEERINE
B, HZRNFTIELRIBNEL, FBIHRERA RGERBELILBIBEREE CA
MILBELXRG. RAXHMIERELIBERERFTEIMNMNENLISEL
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REFEIE, FHARIBERAZIERA CAHMA,

During the issuance process of the subscriber certificate, the entry clerk of the CA is
responsible for entering the information submitted by the applicant, and the reviewer
is responsible for the approval of the application, and the request for certificate is sent
to the CA certificate issuance system by operating the RA system. The certificate
issuance request information issued by the RA requires the identity authentication and
information security measures of the RA, and ensures that the request is sent to the
right CA.

CAMERBIEREXRIERE, HUHERERBERNERE, EROEITED
HiEZE, BERIEHR, T SSLERRESHIEBHNELR, EHIE SCT HiE

KX TE B3k 47 linting TRENFEEHERELNALERZ, MBHLEEER
# [ Baseline Requirements ZRMIER . IEBHELRKER FIANERSHIE
R&ATEIETMHUE TIERRIE,

After obtaining the certificate issuance request, the CA shall determine its validity,
and issue the certificate after approving the application. For the issue of SSL Global
Server Certificate, before applying for SCT data, the CA performs pre-issuance
linting tools. If an error or warning is found, the issuance is held up for manual review
to prevent the issuance of certificates that violate Baseline Requirements. The
issuance of the certificate means that the CA has approved the certificate application
completely and formally.

4.3.2 BFINMERRS A MFALEMYLAEXTTT 7 Y18 £ Notifications

to the Subscriber by the CA of Issuance of Certificate

CA @I F MV EFIERIT PIERERERMRBUEBI TR, o
BITEXNE. BFERE. WETH, =l CAYIMIAAEMZE TN AR ST
o
The CA shall inform the subscriber through the face-to-face, e-mail, network

download, or other means that the CA considers safe and feasible through the RA of
the issuance of the subscriber certificate and the way to obtain.
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4 ANF F 52 Certificate Acceptance

441 ¥ Y 3E 2 F B B9 17 4 Conduct Constituting Certificate

Acceptance

ERERTHE, TTHABE CAVMEBEN T RNREGESR, EITFREM
TER—MTAE, CANMIAATTFEZTIES:

1) ITATEERE TIES;

2) A CANMEITAHATT, REITTATEIER, FIEIERRIIMETR
RIELBIVT P,

3) AR CANMEIERREBUBAEZEGIT AR, EAEMRERITFRKRT
LIS

After the certificate is issued, the subscriber obtains the certificate through the method
announced by the CA. After the subscriber has any of the following actions, the CA
considers that the subscriber has accepted the certificate:

1) The subscriber has downloaded or installed the certificate;

2) The CA, with the permission of the subscriber, downloads the certificate in place of
the subscriber and sends the certificate to the subscriber by email;

3) After the CA sends the certificate acquisition notice to the subscriber, the

subscriber does not refuse within the agreed time.

442 8 FIANIE BR 55 H1 48 XFIE B B9 & 7 Publication of the

Certificate By the CA

EEXBRESEBIEBETE LR A, CAYIMIRIE Google B CT K B
(https://github.com/chromium/ct-policy) , BFIEBIRZEARDTF 3 MNEIEA
CT RE=:H. CANMETERIERE, BEREXGEITAHUAIERNAR.

Prior to the issuance of a Global Server Certificate, the CA submitted the

pre-certificate to no less than three qualified CT servers based on Google's CT policy
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(https://github.com/chromium/ct-policy). After issuing the certificate, the CA sends
the certificate to the subscriber as the publication of the certificate.

443 B FINER S YL X H ftb ST pY 18 & Notification of

Certificate Issuance By the CA to Other Entities

CAHMAN E LA TESE, ASKATUERFEELBTEN.

The CA does not notify other entities, and other entities can make their own queries
on the repository.

4 5272 5AFF0E B AY{FE FH Key Pair and Certificate Usage

45177 P FA$8 A0 1E B B9 &£ B Subscriber Private Key and

Certificate Usage

URHERK TIEBHRIEFERT CAYMERNIERG, HIUAELRAR
PS5 CAHE. MRETTH KA T XSS HIFRK

The actions of submitting a certificate application and accepting the certificate issued
by the CA shall be deemed the subscriber has agreed to abide by the terms and rights
of the CA and the relying party.

TR REEERIER. A CP URITAIUEER N BSEE N FAA AT
EH, FEAERIIHSEBHEZE, 1TALIFEERIZIEBY NS,

The subscriber shall only use the private key and certificate within the application
scope specified by applicable law, this CP, and subscriber agreement, and stop using
the private key corresponding to the certificate after the certificate expires or is
revoked.

XtF SSUTLS IE, iTRBTREMXSRILR AL FF 79 E B 5 2 X K 7Y

AR5 AR P EREIE D

For SSL/TLS certificates, the subscriber has the responsibility and obligation to
ensure that the certificate is only deployed on the server corresponding to the Subject
Alternative Name listed in the certificate.
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452 1R % 73 /A $A F11E B B9 55 A Relying Party Public Key and

Certificate Usage

K77 RBEFETS 2 A9 FSE B AR THIES, FFESIEBERE—E (40
AARY RF) . KBTRENTHNIEBNAAE, TUBEEENTTHIESRT
BTG, HFBIRAPARIENTETERNELM. ARIIBETFEZNES
PR, PRETT RERAERE RAVEIER R

The relying party shall only rely on the certificate within the appropriate application
scope and be consistent with the certificate requirements (such as key usage
extensions, etc.). After the relying party obtains the certificate and public key of the
other party, it can check the identity of the other party by checking the certificate, and
verify the authenticity of its electronic signature through the public key. When
verifying the authenticity of an electronic signature, the relying party should know
exactly the data being signed.

W RBABEBNERE, 8
a) A CAYSRNERRIEIEBFNER, BWINZIEB 2RI TT Fr{S1Em CA
MMEER, FEIEPHRNTZERWER.
b) RIIEBNERE, FINLEREEH =R,
c) @id#&H CRL 5] OCSP, HINZIEBELBEWTH.

The relying party should verify the validity of the certificate, including:

a) Verify the signature in the certificate using the certificate of the CA, confirm that
the certificate is issued by the CA that the relying party trusts, and the content of the
certificate has not been tampered with.

b) Verify the validity of the certificate and confirm that the certificate is valid.
c¢) Confirm that the certificate has not been revoked by querying the CRL or OCSP.

AWIEETHERN, KT NARMNETABECHKER . ELABBIRE
2, ENZEREEEIHARERRTHERNEIE.

When verifying an electronic signature, the relying party should know exactly what
data has been signed. In the public key cryptography standard, the standard signature
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information format is used to accurately represent the signed data.

4. 67F B F ¥ Certificate Renewal

4.6.1 WIEBEFH B Circumstance for Certificate Renewal

IEBEHEAEANZIERLPIT AN AAHEMEFAERONBERT, MITFAE
A —SKFNEH. R CAYMEHEFIT LT ERIEBERAEFRRS, HEAARCPE

4775,

The Certificate renewal refers to the issuance of a new certificate to a subscriber
without changing the subscriber's public key or any other information in the
certificate. The CA recommends subscribers to use the certificate re-key service
preferentially. For details, see Section 4.7 of this CP.

VT ARAIEBEIHART 30 RFTIUEPEFH. IEBIHE, ITRXMEFHRIF
FEB .
Subscribers are required to renew their certificate 30 days prior to the expiration of

the certificate. After the certificate expires, the subscriber must re-apply for a new
certificate.

CAHMZHF A SSL £HIRFG=FIEH . NEBIEBRAIEBEFRS

The CA supports certificate renewal services for SSL Global Server Certificates and
Timestamp Certificates.

4.6.2 1EKIEBEFTAYELKR Who May Request Renewal
ERIEBEHHSLAEIERIT .
Certificate subscribers may request renewal.

463 B F ¥ 15 5Kk B9 4k I8 Processing Certificate Renewal

Requests
IEPEFMEFRKNLIELIEEITRIFRIE. £7]. FRIEP. XHIFHRIEF

ERNMET AT ILATTE:
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1. ITPANBRIEBGFEHFBEHRAK CAYMELR,

2. IEBEFIERAETFTHRA;

3. ETERIMEEHTENER

4. #H CAHADIRIEZA CP 2 3.2 TERG ARSI B X R AT [B) B i
ACPF 632 THAENLKIEBNEATIHAZEERRETL, M
CA WA aT E IZEURSOEAX M, MITFR SH#HTIRA S L5,

The processing of certificate renewal requests includes application verification,
authentication, and certificate issuance. The verification and authentication of the
application must be based on the following aspects:

1. The original certificate of the subscriber exists, and it was issued by the CA;
2. The certificate renewal request is within the license period;
3. Identity authentication is based on the original registration information

4. If the time of obtaining data or certification by the CA in accordance with Section
3.2 of this CP does not exceed the maximum validity period of such certificate as
specified in Section 6.3.2 of this CP and the information has not changed, the CA may
reuse the data or supporting documents to identify and authenticate the identity of the
subscriber.

MU ERIFFILRBIE S CAVAMF T HUES ZIER .

After the above verification and authentication are passed, the CA can approve the
issuance of the certificate.

AIEBEHN, TATMUARENRANERERETER, CAYBER
XAANERMAHE. EFERRESNAAERATERM. SEEME—1

AYBSIERNLE A

When the certificate is renewed, the subscriber can sign the renewal request with the
original private key, and the CA will verify and authenticate the correctness, legality
and uniqueness of the user's signature and the public key and the user information
contained in the renewal request.

VP PUEEIZIRA CP 5 32 TR EKRATIEBEFHHITRIE, EFR
R SMIERAMEL CAHIMEAEIER TEB e X AR aIE B HiER L 51T 1E
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AEBEFHHNLRGIEFE,

The subscriber may also choose to perform the certificate renewal application
operation in accordance with the requirements of Section 3.2 of this CP, and re-submit
the identity certification materials. The CA may, in any case, use the authentication
method of the initial certificate application as the authentication processing method

when the certificate is renewed.

4.6.4 MAHTIE B 1T 2 #9185 Notification of New Certificate
Issuance To Subscriber
B CP % 4327,
The same as Section 4.3.2 of this CP.

4.6.5 M pY3E S EHIUE B AIFTH Conduct Constituting Acceptance

of A Renewal Certificate

EACPE 4417,
The same as Section 4.4.1 of this CP.

4.6.6 B FINIEBR 55 #1449 3T 5 H1iE B AY & 75 Publication of the

Renewal Certificate By the CA

EA CPE 4427,
The same as Section 4.4.2 of this CP.

4.6.7 B F AL AR 55 ¥ 49 X H fib SE 4K /9 18 45 Notification of

Certificate Issuance By the CA to Other Entities

BA CP % 443 7%,
The same as Section 4.4.3 of this CP.
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4. 7UE B 2 EAFH Certificate Re-key

471 EBZHAEFAIER Circumstance for Certificate Re-key

IEBEIAEHEISTT LR B IAF BN ARAZLMES, CAYIEIRE
L BEFHR, BALREEH.

The certificate re-key means that the subscriber generates a new key and requests to
issue a new certificate for the new public key. When the CA provides the certificate
renewal, the key must be renewed at the same time.

# CAHIGIRIEA CP 5 3.2 T8 E R IRIk 15 A9 BB SUIIE AR S 4 A B (8] R B
AR CP 5 632 THAEMIKIEBNERAEIHEZERRELELL, W CA
HADT] I E A L ATERIEAE S, L, ITAERIBIIBRZRAETNEES
KARAE B R BEF AR, IR BNR B RIE B AR E 28T, kB F
S ITAEREE, MEXBRIEBXSNAAIEBE A BRI RETEZIE
CA HAGLZIE

If the time of obtaining data or certification documents by CA from the source
specified in Section 3.2 of this CP does not exceed the maximum validity period of
such certificate as specified in Section 6.3.2 of this CP and the information has not
changed, the CA may reuse these previous validations. In this case, the subscriber
does not need to submit the required materials for the certificate application again
when applying for the certificate re-key. The subscriber shall only submit the
corresponding information for assisting in identifying the original certificate, such as
the certificate serial number, the subscriber's DN, etc., and sign the certificate re-key
request using the private key corresponding to the original certificate for CA's
verification.

IERBAEFMRAEER AT
a) HiJPIEBRVEEIERY
b) HiTFILBAFMEE MBHILBAS;

) HITPIESKEMERHIL B R AR R 2/,
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d) HETRESEBAEHMNEL.

The specific circumstances for certificate re-key are as follows:
a) when the subscriber certificate is about to expire;

b) when the subscriber certificate private key is compromised and the certificate is
revoked;

c¢) when the subscriber confirms or suspects that its certificate key is unsafe;

d) other circumstances that may result in a re-key.
CA MM F5 4 SSL RS AR BRAEB B EIIRS

The CA supports the provision of certificate re-key services for SSL Global Server
Certificates.

4.7.2 1EKUE B ZEAE FH ALK Who May Request Certification of
a new public key
ERIEBEAENNIELAEAIERITF.
Certificate subscriber may request certificate re-key.

473 E B4R FHIF K AAIE Processing Certificate Re-keying

Requests

B CP % 3.3 3%,

The same as Section 3.3 of this CP.

AT7.4 MAHIE BT P B985 Notification of New Certificate

Issuance to Subscriber

EA CP & 432,
The same as Section 4.3.2 of this CP.
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ATS M E S B E HUE B 89 17 4 Conduct Constituting

Acceptance of A Re-keyed Certificate

BACP % 4417,
The same as Section 4.4.1 of this CP.

4.7.6 B IAUERRS VM XT 258 FE HTUE H AY & 75 Publication of the

Re-keyed Certificate By the CA

BA CP % 442 %,
The same as Section 4.4.2 of this CP.

477 B FIANIEBR & V1 A8 XF H b 5L K A9 18 & Notification of

Certificate Issuance By the CA to Other Entities

EA CP & 4437,
The same as Section 4.4.3 of this CP.
4.81F B2 F Certificate Modification

Z Circumstance for Certificate Modification

MIT PR EAIME R R AT, HE CAYMMRHIEREE, IEPEE
AYERIBAME B RIGPTERURIE. F M4 —E.
If the registration information provided by the subscriber changes, a certificate

modification must be submitted to the CA. The procedures and conditions required
for the certificate modification application are the same as the certificate application.

A821F K IE B T E A9 £ £ Who May Request Certificate

Modification

FHRIEBEEOSADERTA.
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Certificate subscriber may request certificate modification.

483 F B T F 15k Ay 4L I8 Processing Certificate Modification
Requests
IEPEFiRBYPRRIFEIEBA IS IEHTAIE.

The certificate modification is processed according to the registration procedures of
the initial certificate application.

4.8.4 MAHTIE B 1T 2 #9185 Notification of New Certificate

Issuance to Subscriber

EA CP & 432,
The same as Section 4.3.2 of this CP.

485 WY ESZ T EUF B HTT 4 Conduct Constituting Acceptance
of Modified Certificate

BA CP % 4417,
The same as Section 4.4.1 of this CP.

4.8.6 B FIAUEBR 554149 XF % 5 iE $ B9 & 45 Publication of the
Modified Certificate By the CA

A CP % 442 75,
The same as Section 4.4.2 of this CP.
4.8.7 B FIANUE AR 55 A 49 XF H fth 5C K 79 18 & Notification of
Certificate Issuance by the CA to Other Entities
B CP % 44375,

The same as Section 4.4.3 of this CP.
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4 9F B FIFER Certificate Revocation and Suspension

4.9.1 FHFEE ST Circumstances for Revocation

49.1.1 #4587 AUEBAEYJE R Reasons for Revoking A Subscriber
Certificate

WMRBIMTINEA—FHSIER, CAYERTE 24 /N REIHIZIT AL

L ITPMBER R RIERERFIES,

2. ITRINABIRIERIBERAREZIFEN, BRREEMBEANITH,

3. CAHMBIERIER, SITFIEBFARAN NP HE;

4. CAHMSHRAE LI T 2 WIEAIT RSB X, ZAEATET LA
RAESHITELIT A, BIE{ERR T Baseline Requirements 5
6.1.1.35) M HEMTTE;

5. CAMMIRBIETE, IERHAEEMNEHEN P It EFNEIIEARH
o Eg;

6. CANMEEBAFENEMTREMEFARBAITAAFEEERERF
B8 FHR bR A9 1E R

The CA shall revoke the subscriber's certificate within 24 hours if one or more of the
following occurs:

1. The subscriber requests in writing that the CA revoke the certificate;

2. The subscriber notifies the CA that the original certificate request was not
authorized and does not retroactively grant authorization;

3. The CA obtains evidence that the subscriber's private key corresponding to the

public key in the certificate suffered a key compromise;
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4. The CA is made aware of a demonstrated or proven method that can easily compute

the Subscriber’s Private Key based on the Public Key in the Certificate, including but
not limited to those identified in Section 6.1.1.3(5) of Baseline Requirements;

5. The CA obtains evidence that the validation of domain authorization or control for
any Fully- Qualified Domain Name or IP address in the Certificate should not be

relied upon,;

6. The CA receives notice or otherwise becomes aware of any circumstance indicating
that use of the email address in the certificate is no longer legally permitted.

MRBATIMEFT—FHEMER, CAVMEE 24 /N ZHHHIESR, B
HITE 5 RZ RBSHIES:

1. IEBARBEHFS Mozilla Root Store Policy 3 CA/Browser itz H] Baseline
Requirements 158 6.1.5 1 6.1.6 THHIE3K;

2. CAHER T IEPBIK B A,

3. CAMMERENIT PRBITITAIML. EREFRFHNEN—MH ZMEEX
EH R

4. CANMRAZER EAFINT LT PIEB £ AAY FODN 3¢ IP ik, 40,
RS RERSEE M AR RS EONF . BEEMASHIEBEA
Z B A9BSR AT Sk R SN B £ b S B A KBRS THI B 5,

5. CAHZRATT A ABECFIE BEWA TRIERIEMMN T REE,

6. CAMMKMIEBFEENERRETEREM,

7. CAHIAZRANTT PIEBHIEE & & B Baseline Requirements B CA #1#5%
fH A CP/CPS FYTHREK;

8. CANMMBMESRIATFIERHEE T AAERIBRNES

9. CA Hl#34Kk#E Baseline Requirements &I F AIANFI k3. #HISH S

%1, BRIEHGRE 4T CRU/OCSP 2 8 &,
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10. HH I CA #1449 CP/CPS E RIS IE BEVIEF,

11. CAHIMMZRAE B 7 EL WM TT PR J10%, 388 HWILER
BA T A AR SA R BN TT 7R f7 FE R G,

12. 4 CAHIMEREFIRE 4 1B FINERS, BARZHAEM CA PIMHFT
BUSHIE B BYRIE

BATAHEIINEETE=T7HEMEKRE. FEREEVHNEARES, 5 CA
VMPEE RN EEVMEIE AT P EEMAER T RRS,

14. CAHMBETIEBRS FABANSE, 1THRIAREY,

1575 TBUEAALE N HAET

The CA should revoke the certificate within 24 hours and must revoke the certificate

within 5 days if one or more of the following occurs:

1. The certificate no longer complies with the requirements of Mozilla Root Store
Policy or Sections 6.1.5 and 6.1.6 of the Baseline Requirements of the CA/Browser
Forum;

2. The CA obtains evidence that the certificate was misused;

3. The CA is made aware that a subscriber has violated one or more of its material
obligations under the subscriber agreement or terms of use;

4. The CA is made aware of any circumstance indicating that use of a Fully-Qualified
Domain Name or IP address in the Certificate is no longer legally permitted (e.g. a

court or arbitrator has revoked a Domain Name Registrant’s right to use the Domain

Name, a relevant licensing or services agreement between the Domain Name
Registrant and the Applicant has terminated, or the Domain Name Registrant has
failed to renew the Domain Name);

5. The CA is made aware that a wildcard certificate has been used to authenticate a
fraudulently misleading subordinate Fully-Qualified domain name;

6. The CA is made aware of a material change in the information contained in the
certificate;

7. The CA is made aware that the certificate was not issued in accordance with these

Baseline Requirements or the CA 's Certificate Policy or Certification Practice
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Statement;

8. The CA determines or is made aware that any of the information appearing in the
certificate is inaccurate;

9. The CA's right to issue certificates under Baseline Requirements expires or is
revoked or terminated, unless the CA has made arrangements to continue maintaining
the CRL/OCSP Repository;

10. Revocation is required by the CA’s Certificate Policy and/or Certification Practice
Statement;

11. The CA is made aware of a demonstrated or proven method that exposes the
Subscriber’s Private Key to compromise or if there is clear evidence that the specific
method used to generate the Private Key was flawed;

12. The CA ceases operations for any reasons and has not made arrangements for
another CA to provide revocation support for the certificate;

13. Subscribers are included in the blacklist of any third-party phishing website
alliance, credit regulator, or the regulatory body of the country where the CA is
located prohibits conducting services at the place where the subscriber operates;

14. After the CA fulfills the obligation of urging certificate service fee, the subscriber
still fails to pay;

15. Other circumstances as stipulated by laws and administrative regulations.

491.2 #HsEF L CA IEB YR A Reasons for Revoking A Subordinate
CA Certificate

INREM TR —FLZFIER, CAVETE 7 RABE R CAIEH:

1. CAHSINBEF N R IERMIE TR CAIES,

2. CAHUZINAHR CAIEBIFERARERN, BEREEBHIENITH;

3. CAHMHIEEIERSIER RN AN FHFTE CA NRPEHE, HA

B ¥4 Baseline Requirements £ 6.1.5 #1 6.1.6 TTHIEK;
4. CAMAMHIEHRIE BBIE B
5. CAWUMIRHFIE P A% & KB 1E Baseline Requirements 5 CA H1# & i

CP/CPS H#EXE 3K,
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6. CAHMEHE TIEBFEZENMERIEFTRSUENER

7. CAHMEFE CA REMRERFILEE, HARRHHM CA TR ERM
HIFBAI R,
8. CA #Hl#k#&E Baseline Requirements i 4 1IE B AN FIZIHA . I BISH#
%1k, BRT ELHRGRE4EIR CRL/OCSP (52 EZ S,
9. MHIL CAHIH CP/CPS EXRMFHIEBHIIER
The CA shall revoke a subordinate CA certificate within 7 days if one or more of the
following occurs:

1. The Subordinate CA requests revocation in writing;

2. The Subordinate CA notifies the Issuing CA that the original certificate request was
not authorized and does not retroactively grant authorization;

3. The CA obtains evidence that the subordinate CA's private key corresponding to the

Public Key in the Certificate suffered a Key Compromise or no longer complies with
the requirements of Sections 6.1.5 and 6.1.6 of Baseline Requirements;

4. The CA obtains evidence that the certificate was misused;

5. The CA is made aware that the Certificate was not issued in accordance with or that
Subordinate CA has not complied with the Baseline Requirements or the applicable
Certificate Policy or Certification Practice Statement;

6. The CA determines that any of the information appearing in the certificate is
inaccurate or misleading;

7. The CA or subordinate CA ceases operations for any reason and has not made
arrangements for another CA to provide revocation support for the certificate;

8. The CA's or subordinate CA ' s right to issue certificates under Baseline

Requirements expires or is revoked or terminated, unless the CA has made
arrangements to continue maintaining the CRL/OCSP repository;

9. Revocation is required by the CA’s Certificate Policy and/or Certification Practice

Statement.
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4.9.2 7&K IE BHEEEAISE{E Who Can Request Revocation

REFEBARER, TTA. CAHE. SEMVAM T UL ERMIFIEBEIEK.

Depending on the circumstances, the subscriber, CA, or the RA can initiate
revocation.

tesh, TTP L RETT R m AN E S = T TR LB B iRk &
HH CA M BRIFTRHIE BN SERE .,
In addition, subscribers, relying parties, application software suppliers and other third

parties may submit certificate problem reports informing the CA of reasonable cause
to revoke the certificate.

4.9.3 #EH15 K 897 2 Procedure for Revocation Request

4.9.31 3T P XML #$EH1E A Subscriber Makes An Application for
Revocation on One’s Own Initiative

1. IEBHSERI BB A [ CA YIS IR A EMAN IR ZGEBRMIEHIER),
FoE AR R A,

2. CAMISIENAEMYVIEIRIEA CP 2 3.4 PHERIIT PR A
HRIEFTER, WEIEBE VA THSE IR,

3. CANUMIITHRSERIE, TTAIEBRGEE, STV BIn, mB4F
FIVBATT FIEBHEE R W RGERIE R, ARERKINTA, ELE
AYIBR T, CA AT HISHAYIE PR @i NS T/ &

4. CAHAFER ML 7X24 /NI AYIEBRSERIERS, TR @RI TR BIE
Gk

(1) KHBEZ: sslservice@bjca.org.cn;
(2) 3xER: +86 -4009197888.,
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# SSLIEHIT FiBid ACME APl 1Z3IEBHEHIE K, CA HIA¥ @I I8 IEE,

BT
ZEHNOEBBEBERNBFERSFHIHTER, MEIEEE NHTHEEL
#,

1.The applicant for the certificate revocation submits the Certificate Revocation
Application Form to the CA or the authorized RA and indicates the reason for
revocation;

2.The CA or the authorized RA shall authenticate the revocation request submitted by
the subscriber in accordance with the requirements of Section 3.4 of this CP and
perform revocation operation if the request passes the authentication;

3.After the CA performs the revocation operation, and the subscriber's certificate is
revoked, the RA shall notify the subscriber of certificate revocation and reasons for
the revocation via telephone or email; in the case of failing to contact with the
subscriber, the CA will announce the revoked certificate through the website if
necessary;

4.The CA provides a 7X24 hours service for certificate revocation application, and
subscribers can apply for revocation through the following ways:

(1) Send email to: sslservice@bjca.org.cn; or
(2) Call: +86 -4009197888.

If an SSL certificate subscriber submits a certificate revocation request through
ACME API, the CA will authenticate it by verifying domain control rights, digital
signatures of certificate revocation requests, and other methods; If the authentication

1s successful, it will be revoked.

CA YA RN BRIFfE 24 /B AL EEHIEE AR

The CA shall process the revocation request within 24 hours of receiving the
application.

4.9.3.2 1T PR EISHIE T A Subscriber is Forced to Revoke A
Certificate
1. ECAYIMBRNNEABEHIA CP 8 4911 THESBITFIES
HORFIB A ETA, CAHARIERIT NS RIR RIB AT S,
2. L BHBE, CAVAMPERITELNFTR, SIFHE. BIFE, BAS
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ZITFIEBE BB R EAGERIER, AREREITFAN, ELENE

ST, CANUISTEEEAIE BB Mo,

3. CAMUMGIRE 7X24 /B B9IE H o) R 5 MALIERIE,

4. BRFTTMEENAE . KARERER. HRSVMEE=TXINES
OREFE LA, ERRA . MAHMSREE L IR IE BB T
BRBERE, TREBISMNTARET @RS
(1) ZHREZE: sslservice@bjca.org.cn; B
(2) ZkH: +86 -4009197888.

1. When the CA has sufficient reason to believe that situations that will cause the
enforced revocation of subscriber certificates in Section 4.9.1.1 of this CP occur, the
CA will apply for the revocation of the certificate through the internal process;

2. After the certificate is revoked, and the CA will notify the subscriber of certificate
revocation and the revocation reason through appropriate means, including email,
telephone, etc. In the case of failing to contact with the subscriber, the CA will
announce the revoked certificate through the website if necessary;

3. The CA provides a 7X24 hours certificate problem report and processing flow;

4. When a relying party such as a judicial organization, application software provider,
anti-virus agency, etc., finds that the certificate may have problems, such as certificate
misuse, the occurrence or suspected occurrence of private key disclosure, certificate is
used for suspicious code signature, etc., a timely problem report can be done in the
following ways:

(1) Send email to: sslservice@bjca.org.cn; or
(2) Call: +86 -4009197888.

CAHMBIREIRE R, & 24 /N AXNZIEBREREABTHTRE, FET
U THRAERRE S RIBIES:
(1) Frik&ERIBAMER;
(2) AERZiE)ZAY PR EANSNE

(3) BB EFIIFAISLE,
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(4) TTPXIAR CAH4 CP/CPS R P FAE X ASERYETEERL,

(5) BUTEREMNHETE.

After receiving the report, the CA shall investigate the content of the certificate report
within 24 hours and decide whether to revoke the certificate based on the following
criteria:

(1) The nature of the reported problem;
(2) the occurrence number and frequency of the problem,;
(3) The entity of the problem report or complaint;

(4) The subscriber's compliance with the relevant specifications of the CA/CPS and
subscriber agreement of the CA;

(5) The compliance with current laws and regulations.

4.9.4 #5515 K TR Hf Revocation Request Grace Period

MR EIAFAMEFEM, BEEIE KSR BB B M FEHREE 8 /NI A
fe . HAEEERE HEEEIE KA ITE 48 /NIT TR H .
In the event of a private key disclosure, etc., the revocation request must be filed

within 8 hours of the discovery of a disclosure or a suspected disclosure. Revocation
requests for other reasons must be filed within 48 hours.

4.9.5 BFINERS AL IR BIEH 15 K AY AT PR Time within which

CA Must Process the Revocation Request

CA MR HIEIE KGR LRI IR, EE S a8k & S0E BREIE R

AXRMELMER . CAYMLIERSHIERNBEL KD 24 /N,

The CA shall process the request immediately after receiving the request for
revocation, and investigate the facts and circumstances related to the certificate
problem report or the certificate revocation request. The cycle of revocation request
processing for a CA is 24 hours.
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A9G6 MK # 7 1 &EUE B A §H B9 E 3k Revocation Checking

Requirement for Relying Parties

CAHIMERZFA—RK CRL, FFERHA CRL X Z B RIRSHRIEENAE,
HIEREEE T H.

The CA shall issue a CRL every 24 hours and publish the latest CRL to the location
specified by the directory server for the requester's query and download.

CRL FYZ51930 T

a) hRA<S(version)

b) & & E LFRIRFF(signature)

) P& & BFR(issure)

d) AKE#Hi(this update)

e) T RE#(next update)

f) FAPIEBFS]S /15 B #(user certificate/revocation date)

/\-/v:

g) ERE K (signature algorithm)

%

h) % & (signature value)

The structure of the CRL is as follows:
a) version number (version)
b) signature algorithm identifier (signature)
c) issuer name (issure)
d) update for this time (this update)
e) update for next time (next update)
f) user certificate serial number / revocation date (user certificate / revocation date)
g) signature algorithm (signature algorithm)
h) signature (signature value)
FESEMEBIERET, KRBT AU X T WAtz —# TR BIE B A
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REEN:

a) CRL &6 # AL B FRrIZAY CRL Hudlk, 1@id CRL 5 B EZHFH T CRL
B, HTIEBRESHRLE,

b) EZIEHIRZEEI(OCSP): CA HLIGIE L Get F Post WA TT LA OCSP
RS, BAEREIFERE, BERIFEKRE.
Before trusting and using a certificate, the relying party must use one of the following

two functions to perform a status query of the dependent certificate:

a) CRL query: use the CRL address identified in the certificate to query and download
the CRL locally through the CRL repository to check the certificate status.

b) Online Certificate Status Protocol (OCSP): The CA provides OCSP query services
in both Get and Post modes. After the query results are signed, they are returned to the
requester.

AR KBITERIE CRLISTTEMHMTEMN, BREEX CAYVMAHIER

TR,

Note: The relying party shall verify the reliability and integrity of the CRL and ensure
that it is issued and signed by the CA.

4.9.7 CRL & %3 CRL Issuance Frequency

CA M R A KIS E B 7T &4 CRL,
The CA can publish CRLs in real time or on a regular basis.

&% CRL AYSERARYEIE BREEHE, 1T IEB—M I 24 /S EEAA A CRL,
FHITP CRLABERE N 3 K., PR CAIEBE—RAE 12 MAEH% M CRL,
FHEHBER CRLMBEZI N 12 MA . ERIEPR CAIERE, BE 24 /\HAE
#T CRL,

The frequency of issuing CRLs is determined according to the Certificate Policy. The

subscriber certificate CRLs are generally updated and reissued every 24 hours and are

valid for 3 days (the value of the nextUpdate field exceeds the value of the thisUpdate

field by 3 days). The subordinate CA certificate CRLs are generally updated and

reissued every 12 months and are valid for 12 months (the value of the nextUpdate
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field exceeds the value of the thisUpdate field by 12 months). After the subordinate
CA certificate is revoked, the CRL will be updated within 24 hours.

4.9.8 CRL &% B9 K /5 BF 8] Maximum Latency for CRLs

CRL X &G E T8 4 24 /NB o
The maximum latency for CRL release is 24 hours.
499 LIRS E 189 T B4 Online Revocation/Status Checking

Availability

CA AT PR T IR A LI BIRZESE RS (OCSP) | OCSP gLz

TF& RFC6960 RYE K, B¥ AR HEIE BRSHIRTSH) CA H149F0 OCSP 0 &7 #5313

The CA provides the Online Certificate Status Protocol (OCSP) service to subscribers
and relying parties. The OCSP response complies with RFC 6960 and will be signed
by the CA and OCSP responders that verify their certificate revocation status.

OCSP M 7 =5 M E B IEBIRG=HRVIEB S EATERSIIEB AR —
CAZXR, FHBE RFC6960 AT E X HIZERL A id-pkix-ocsp-nocheck AYH EIN,
The certificate of signing certificate server used by the OCSP responder is issued by

the same CA as the certificate being queried, and contains an extension of type
id-pkix-ocsp-nocheck defined by RFC 6960.

4910 £ % IR 75 & 8 E kX On-line Revocation Checking

Requirements

CA #1512 {4t Get 0 Post MAHFTTIUAY OCSP &EIEARS -
The CA provides OCSP query services in both Get and Post methods.
XNFITPIER, CAYMEDSG 4 REHF—K OCSPF2. OCSP NI HI&

KBANH A 10 K., ITFELRBEEMIES, ZRIE T OCSP,

For the status of subscriber certificates, the CA shall update information provided via
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the OCSP at least every four days. OCSP responses must have a maximum expiration
time of 10 days. For certificates that have been revoked, update the OCSP
immediately.

XHF R CAIER, CAYMEDE 12 PAEFHF—K OCSP FR. HIHPE

CAFBIFE 24 /IR EH,

For the status of subordinate CA certificates, the CA shall update information
provided via the OCSP at least every 12 months and within 24 hours after revoking a
subordinate CA certificate.

X AR B R AL B ELIEBRSER®IBER, OCSP M AR [E ‘good 1k

78N 0

If the OCSP responder receives a request for status of a certificate that has not been
issued, then the responder shall not respond with a “good” status.

4911 WEEZ E N H % 5 £ = Other Forms of Revocation

Advertisements Available

IEBIMEE ST BT CRL 53F OCSP iR 3515 . CA VA IREIE B
= S EM R,

Certificate revocation information can be obtained through CRL or OCSP services.
The CA does not provide other forms of certificate revocation information.

4.9.12 ZEAME 4 HE K Special Requirements Related to Key

Compromise

BRA CP % 491 ThREMNB RIS, HITPRIAIE R IERIEHERH
ZEIRERN, NERKEE CA AR EIEBEEIEK,

Except as provided in Section 4.9.1 of this CP, when a subscriber discovers or has
sufficient evidence to prove that its key has been compromised, it shall voluntarily
and timely submit a request for certificate revocation to the CA.

CA #4989 CPS 7R BAFRIE E & 71 o] X ASRIE SR BR RV 7T 0%

The CA’s CPS must clearly specify the methods that parties may use to demonstrate

private key compromise.
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4.9.13 JE B HYEF Circumstances for Suspension
AEH,
Not applicable.

4.9.14 7&K B AISE{R Who Can Request Suspension

AEH,
Not applicable.

4.9.15 #FHHRIFKR B A FE Procedure for Suspension Request

REH.
Not applicable.

4.9.16 FEFZAYHAFRPFRH Limits on Suspension Period

AEH.
Not applicable.
410 EFIRTSPRE Certificate Status Services

4.10.1 #{E4H{E Operational Characteristics

WEBIRZSTT PUEB T CA #MIR LAY CRL. OCSP fRES&E 6.

The status of the certificate can be queried through the CRL and OCSP services
provided by the CA.

NFHBEMNIER, CA A MBERE CRL RAIRISEIER .
For a certificate that has been revoked, the CA does not delete its revocation record in
the CRL.

CA YA MR OCSP BR %28 FHSRISHIZ R .

The CA does not delete the revocation record in the OCSP server.
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4.10.2 BRSSOl M Service Availability

CA MR 7X24 /NI AIEFRSE AR S, E RN R (8RBT 10 #).
RIEEMBATFIERLT, 1THAREBENRSIERRESERRS.
The CA provides a 7X24 hours certificate status query service with a query response

time of no more than 10 seconds. That means, the subscriber can obtain the certificate
status query service in real time when the network allows.

4.10.3 TOJiE4F{E Optional Features

RIFBERENER, EBEREIMNHEXRTEARE, CA YT DURHBARARS,
SHEEMNEBHEAIER, CA VMK BRIZIBRSHIERE .

According to the requester's requirement, after the requester pays the relevant fee, the
CA can provide the notification service. When the designated certificate is revoked,
the CA will notify the requester of the service.

411 71TMMZ53R End of Subscription
TTERERE S PAEARSOEBRGEE, ZIEBNRSHEER.

The end of subscription means that the service time of the certificate ends when the
certificate expires or the certificate is revoked.

TTHEREE U TAARER:

a) IEBAEBEH, 1TAABERIEBEAPREAFENRBILERN, 17
P IX& T,

b) IEBHBIR, IEBEAHEGE, BIITHER.

The end of subscription includes the following two situations:

a) When the validity of the certificate expires, and the subscriber no longer extends
the period of use of the certificate or no longer re-applies the certificate, the
subscriber can terminate the subscription;

b) After the certificate is revoked within the validity period of the certificate, the
subscription is terminated.
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412 FEAFTEEMRE Key Escrow and Recovery

4121 ZEAFEE MK E BUK & 474 Key Escrow and Recovery

Policy and Practices

RCAHTMEERINEER TR AITLENRE N F . AT RIEOTFEZRANS
EMME—, BIOTFEBCEMERAFHTEDR, ARPAETKEHITRE.
This CA's global certification system does not provide key escrow and recovery
services. In order to ensure the security and uniqueness of the subscriber's signature

private key, it is recommended that the subscriber generates a key and makes backup
so as to recover it if the key is lost.

4122 SR BPNHFTESWKE WK 547 4 Session Key

Encapsulation and Recovery Policy and Practices

ANEH,
Not applicable.
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5. INEN A& E. BIEFEEIEH Certification Authority

Management Operational, and Physical Controls

5.1%38 3= % Physical Controls

5.1.1 A E 574 Site Location and Construction

CAHLERITHEE X EX D AR NER, HAKE,

The functional area of the CA's computer rooms is divided into six layers and four
areas.

APERBIFEDRZ: AA DA B B3EDO. BRULE. RE
HAE.

The six layers from the outside to the inside are: entrance, office area, sensitive, data
center, shielded room, security cabinet.

MAMXEHEMEEDHE: A#*XE. DMZ X (FFEEX) | BEXE
M =X,

The four areas from the outside to the inside are: public arca, DMZ area
(demilitarized area), operation area and security area.

5.1.2 #3858 4= % Physical Access

ATRIEARGNZ S, #EE—MEReENTASTEXR—ENE
H. 7H. BIEFE. CAYIMA CPS AFXI W3R A B 1= H i TIE MM E
In order to ensure the security of the system, certain isolation, control and monitoring

methods shall be adopted for all actions in and out of the physical security layer. The
CA’s CPS shall make detailed regulations on physical access control.

5.1.3 8 /15221 Power and Air Conditioning

NENAEZE. URNERMMERERENTRHAS, DNHRIFEN B
BAOHN. 7% ENEBIEETATERSG. INRSGEFEERETHEE
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The computer room shall have a safe and reliable power supply system and a power
reserve system to ensure a continual power supply. Besides, it shall have a dedicated
air-conditioning system and fresh air system for computer rooms to control the
temperature and humidity of operating facilities.

5.1.4 7K 2Bf3a Water Exposure

MERE T INEARERCNIRK LI, FHeE7E B IR/KEN & A TEE R/
IRIKIPINER SR F2 0,
Computer rooms shall have special technical measures to check water leakage and be

able to minimize the influence of water leakage on the certification system when
water leakage occurs.

5.1.5 KR [FH3F Fire Prevention and Protection

VBN XL ERE, FFHEERNNERFRIERMBG K RNESE, XK
KB PERN T & S HEREERINREE K.
Computer rooms shall adopt preventive measures and formulate relevant programs to

eliminate and prevent fire, and these fire prevention measures shall conform to
security requirements of the local fire management department.

5.1.6 /)7 f# Media Storage

STEN RGN AFERR HE R, e T, k. BHKENZEE
K, FFEE ST AR ROIRIP F R IR LE 33 B R IR AN A B A0 0).

The storage and use of physical medium shall satisfy security requirements on
anti-magnetism, fireproofing, waterproofing, etc., and strict protective measures shall
be taken to prevent unauthorized usage and access to medium.

5.1.7 4438 Waste Disposal
SR FE FRRAR S S TE AN IR 2 BTG A%, 5B TRIRE . BADR &
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FHBURE RN GFEN RERERIIRBEFEFREN A ELEEMGBHERTT

YIIESHER
Shred the files and materials out of use before processing to make the information

unrecoverable. Before the disposal, cryptographic devices shall be initialized first and
then be destroyed physically as per the method provided by the manufacturer.

5.1.8 FH &4y Off-site Backup

CANMES T FMEIRED T, ERET NN E FNEEEETR
&

The CA has established an off-site backup center, using the special software to make
an off-site backup for the electronic certification data.

5.2F2 7= | Procedural Controls

5.2.1 T[{= A Trusted Roles

B INERRSHAE  SEMAM . KRBT FAR T SBAMIEB L BHAEE
BRIEAXNIEAR, HIUEAE, LIHTEAREE.
Staff members associated with key and certificate lifecycle management operations in

organizations such as CAs, RAs, and relying parties belong to trusted roles which
must be served by trusted personnel.

fEReNBIE:
1) REEER
AGEEANTOHFIUEBRSERERABNNRGHITHEESE,

TRGHNBE LR, FUREFRESLARSHIEBMTREERIER.

ZEEERX CARORYIE. ME, RENResENTE. FEIIT
22 BEEFIEMNRERE BEEXRULZEEENNTER
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HITEERAES. B, FAREFEITRRE, KEFITRELHTIES
HERGNEDNTRGS, IRZNTRENETHRERTIER.

ZIREERNTEE CA ONEPARXRE, #1T CAROBANE

B & RE. HRFRIE.

EBW S EE AXEMINARERFTERE, XTI FHITE
iH,
6) TAWHEAAR
TWFEARARST CA. RA RZEFZEEERGHTHALSHL. W5
WAE, FMERITPREEBBBSFHLIRA L.
Trusted roles include:

1) System administrator

The system administrator is responsible for daily management of the digital certificate
service system in the system of the unit, performing daily monitoring of the system,
and issuing server certificates and subordinate operator certificates as needed.

2) Security administrator

The security administrator is fully responsible for the security of the physical,
network, and system of the CA center. It also formulates security administration
systems and operational procedures to monitor the implementation of security
administration in each position.

3) Audit administrator

The audit administrator controls, manages and uses the security audit system. The
security audit system is distributed among various subsystems of the certificate
management system and is responsible for the running and operation log records of
each subsystem.

4) Key administrator
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The key administrator is responsible for managing the key-related devices of the CA
center and performing operations such as generating, backing up, restoring, and
destroying keys.

5) Certificate service administrator
The certificate service administrator manages RA's operators and RA's service.

6) Technical professionals

technical professionals develop, optimize, test and verify CA and RA's system and
operation management system, and provide relevant technical support for certificate

deployment for certificate subscribers.

5.2.2 B 1E % F E /9 A £ Number of Individuals Required per

Task

CAHMFE T T EMEEREE, NXBESHIRTUKIEBiE=H, YT
RIRE, ZEPERMANU LN ERACHRETN. B, XEAMINERENHF
5, BESANUEARTH I NHEEN, WERELXRFEEEN. BH, =

iz, EABFIULR, FEL2PMAFTEBLSEENTEAR.

The CA has developed a sound management policy for strict control over the
responsibilities of key tasks. Sensitive operations are completed by at least two or
more trusted individuals together. Specifically, the operation of the key and the
encryption device requires three of five trusted individuals to complete together; for
backstage operations of the certificate issuing system, such as to modify, add or delete,
or audit and issue the digital certificate, at least two trusted individuals responsible for
certificate service management are required.

523 BN AR IR A5 L 5 Identification and Authentication for

Trusted Roles

B CAHUMMNERAR, RRMEBESENABHTENER . HAVE
BEEMNERTIELORS, HARZFEEAXNEAFZRIENFHTSHL,
CA WA IS Se BT R E T A IR IEfT A

All CA's incumbents are identified according to their roles. Access to the computer
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room requires access card and fingerprint identification; entering the system requires
a two-factor verification mechanism for identity authentication. The CA will record
all its operations independently and completely.

524 FEIEFNHH AT Roles Requiring Separation of Duties

ARUERGRE, EREUEACTBNEN, CAHIMHATIRISBENAE,
BIFEERRTIEBILEZIE. ITRESHEH. ITRASHELERFEH . IEF CRL

5% RGTRSHP. CARPEE. Rewits,

In order to ensure system security and follow the principle of separation of trusted
roles, the roles that the CA implement duty separation include, but are not limited to,
certificate service acceptance, subscriber identity authentication, subscriber identity
authentication approval, certificate or CRL issuance, system engineering and
maintenance, CA key management, security audits, etc.

5.3 A 22 Personnel Controls

531 F#. KB IiT %k E K Qualifications, Experience and

Clearance Requirements

AR IEHFNIADZEREDN. T REAUEHEHAMERA
BHAR, DIEEN—EMNRRSBEL CAYSRXNBIMNEZETE LK,
BEGBEREAZEEFTETAE. CAVMERZLUEACHAREDSAR
FEW. TEHREIENRNE. TEW CAMETHREEHRIRIE. TRT
WERERIEFR. THEFLFKF.

All employees sign a confidentiality agreement with BJCA. For those who act as
trusted roles or other important roles, they must have certain qualifications or be
trained and assessed by the CA before they get into jobs. The specific requirements
are stipulated in the personnel management system. The CA requires that individuals
acting in a trusted role must at least have loyalty, trustworthiness, and enthusiasm for
work, with no other part-time work that affects the operation of the CA, no major
industry error records, no illegal records, etc.
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5.3.2 =8 & & Background Check Procedures

CAMMERXNBUFIIFIEEVMEE, THRX CAYEEEERTH
TRIAE.
The background check procedures for trusted employees of the CA shall be completed

by the CA cooperating with relevant government departments and investigation
organizations.

PrE BRI EERIMEFEANTEER ML LAREN HitiT
BRIEE.

All current trusted employees and trusted employees who apply for transfer-in shall
agree in writing to accept a background check.

EREEN AN BRNREMEEIBFE

Background check is divided into basic check and comprehensive check.

EXFERENIEZE, RiEE, HE HEXRATHNRS.

The basic check includes check on work experience, career recommendation,
education, and social relations.

EHIFEREFERFEMHINEBIEMNILFILK, HEXENMHERETT
EHAE.,

The comprehensive check includes check on criminal records, social relations and
social security in addition to basic check items.

BEERFER:
1) AZEMI AT NEARNDARET UFIA BREOTHER BH.
ReFHEVIER. HAOEH. REIERSMIEFHEXEIULR.

2) AERITBIERE. FFR. WE. £35. FEANERHAMRINES
MHITEE,

3) AABRI BRI MG EZ. BEUAR, BRERFIANEEE.

2%%, ANSZRIIHBARSIEKAES (UERARER) . REER
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The check procedure includes:

1) The personnel department is responsible for confirming the personal data of the
applicants. The following materials shall be provided: relevant valid proof such as
resume, graduation certificate and degree certificate of highest education,
qualification certificates, ID card, etc.

2) The personnel department identifies the authenticity of the provided materials by
telephone, letter, network, interview, etc.

3) The employing department examines the applicants through on-site assessment,
daily observation, and scenario testing, etc.

4) After the assessment, the personnel department and the employing department
jointly fill out the Trusted Employee Check Form and report to the supervisor for
approval before granting the job.

5.3.3 $Zj)l

B 5K Training Requirements and Procedures

CAHMIZE AN RIZRERNMMABE ARSI SIF: PKI &/
IR, CP/CPS, fERRIEIREHRE WA . CA/Browser LIz H & Y Baseline
Requirements. RFEBHREKSHIF. RERMEITTS4P. REx:. NAK
HENETAER . CA FILMIEITEIE. CA FILMARERE. BURFINER RS
EMEWESE. AT EVSSLIEBMEV REBEZMZEAR, il EVIEFHE
R
The CA shall arrange different training for operators based on their positions and
roles. The training includes: basic knowledge of PKI, CP/CPS, common threats to the
information verification process, Baseline Requirements newly published by
CA/Browser Forum, system hardware installation and maintenance, system software
operation and maintenance, system security, application software operation and
maintenance, operational management of the CA, internal management of the CA,
policies and regulations, and system backup and recovery, etc. Operators responsible

for EV SSL certificates and EV code signing shall receive training on EV
certificate-related standards.

MTEEAR, HCAMBXMRASKE SEELBRLE—KIFHCA

0

MALRBNEEZ . RANHEL . REDEEHSHRGNIN, EFEXIEX
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ARBETEUFHEZ.

For operators, the relevant knowledge and skills of CA shall be summarized at least
once a year, and the training and assessment will be organized by the CA. Advances
in technology, system function updates, or the addition of new systems require
training and assessment of relevant personnel.

CA HLA9K R TSR ERTERIC R FFFH, X THE X SSUTLS BRS5 =8
IERFMRBERIEBOFRERAMBERR, ERETAIOBEIIEZIFFILE] Baseline
Requirements FRESK M EZI T EPR AR T BE/K . CAVIMBEEDHR
—RIFNEEZ, WEREFEBEE NEEZRA.

The CA shall record and archive the employee's training. For operators and reviewers
who issue SSL/TLS Server Certificates and Code Signing Certificates, they must be
trained and possess the skills required for the job specified in the Baseline
Requirements. The CA shall organize training and assessment at least once a year to
ensure that the personnel have sufficient capacity to perform their duties.

5.3.4 F551)I|F#BFIZE K Retraining Frequency and Requirements

CANMMMREFTBELHAR, MRIIEZRMVAR TEMTERAFTK,

iR 52 Al B TAEER R

The CA shall arrange retraining as needed to ensure that the employees of important
positions be more qualified for their job requirements and successfully fulfill their
duties.

535 T 1 K AL % # & HA 0 )it /= Job Rotation Frequency and

Sequence

NFHB#AE, CAYMMREYSHNLHHTIIERR. BB
e, A 55 BRI E .
For alternative roles, the CA will implement job rotation according to the business

arrangement. The frequency and sequence of rotations depend on the specifics of the
business.
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5.3.6 XFZiN1T HHI4b 5T Sanctions for Unauthorized Actions

CANMN I FEF—FEEEIE, IFRIENIT BT, B
R EIEFHER. BB IERNM. T, #ITHEETX . XELTITAR
LT RERENMNER.

The CA shall establish and maintain a set of management measures to impose
appropriate penalties on unauthorized actions, including dismissal or termination of
labor contracts, transfer out of jobs, fines, and criticism and education.  These
penalties should comply with the requirements of laws and regulations.

5.3.7 Jh37 529 ABYZE K Independent Contractors Controls

WARBETF CAVIMATHIIEAR, ESK CAYIMITPIERELLEZTHEX
MAREMIEANE, CAYIMNGE—EKRTT:
=

plil
i3
At
At

1)

!

n
A

A
2) EMFFRERENR;
H

3) EAHEXUFZIHNIIERYR,

4) DtES CA AR RBIFIFBFYIER, 152 5.3.3 BRIILEE K.

For independent contractors who are not members of the CA but are engaged in the
work related to the issuance of the CA's subscriber certificates, the CA's unified
requirements are specified as follows:

1) Filing of personnel files;
2) Personnel dispatched from regular labor companies;
3) Work experience with relevant business;

4) accepting the pre-job training and retraining requirements of the CA to meet the
skill requirements specified by Section 5.3.3.

5.3.8 B4 R T A9304Y Documentation Supplied to Personnel

AEBRRFIERIETT, CAYMNEE R TRMHTME TIEPA IR X,
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In order to realize proper system operation, the CA will provide its employees with
the documentation necessary to complete their work.

AT HETRREF Audit Logging Procedures

5.4.1 it xE 4R BY Types of Events Recorded

CA WA T E A TICK:

The CA shall record the following events:
1) CABPREwRBNEESEN 81,

- BRETEINEESY, flmEnL. &0 T RE. FIEHN.
- BRORELGEARNEESM, flamEik. €A, FER.
XEE R BABTERTHNTF TIEX.

1) CA key lifecycle management events, including,

- Key lifecycle management events, such as generation, backup, storage, recovery and
archival.

- Cryptographic device lifecycle management events, such as reception, usage, and
destroying.

These records are all manual records done by the key administrator.

2) CAINTFIEBAGAMNEEREN, |11,

- IERAERIE. HUOE. . HEE.

- BUNE R ANE BERE.
XEREFRAINMERGHN R R A SHHREARNFT TICRAMN.

2) CA and subscriber certificate lifecycles management events, including,
- Certificate application, approval, renewal, revocation, etc.

- Successful or unsuccessful certificate operations.
These records consist of system logs of the certification system and manual records of
operators.

3) RGRfEEN, B,
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- REZEREETETF,

- RGRRVEE. MR, TFE. TEBEK.
XELFHINMERGNR G H SHFREARNF LICRKAMN.

3) System operation events, including,
- System startup and shutdown.

- Creation, deletion, change and password modification of system permissions.
These records consist of system logs of the certification system and manual records of
operators.

4) REesH, B,
- BINSABINTAE) CA REGHITES],

Xt CA RGN IR F 6] & i [B) A .

ARG, BAENEMRE.

BiKEC RN R EEM.
XECFKHERN BN SHREARNF TIEFKAN.

4) System security events, including,

- Successful or unsuccessful CA system access attempts.

- Unauthorized access and access attempts to the CA system network.
- System crashes, hardware failures and other anomalies.

- Security events logged by the firewall.

These records consist of auto logs of the system and manual records of operators.

5) CA#HMiZay TIEicxk, W,

- BAAR#E

- FEEA R H R FERA

- IR TER AR IE.
XECFKHERN BN SHREARNF TIEFRAEN.
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5) Work records of the CA site, for example,

- Entry and exit of authorized personnel.
- Entry and exit of non-authorized personnel and accompanying persons.
- Maintenance of site facilities.

These records consist of auto logs of the system and manual records of operators.

SILE—RBBINTER:
1) FHRERB AT E);
2) ILEMFIIS
3) ICXAYKE;

4) EFHIKIR;
5) IERFMHFAISKIE;
6) HEMEHHARFR.

Log records generally include the following elements:
1) the date and time when the event occurred;

2) the serial number of the record;

3) the type of the record;

4) the source of the record;

5) the entity of the recorded event;

6) Other event description.

5.4.2 418 B & A9 B HA Frequency of Processing Logs

CANMNEER CANHARGHNBETREMTR S, SNKWERNBASIFRY
*®fF. CAHMMEBRA#TREETREFLIE, KEERRKBEACEREH &
HITRIERZERE DT
CA has built a log collection and analysis system for the CA application system,
which collects application logs in real time and archives them. The CA conducts a log

tracking process every month to check for violations of policies and other major
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events, and conducts monthly system log analysis.

5.4.3 Eit HERRFHEIFR Retention Period for Audit Logs

CARFHITAEENMRGTHE, AT TETHEE.

The CA system audit logs shall be retained for at least ten years and be available to
qualified auditors upon request.

5.4.4 BE1THER{RIF Protection of Audit Logs

FrEEITES, NSRBI RO EMEE I EEEE, Bk ERFENR
AR TR IR, ESFIRRS .

All audit logs should be subject to strict physical and logical access control measures
to prohibit unauthorized access, reading, modification, and deletion.

5.4.5 Bt HE&EMEFE Audit Log Backup Procedures

CA Rt B S E B#TE 0.
The CA system audit log shall be backed up regularly.

5.4.6 BT EZER 4 Audit Log Accumulation System

HEWERFSR:
1) IEBIMEL,
2) IEBEXRG,
3) EPXIERZ,
4) WS MEIEER S,
5) MAEALEFEHMBERITNRS.

The audit log accumulation system involves:
1) Certificate registration system;

2) Certificate issuance system;
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3) Certificate acceptance system;

4) Website and database system;

5) Other systems that require auditing, such as network security system.
CAVIMRNFEATEIT TREBEXN ERRFHRITNEIMER.
The CA uses audit tools to meet the requirements for auditing the above systems.

547 3 S E 4 LA Y18 & Notification to the Event-Causing

Subject

Y CANMAIEIER, KiCRIEEZEWNTA, ®ERTFIASEERNIER
BiE, REBXBUAR X KIEHENNF . CAYIMAENAEREN SHEMHMNE
FHITE S,

When he CA detects the attack phenomenon, it will record the attacker's actions, and
trace the attacker within the scope permitted by law. The CA reserves the right to take

corresponding countermeasures. The CA has the right to decide whether to notify the
event-causing subject.

5.4.8 BE55 M1 H Vulnerability Assessments

RIFFIHCR, CAYVMEERHTZEMRE MG, FRBEITHERE I
R o

According to the audit records, the CA shall conduct regular vulnerability assessments
and take remedial measures based on the assessment reports.

5.5iC 3 I34%4 Records Archival

5.5.1 JA4iC % BB Types of Records Archived

JAIE R BREAAIEBHIBRELS . IEBMEREEYIR. SIEBHIBEXH
R SMEFMEE.

The types of records archived include all certificate application information,
certificate and certificate revocation lists, information related to certificate application,

112



@ éﬂ?i)\;/[E BT INIE L 7] R BOAER RAE - SRS

identity authentication materials, etc.

5.5.2 JAR4IE F 1R 7ZHAFR Retention Period for Archive

CAHI#9HY CPS M E B IE M IFICFKRFHBR

The CA's CPS shall specify a reasonable retention period for archive.

5.5.3 A4 {FHI{RIP Protection of Archive

CA H MBI & 4 R IR MBS = HTHERIPIAEEIE, RBERN
TE AR AVFIARNAEEIE, B REFNANE. B2, MERSHEHEN
TH.

The CA shall protect the archived data by proper physical and logical access control
methods, and only authorized trusted personnel are allowed access to the archived

data, preventing unauthorized browsing, modification, deletion, or other tampering
behaviors.

5.5.4 AR HHE M FERFE Archive Backup Procedures

FTE XX MEBIRER 7 RFE CA ZVENEHRE, NESMRER
. FENESEEENXBYENZERBNIR, SHRAREFEERE. R
EERBENNITEARFAHEENERLT, FRENEE#RTIEBIERE. CAYLE
N EAERENH ERIEZIENERREEMNHETHER. BRFERE.

All archived files and databases are saved in a off-site location in addition to the
repository in the CA host room. Archived databases are generally physically or
logically isolated, with no external information interaction. The file can only be read

by authorized staff or under their supervision. The CA warrants that the deletion and
modification of files and their backups are prohibited on the security mechanism.

5.5.5 123k B8] 8 E 3k Requirements for Time-stamping of Records
FrEiL R R AN I EAER AR EFRR IR IR E. RE~4EMN
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All records must be identified by a specific time-stamping to indicate the archiving
time. The records generated by the system are stamped with time-stamping in
standard time.

5.5.6 34U EE & Bt Archive Collection System

CA AR A R AR IE AR R St .

The CA shall establish an internal archive collection system.

5.5.7 3B 31415 B AUFEF Procedures to Obtain and Verify

Archive Information

HANADBIRERE RAREBIRAMNEN, FEATHEERE2NER,
BEXNXWPMENFITIER. CAYMEBFSRILASERNTEM.

Two copies of the archive information are separately kept by two people and need to
be compared in order to ensure the accuracy of the archive information. The CA will
verify the integrity of the archive information annually.

5.6 5 FIAIERR 51119 25§71 52 % Key Changeover

£ CAIEBEIHAR, CAMAMEX CAIEBHTER . RE CA HAXMHRIT
F B BIEA CP % 6.32 THENRAE WY, CAILBTRUERRZAHT
i ANFBEFEFNERAY, BREIHN CA BAN., RMEEBAXNEdw
HAR, CAMMt el DUBIE 4 AU B AN R T T~ 389 CAIEH . A—1 CAILE
PEHZE, BRARXELEEED, DURBIXAD CAFRFHISLEM CA IHEA
X R AXN NIRRT E .
When the CA certificate expires, the CA will renewal the CA certificate. As long as
the cumulative lifetime of the CA key pair does not exceed the maximum lifetime
specified in Section 6.3.2 of this CP, the CA certificate can be renewed with the
original key, otherwise a new key pair needs to be generated to replace the expired CA

key pair. Even during the lifetime of the key pair, the CA can generate a new CA

certificate by generating a new key pair. Before a CA certificate expires, the key
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changeover process is initiated to ensure a smooth transition of the entity in the CA
system from the old key pair of the CA to the new key pair.

5.7MEESRMMRE Compromise and Disaster Recovery

5.7.1 = & #0035 = 4 I 2 /¥ Incident and Compromise Handling

Procedures

CAHMNGIETENN SAAEMBMRERE TR, HE R AIFHANR
EREEF.

The CA shall develop a comprehensive Incident Response Plan and a Disaster
Recovery Plan to stipulate corresponding handling procedures for incidents and
compromise.

572 1TTERIE. E4F1/30 4RI IR Recovery Procedures if

Computing Resources, Software and/or Data Compromise Are

Corrupted

WMREITENTIR. WO/ EIERIANEG, CAVIME IR BaEH
WRIEREFF, MAELE, URBRERSITLEERE.
In the event of a computer resource, software, and/or data corruption incident, the CA

shall immediately initiate an incident handling procedure. If necessary, the CA can
implement recovery according to the Disaster Recovery Plan.

5.7.3 LA FA %A 1 = 4 T8 2 ¥ Recovery Procedures After Key

Compromise

CANMEBFHIT RRBARN 2R PR,

The CA shall perform a drill for the root key compromise emergency procedures once
a year.

Y CARIEBILIERRE, CAFBEAITA,

The CA shall notify the subscriber when the CA’s Root CA Certificate is revoked.
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L CA AP HE I S FEZERES, CA HIMRIE CA RERE TR E R K

MR SBRITERE.

When the CA's private key is compromised or needs to be revoked, the CA shall
operate in accordance with the disaster recovery steps specified in the CA Disaster
Recovery Plan.

% CA MR CA B H 2k CA MMM SAMESF L BRIEERR, K@i

477 38 AR 0 7 & N PR R 5 R B 40 Mozilla/Microsoft/Apple/Google/360

=
~T o

When the private key of Root CA Certificate or Subordinate CA Certificate is
compromised or certificate is revoked, the CA will notify the relying party and
application software supplier including Mozilla/Microsoft/Apple/Google/360, etc.

through email immediately.

5.7.4 R 5 B9\ 55 3F %2 14 68 /1 Business Continuity Capabilities
After A Disaster

CANMMAERERM R, HEMTINTENLSHFEED:
1) ARURENNEARENVS RS, RENET 72 /N0,
2) BEBMEBEEFER

3) BEBFRILAEEMNEESHHTELEEK,

4) ARBHNRBETRYFZHERERIRTOHMNERK.

After a disaster, the CA should have the following business continuity capabilities:
1) Resume the service system in the shortest possible time, no more than 72 hours;
2) Being able to recover customer information;

3) Being able to ensure that the restored operation site meets the safety requirements;
4) There are enough people to continue services and do not violate the requirements
of separation of duties.
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Termination

FAEMER CANMBEXLILZEN, BREBEXEENENTREIEZ
g, FREBAEXEEENNERFTHEMEBNFNE.
Due to various circumstances, when a CA needs to terminate its operation, it will
terminate the operation in accordance with the procedures stipulated by relevant laws,

and file the archives and certificates in accordance with the requirements of relevant
laws and regulations.

CANMEL RS NTHE, BV SREREMAEXFNRMEXETT,
BIFERRT CA BN KIEVEIIT AF.
The CA shall notify the parties concerned, including but not limited to the issuing

authorities authorized by the CA and subscribers, on the business undertaking and
other related matters 90 days before the termination of the service.

CA MAR A A T84 1E b 55
1) ®E CAZIEWEER,

2) {FIEINEHRORB LS,

3) AIEMNE TR,

4) ALIRFNFAY B S,

5) EBREMIEM,

]E

6) &I CARGW S ERRAMIVSEER,;
7) BHEE CA &z EHXASEE,

The CA adopts the following measures to terminate the business:
1) Draft a CA business termination statement;

2) Stop all business of the Certification Center;

3) Process the encryption key;

4) Process and archive sensitive documentation;
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5) Clear the host hardware;

6) Deal with CA system business administrators and business operators;
7) Notify the entities associated with the CA's termination of operations.
R4E CA VM S EMMEITAIE SN IEEMAIEAL 5.

The business of the RA is terminated in accordance with the operating agreement
signed by the CA and the RA.

5.98#F %4 Data Security
HIBLZENYHPEHBICEE CPS f, I HEFS CA/Browser it I5 EV

Guidelines #1 Code Signing Baseline Requirements FJE 3K,

The data security shall be clearly documented in the CPS and meet the requirements
of the EV Guidelines and Code Signing Baseline Requirements published by the
CA/Browser Forum.

118



@ 8= WA M T A 7 4 BR T4 R T 390005
6. INIE R B K &2 £ 32 # Technical Security Controls of

Certification System

6.1 AT B9 4 A AL 2% Key Pair Generation and Installation

6.1.1 ZREAXT Y4 Y Key Pair Generation

6.1.1.1CA ZEAXT 4 i CA Key Pair Generation
CA RGH RA RGN E PN ZEMBIAEI~4£, HPEMBNNERR
EYE FIPS 140-2 Level 3 REFABMAEXIME. A4 CA BAXTE, CA HlA8%
Bz ZAEETE, FUITHRENFREREESIT, EEHFERNS N BAE

R, XAk

A, BHAEERRME USBKey X & AT TIEH .

H

The key pair of the CA system and the RA system is generated inside the encryptor,
and the generation of the key in the encryptor shall comply with the relevant
provisions of the FIPS 140-2 Level 3 security specifications. When generating a CA
key pair, the CA performs a detailed operational flow control plan according to the
management system of encryptor key, selects and authorizes five key administrators,
and using the method of choosing three out of five, the key administrators control the
key with the USBKey.

CAZSRENEEREASE = THITARMIE T #T, FREERIERE

A third-party auditor shall witness the CA key generation process and issue a witness
report.

6.1.1.2 1T 2454 BX Subscriber Key Pair Generation
NF KRG HIEBANNEBIER, TTRPNBRANBEITABCERFRE.
NTREBEZIER. XHERIER, KN CAYMAFIT @I USBKey. il
ENHREZARFNEMEET (W 6 AATLRARIEER) £HEH
Xfo EHVFEFR CAYMAKETE CA HIGIRALAY USBKey AR, M4 BLAIFA
SARARVFRAX S, USBKey FF4 FIPS 140-2 Level 2 SiABR R 3L £ 4%, BT

RFEABCHNLZENRTEREIRX, ZENTRNFTE FIPS 140-2 Level 2 &
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U SN R A E MG, 1T PERFXEEER, NExLD CAYIMEEIRERX

AGRBMEXEH.
URIARIFRARENTES NS, FRBALTREERE. BRI
FERSERHRIBILE, CAYMKRIELIZAIT. BRITFIMIEMERYA,

AR IIT ARASRR TR

For Global Server Certificates and Timestamp Certificates, the subscriber key pair is
generated and maintained by the subscriber.

For the Code Signing Certificate and the Document Signing Certificate, the CA
allows the subscriber to generate key pairs via USBKey, cryptography server, or other
security methods controlled by the signer (eg: complies with the AATL Technical
Requirements). If the subscriber chooses CA to represent it for the generation in the
USBkey provided by the CA, the generated private key shall be encrypted, and the
USBKey complies with the FIPS 140-2 Level 2 security specifications or a
corresponding level; if the subscriber chooses to generate a key pair on its own secure
media, the secure media shall comply with FIPS 140-2 Level 2 and above security
specifications or a corresponding level. Subscribers shall consult with the CA for
system compatibility and acceptance before selecting these devices.

Subscribers have the responsibility and obligation to protect the security of private
keys and bear the legal liabilities arising therefrom. If a subscriber uses a weak key to
apply for a certificate, the CA will reject the application. No other organization than

the subscriber shall archive the subscriber's private key.

6.1.2 FAFAIEIX LT P Private Key Delivery to Subscriber

& CANAAIT P 7 USBKey MIBRAERUFASARY, H CA #149%F USBKey BRZ 45

TR, ZERITFPBITAERE, FEEBRPEERITA.

If the CA generates the private key inside the USBKey on behalf of the subscriber, the
CA will mail the USBKey to the subscriber; If the private key is generated by the

subscriber itself, it is not necessary to transmit the private key to the subscriber.

120



ST
@ HW=ENIE HFIE A 7 2R P R 155000
6.1.3 A EA1EIXAUE B & 1144 Public Key Delivery to Certificate

Issuer

AT B EMYN, & PKCS#H10 HRNMIEBERZBEREEREEHK
FEROXMHE, NETFXRNTERAPARIEER CAHNMERIES. 4FE
BT MG EER G EAREERFIUL (SSL) SHMZEMET.

The subscriber submits the public key in electronic text by sending the certificate
signature request information in PKCS#10 format or other digitally signed file
package by itself or through RA to the CA to issue a certificate. Secure Sockets Layer
(SSL) or other secure encryption methods will be used when it needs to be transmitted
over the network.

6.14 B FIANER S VLM A PR IZL MBI T7 CA Public Key

Delivery to Relying Parties

CA MY BT L EHIEREH CA RPZEAERBT, WINREHST

The CA shall deliver the CA public key to the relying party through a secure and
reliable way, such as downloading from a secure site.

6.1.5 4RI E Algorithm Type and Key Sizes

RSA BEIHR CA B4R EH 4096 i, FTEZE K4 sha256RSA; ECC Eik
B9HR CA 4R E 4 384 i (NIST P-384) |, & E £ 4 sha384ECDSA,
The key length of Root CA Certificate of RSA algorithm is 4096 bits, and the

signature algorithm is sha256RSA; the key length of Root CA Certificate of ECC
algorithm is 384 bits(NIST P-384), and the signature algorithm is sha384ECDSA.

RSA B XM H R CA ZEAKEH 2048 s £, ERE %N sha256RSA F
sha384RSA; ECC EAHIHZR CA ZEAKE A 256 fir (NIST P-256) , EREL

A sha256ECDSA F1 sha384ECDSA,
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The key length of Subordinate CA Certificate of RSA algorithm is 2048 bits or more,
and the signature algorithm is sha256RSA and sha384RSA; the key length of
Subordinate CA Certificate of ECC algorithm is 256 bits(NIST P-256), and the
signature algorithm is sha256ECDSA and sha384ECDSA.

RSA BERITAIE P BEAKE H 2048 sl b, B2 E L4 sha256RSA;

ECCEZEMITPIEBREPKE D 256 i (NIST P-256) , EBEEH
sha256ECDSA,

The key length of Subscriber Certificate of RSA algorithm is 2048 bits or more, and
the signature algorithm is sha256RSA; the key length of Subscriber Certificate of

ECC algorithm is 256 bits(NIST P-256), and the signature algorithm is
sha256ECDSA.

CA #4948 [ certlint. x509lint F zlint 3 4 linting T EA& N HRE HZXE K
ZEAKERFS CA/Browser s & 1 HJ Baseline Requirements FIE K,
The CA use three linting tools(certlint, x509lint and zlint) to ensure that the algorithm

type and key size meets the requirements of the Baseline Requirements published by
the CA/Browser Forum.

6.1.6 A A & BB & Y A0 [T & 1€ & Public Key Parameters
Generation and Quality Checking

Xt R AR ADRRATT P, RASEETT S FIPS 140-2 Level 2 &M

WHIMEREFER, T CAYM, AASHBTTE FIPS 140-2 Level 3 &

W

BN ERFER, FFEMXEREERISEHIRE. WERNAASHNR
BlEig, RERENENDN. BAFIELERBHREFAINR.

For subscribers using the hardware cryptographic modules, the public key parameters
are generated by an encryption device that complies with the FIPS 140-2 Level 2
security specifications; for the CA, the public key parameters are generated by an
encryption device that complies with the FIPS 140-2 Level 3 security specifications
and comply with generating specifications and standards for these devices. For the
quality checking standard of the generated public key parameters, the built-in
protocols and algorithms of these devices have reached sufficient security level
requirements.
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CA #1#9{# A certlint. x509lint 1 zlint 3 4 linting T B¢ NHHRAPSEF

4 CA/Browser 1215 % 71 89 Baseline Requirements FYE 3K,
The CA use three linting tools(certlint, x509lint and zlint) to ensure that the public

key parameters meets the requirements of the Baseline Requirements published by the
CA/Browser Forum.

6.1.7 Z4A1#F FH B 89 Key Usage Purposes

CAHMERHIX509 VIIEBEE T BRMEY RI, HMJAS5RFC 5280 #7
AR, MR CAYMAERZLIE BN RARET RIUAERT B, IEHITF
DR RIZAE AR & E R ENA.

The X.509 V3 certificate issued by the CA includes a key usage extension that is used
in accordance with the RFC 5280 standard. If the CA specifies the purpose within the

key usage extension for the certificate issued, the certificate subscriber shall use the
key for the specified purpose.

6.2 FAHRIP A ZZ A0 A R T F2 4% 11 Private Key Protection and

Cryptographic Module Engineering Controls

6.2.1 ZALIEER A FRAFNIZH] Cryptographic Module Standards and
Controls
CANMEr AN EZERER N NERERERIBITANTN~H, F& FIPS
140-2 Level 3 Z& M1,

The cryptographic modules used by the CA shall be a product approved by the related
state departments and comply with FIPS 140-2 Level 3 security specifications.

6.2.2 FAEHZ A3EH] (m 1% n) Private Key (n out of m) Multi-person

Control

CAIEBMRMAANER. HUA. B, BH. ENNREFEELIMXAS
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AEZHWE, FERXRBEZRDTBFEAK, B CA RPN EENRI,HE m KEER

T, REHP 0 ARREASFFTNEAT, HAEER USBKey FFHIA

PIN 73, A &EXRAAHIT EREE, HF m RS/NF 5 nRhF 3,

The generation, activation, renewal, revocation, backup and recovery of the private
key of the CA certificate shall adopts a multi-person control mechanism, and the key
splitting technology is used to distribute the management authority of the CA private
key to m administrator cards. Only when n people and above are present and approve
can insert the administrator USBKey and enter the PIN code to perform the above
operations on the private key. The m is no less than 5 and n is no less than 3.

6.2.3 FAAIEE Private Key Escrow

CAHMEARPIAT CA RIBARFITE, ITANIEBNENAHARBCK

fote

BEo

The root private key and CA private key of the CA are not allowed to be escrowed,
and the private key corresponding to the subscriber's certificate is retained by
subscriber itself.

6.2.4 FA§AE 7 Private Key Backup

HFEVESFEFRMNER, CAYMLAIT CA FPHITEND. CARPE

M IAMENE R FEMBFENRPFFREREXE, E#NRANKERR

B
ZAESH, A3 AU LELBREERTGTENTRERE RATNEER
FMAERCPE 522 THER, FAEREWIENTHHIT,

In order to comply with the requirements of the ongoing business, the CA must
backup the CA private key. The CA private key backup is stored in encrypted form on
an external storage medium and stored in a secure area. The recovery of the backup
private key is controlled by multiple people. Only when 3 or more key administrators
are present can perform recovery operations. Private key backup process shall comply
with the requirements of Section 5.2.2 of this CP and be performed in a secure
physical environment.

CA HUFARZMIT A HIEA,

The CA does not backup the subscriber's key.
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6.2.5 FA%H 314 Private Key Archival

CA FASRITHAIE, CA HIAGATIXT CA FASBIAREIMBRIEFER D +1E,

After the CA's private keys expires, the CA shall archive and retain the CA's private
keys for no less than ten years.

CA AR PIE BRI FASAF LTI

The CA does not archive the private key of the subscriber's certificate.

6.2.6 PAFASAN . S H BRLHESR Private Key Transfer into or from A

Cryptographic Module

CAARAEBHBINERP =4 . EFBRENTITS CARAN, MBWEER
BRep S H M ADIH B A= H .
The CA private key is generated in the hardware cryptographic module. When a CA

private key needs to be backed up or transfered, the private key exported from a
cryptographic module shall be controlled by multiple people.

TTARARARTFMNEGRIBREF S, CAYMARMITARANESR
R R FH N TTE.
The subscriber's private key is not allowed to be exported from a hardware

cryptographic module, and the CA does not provide a method for the subscriber’s
private key to be exported from a hardware cryptographic module.

627 FA 58 &£ % 5 12 Bk 89 77 fif Private Key Storage on

Cryptographic Module

HAUEXNTT, ARAEEERTINTRT, BHERNENNL. B

EEYNIAR|EBNEEFREKR,

The private key is encrypted and stored on a hardware cryptographic module. The
built-in protocols and algorithms of the cryptographic module have all met sufficient
security level requirements.
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6.2.8 BUATAERRI /57L& Activating Private Keys

CA TASAHF MR M BER P, BUEBERA CP % 6.22 TEAMERE
MEERNRCI, RAEACARLADIRMNEE RN USBKey B, BIEAE
EiERr, #TRERANEE FE=REERANLRANES.

The CA private key is stored on a hardware cryptographic module. The activation
needs to be implemented by the administrator authority of the encryption device
according to Section 6.2.2 of this CP. The administrator who has the private key
activation authority uses the USBKey to log in, starts the key management procedure,
and activates the private key. This operation requires more than three administrators to
be present at the same time.

VPR ARGTARZEERT, {TRERABRRO<S (3 PIN 18) RiFFHA
o UTPRRPARTERIEAS (L PIND) FF REWACEMER.

The subscriber's private key is stored on a cryptographic module, and the subscriber
uses the cryptographic module password (or PIN) to protect the private key. The
subscriber's private key requires a verification password (or PIN) before activation
and use.

6.2.9 fEBR ARSI F7 7% Deactivating Private Keys

T CAM, RARGMARARSNRNEEREAEHECHENH
USBKey &%, BsRIAEEREF, HTBRBRLARERSHNERE FTE=RE

ERUEENES.

For the CA private key, the administrator who has the authority to deactivate private
keys uses the USBKey with his or her identity to log in, starts the key management
procedure, and performs the operation of deactivating the private key, which requires
more than three administrators to be present at the same time.

NFITAEHA, TTHRBRMARERSHERTRE. HREEFXA. &
SO R G B ERPAFNEBEIRTS.

For the subscriber's private key, the subscriber shall deactivate the private key at its
discretion. The private key enters an inactive state when the service procedure is shut
down, the system is logged off, or the system is powered off.
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6.2.10 $EZFAFARI T 7% Destroying Private Keys

L CARPLEGEEIERE, ¥@EITA CP 5 6.2.5 TR A3 1T CA FASH3

B, Hfhs) CA RPARMR R L EHER. £ CARPRABBERE, BEFH

i
B

ANRNEER, BEAEERr, #TERBANEE FE=2ETER

N2

FRNES.

When the CA private key lifecycle ends, the CA private key will be archived using the
method described in Section 6.2.5 of this CP, and other CA private key backups will
be safely destroyed. After the CA private key archive period ends, the administrator

with the authority to destroy the key starts the key management procedure and
destroys the key. Three or more administrators need to be present at the same time.

6.2.11 ZALAEIREE S Cryptographic Module Capabilities

CA MM IEHEERBXREI VATNEL M, TRE~ M. THE
MR, MY BNARSRM EXFRNRR.

The CA shall use the cryptographic products approved by the related national
departments and select the required modules according to the product performance,
work efficiency, supplier qualification, etc.

6.3% 1 X & I Ay H fib 77 @ Other Aspects of Key Pair

Management

6.3.1 /A$A13+Y Public Key Archival

CAAUIAIHE B A AT, LR T EEREEF TG RIEEN

The CA archives certificates' public keys, and certificates are stored in the database
and backed up off-site.
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6.3.2 WE B ¥ EHA A0 25 48 XJ 1= A H R Certificate Operational

Periods and Key Pair Usage Periods

CAEB A ZEAME N A BRI SHAEBE—EM . ITFIEBNEN
M A B Z AN B SRR FRBEAT, N TERKIES, AWIEHAE
IEREXHRNERNESR, AT UEIEBE AR IAIMER .

The validity period of the CA certificate is the same as the validity period of its
corresponding key pair. The validity period of the subscriber certificate is consistent
with the validity period of its corresponding key pair. In special cases, for signing
certificates, the public key can be used beyond the validity period of the certificate to
verify the information signed within the validity period of the certificate.

3FF CAHAEAIIR CAIEH, BREARKA @B 25 &£,

The CA's Root CA Certificates have a validity period no greater than 25 years.
T CA RIEH, ARHIRKABIE 15 F.

The CA's Subordinate CA Certificates have a validity period no greater than 15 years.
XF SSL £EKARF AL, AMHRKAEIL 397 K. #£ 2020 F 8 A 31

HZ R &AM SSL £EIRIRFR/ILH, BRHKKAET 2 F.

The SSL Global Server Certificates have a validity period no greater than 397 days.
The SSL Global Server Certificates issued before August 31, 2020 are valid for a
maximum of 2 years.

XTRIBERIER, BRHRKAEE 3 F.

The Code Signing Certificates have a validity period no greater than 3 years.
MNFEREEIES, ARHRKAEE 10 £,

The Timestamp Certificates have a validity period no greater than 10 years.
MNFXHEERIES, ARURKAEBE 3 F.

The Document Signing Certificates have a validity period no greater than 3 years.
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6.4 8 EE3E Activation Data

6.4.1 B 5EEIE B = & A & 3 Activation Data Generation and

Installation

ATRPBFNZ S, IEITA AN R EEHRELTRIELZETE, M
R MAHR. Wi, wAEEER. ®EN. SHEFWIRERNAIE.

In order to protect the security of the private key, the certificate subscriber shall
ensure that the activation data is secure and reliable, thereby preventing the private
key from being disclosed, stolen, illegally used, tampered with, or published with
illegal authorization.

CA FASARIF= 481 CP 58 6.2.2 TTHAIE K, PAEHITER . # & FFEA.

The CA private key is generated in accordance with the requirements in Section 6.2.2
of this CP and is strictly created, distributed, and used .

TTARANRERIE SEATTHIEBNAS (MER4HERRIRE) |
USBKey EXN<%E, HOAAELTEUEMNIARE TS L. XEFEEIE, #B
ERERLTENAR, MBLUEERL. BMEETBEEARZHITA. FFE—
RUEEFRRBCEEIE, CAVIMMEN A BIT#TER.

The activation data of the subscriber's private key, including the password (provided
in the form of mail, etc.) used to download the certificate, the USBKey login
password, etc., must be randomly generated in a secure and reliable environment.
These activation data are delivered to subscribers using secure and reliable manners,
such as offline face-to-face delivery, post courier delivery, etc. For non-disposable
activation data, the CA recommends that users modify it themselves.

WRVTPIEBRPHAEEIERZ O, XEOSHI

|+L‘|

b 8 NFIFHETF,

2) ELEE—DFHM—IEF,
3) FEEESREBRNFN,

4) REEFRIERAY R FAERE,

129



:F l e I -
@ XYM, S E A 72 BRI £R 2UF 5 505
5) NeEEEARAEETHNBRKNTFENS,

If the activation data for the subscriber certificate's private key is a password, the
password shall:

1) contain at least 8 characters or numbers;

2) contain at least one character and one number;
3) cannot contain many of the same characters;
4) cannot be the same as the operator's name;

5) cannot contain longer substrings in the username information.

6.4.2 BUREIERI{RIF Activation Data Protection

CA TASARVAUEEE, CAHMLIEZER 6.22 THHNEADBRIPHNTE
AABEN B ERARNTEAREE.

The activation data of the CA private key is split by the CA in a reliable manner and
delivered to different trusted personnel for management.

WRIEBITAEA DS PIN BRI, ITANZESREFEOSH PIN
5 FHREVSHEANTERNHETEE, BRI

If a certificate subscriber uses a password or PIN value to protect the private key, the
subscriber shall keep its password or PIN value properly and make changes at any
time to prevent disclosure or theft as needed by the business application.

6.4.3 B EEIEH H b 77 ™E Other Aspects of Activation Data

No stipulation.
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6.51TE &£ $2%] Computer Security Controls

6.5.1 45 5 M IT E ¥ & £ K E K Specific Computer Security

Technical Requirements

CARZGHEEREEEMNAEREXANE, TERERANEHIERETE:
RBEROSMRARNFMARBRES . ZEUENRERSE. ZEHAEEE.

imEst. ARIBRESNEESE,

The information security management of the CA system complies with relevant
national regulations. The main security technologies and control measures include:
strict identification and personnel access control, secure and trusted operating system,
multi-layer firewall settings, anti-virus software, and decentralized management of

personnel responsibility.

MEMABERSG (BIF CA R4, RA R%) WERIEPIRMNTEARSLST
FARNARRIENE, HRNENXARAE. OSUERFIEBRERER
A strict two-factor authentication mechanism is implemented for each trusted person
who has the business operation authority of the system (including the CA system and

the RA system), i.e. to use the login mode of two factors, user name, password and

digital certificate simultaneously for the access.

BE RN R ERHFR, R CARENEEXHNRARREZETENAR

g, ARZIREHENHIHE.

Through strict security controls, the system of CA software and data files is ensured to
be a secure and trusted system without unauthorized access.

ZODRGEDNEHMESGYIEN S, SR GS5HMERBERS. FHK
KEEFA IE MR FISN NARE = R G NLE, BRFIS A= RGEHER). RE CA
REBRESEEATYN. AXEIESFTE. HORSENTEART BT OSH

i@ CA £UBE
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The core system must be physically separated from other systems, and the production
system is logically isolated from other systems. Firewalls are used to prevent the
intrusion of production system networks from intranets and extranets, and restrict
access to production systems. Only the trusted personnel in the CA system operation
and management group who need to work and access the system can access the CA
database through passwords.

6.5.2 TTEH Z £ 14 Computer Security Rating

CA ARG ERAMNEZRNRELNELEFBRIIVATNBDRE, EFR

ZENMKZRE. . RRRGSNEEE~ M.

The cryptographic devices used in the CA system shall be recognized by related
national department. Other network equipment, host computers, system softwares, etc.,
involved in security shall be acceptable products.

6.6 4 i B B AR 3=l Life Cycle Technical Controls

6.6.1 R A 3=H] System Development Controls

CA AR T I 2 TR 848 I T RN
1) HEASARBHFRLEERIFHEE, FERITEARTERBRENT,
2) HERSNEBHREREREESE,
3) FREFUAEFRIMERHITIRNAALINE, BHRIBMETESHE,
4) ZEIBFHTENNEL SN,
5 B=NRIEMEE,
6) TEMEOFTMITEMLRIT.

The software design and development process of the CA follows the following
principles:

1) Develop an application system for updates and modifications within the company
and require staff to strictly follow the process;

2) Develop a procurement process and management system within the company;

3) The development procedures shall apply to be deployed in the production

environment after the rigorous testing in the development environment;
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4) Perform an effective online backup before changing the deployment;

5) Third party verification and checking;
6) Security risk analysis and reliability design.

6.6.2 &2 EIBIZH| Security Management Controls

CA ARG FE AR HIENE, FrE MR SGELE RANIR I G 7 gei
TREMNFER. BIXNAZNEFRIERERSE. NEREENRFEELZS. B
HASKRERRERFMEUE T EMEAE N ESRE,

The CA system adopts strict control measures, and all systems are rigorously tested
and verified before they can be installed and used. The security of operating system,
network settings and system configuration are ensured through system maintenance.
The system and data integrity and normal operation of the hardware are checked
through log checking.

6.6.3 & ar AL £ 32 %] Life Cycle Security Controls

EPRGEMRITEILI, RENREMRELRERRKRILEN. TEREEXAE
REAERTARRT, EANEENBMRENBE T EERNLE, FHTE
THRERR L ZERENUHRR T BEREND S, ARGXEEBTHAE, &
ERTARNR. Rgah. BARESFTEETHE BMNRGREYUE.

System security is always the key point from the design to the implementation of the
entire system. The system is strictly designed according to relevant national standards.
The algorithms and cryptographic devices used are verified by competent authorities.
The standard-based enhanced secure communication protocol ensures the security of
communication data. In terms of system security operation, security operation
measures, such as personnel authority, system backup, key recovery, etc., are fully
considered so that the whole system is secure and reliable.

6.7 M 2& By L4 =1 Network Security Controls
AGENEZLZENEEBireRENEREMEE. VRS, NARZEEEUE
EEfTHEE. CAYMEREL A, mEMHG. NMREN. NMRB#E. KEHE

. BIEED . REREFEMIFER.
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The main purpose of system network security is to ensure the security of network
infrastructure, host systems, application systems and database operations. CA adopts
security measures such as firewall, virus prevention, IDS, IPS, intrusion detection,
vulnerability scanning, data backup, and disaster recovery.

CA HIHHINE 2= HI N TS CA/B Forum NCSSR,

CA's network security control shall comply with CA/B Forum NCSSR.

6.8 B8] &k Time-stamping

Fif [B) B R S 2 fH B9 e 18] BUBR 55 AE SR SRER b 2507 4 8 18 [ R A o B 8] B
W (RFC3161) , RATEMNN E&IENR. MEBEE UL EBRLER, i
[ERATK A E R IR A O R AR RS ().
The time-stamping service provided by the time-stamping system strictly follows the
international standard timestamp protocol (RFC3161) in technical implementation,

adopts standard time-stamping request, response and coding forms, and the time
source adopts the standard time provided by the National Time Service Center.
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7. BB . EBRIETRMALZIEBRESIHIN Certificate,
CRL, and OCSP Profiles

7.1 B &k Certificate Profile

A CANME R MIFBIFME TS X509 V3 &1, FEIRHESE RFC 5280 £

o IEBEDBEZERMN X509 V1 85, HMEESENRGISHZN TR,

The detailed format of the certificate issued by this CA conforms to the X.509 V3
format and complies with the RFC 5280 standard. The certificate contains at least the
basic X.509 V1 domain, and the specified values or the limits of values are shown in
the table below.

UEPEM A E A
i B ERIBR
R X509 IEBAIETLARA, EA V3.
3= 1Bt CSPRNG £ B AT ZHY 80 frIEFFF M A ME—FRIRTF o

FRE%L FRIEBEFEANERELX (WACPE713%) .

F%% DN FERENImAE, BACNL O, C

xR BE | ETEFRBARE (UTC) FitREEED.

kit BE | ETERBARE (UTC) F4EREEES,

BREHARAR BTG AR CP HLERIRSI.

=+ DN IERFAESLENImAE (WACPET7147) o
CARIEPBEAH, B& CN. O, C,

CA RRIEBREAIE, BE& CN. O, C,

TP DVIEREBIE, B2 CN,

TR IVIERERIE, B8 CN. G, SNy L. S, C,

TR OViIEREAZ, B& CN. O, L. S. C,

-135 -



@ éﬂ? :l.)\;/[E T VAE A 7 S BRAIER RAE - SRS

TP EVSSLIEBE &, B2 CN. O. streetAddress.
postalCode. L. S. C. serialNumber. businessCategory.
jurisdictionLocalityName (OID: 1.3.6.1.4.1.311.60.2.1.1).
jurisdictionStateOrProvinceName (OID: 1.3.6.1.4.1.311.60.2.1.2).
jurisdictionCountryName (OID: 1.3.6.1.4.1.311.60.2.1.3), M _EJF
BERFIZ 5 CA/Browser iz EV Guidelines % 7.1.4.2 THE
KEF—HEFERE 7142 BUEZIIMNIETEMH.

A EV REBEZIEBEAIE, 88 CN. OU. O,
businessCategory. streetAddress. L. S. C. serialNumber,
jurisdictionLocalityName (OID: 1.3.6.1.4.1.311.60.2.1.1).
jurisdictionStateOrProvinceName (OID: 1.3.6.1.4.1.311.60.2.1.2).
jurisdictionCountryName (OID: 1.3.6.1.4.1.311.60.2.1.3), M _EJF
B AIZ 5 CA/Browser 121z Code Signing Baseline
Requirements %8 7.1.4.2 T ERRIF—HEAEEE 7142

TREZSINEBEM

NE 1R¥E RFC 5280 430, A CP % 7.1.3 TIsEMNEE, HPK
JE#HEAR CP % 6.1.5 TIEEMNEXR
Basic domain of the certificate structure
Domain Value or value limit
Version The format version of X.509 certificate with a value of V3.

Serial Number

An 80-bit non-sequence unique identifier greater than zero
generated by CSPRNG.

Signature The signature algorithm used to issue certificates (see Section 7.1.3
Algorithm of this CPS).

Issuer's DN Issuer's distinguished name, including CN, O, and C.

Effective start | Based on Coordinated Universal Time (UTC), synchronized with
date Beijing time.
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Effective end | Based on Coordinated Universal Time (UTC), synchronized with
date Beijing time;

The validity period is set in accordance with the limits set by this
CPS.

Subject DN DN of the certificate holder or entity (see Section 7.1.4 of this CPS).
DN of CA’s Root CA Certificate, including CN, O, C.

DN of CA’s Subordinate CA Certificate, including CN, O, C.

DN of subscriber DV certificate, including CN.

DN of subscriber IV certificate, including CN, G, SN, L, S, C.

DN of subscriber OV certificate, including CN, O, L, S, C.

DN of subscriber EV SSL Certificate, including CN, O,
streetAddress, postalCode, L, S, C, serialNumber, businessCategory,
jurisdictionLocalityName (OID: 1.3.6.1.4.1.311.60.2.1.1),
jurisdictionStateOrProvinceName (OID: 1.3.6.1.4.1.311.60.2.1.2),
jurisdictionCountryName (OID: 1.3.6.1.4.1.311.60.2.1.3), The
above certificate Subject Distinguished Name are consistent with
the requirements of Section 7.1.4.2 of the CA/Browser Forum EV
Guidelines and do not include any Subject attributes except as
specified in Section 7.1.4.2.

DN of subscriber EV Code Signing Certificate, including CN, OU,
O, businessCategory, streetAddress, L, S, C, serialNumber,
jurisdictionLocalityName (OID: 1.3.6.1.4.1.311.60.2.1.1),
jurisdictionStateOrProvinceName (OID: 1.3.6.1.4.1.311.60.2.1.2),
jurisdictionCountryName (OID: 1.3.6.1.4.1.311.60.2.1.3), The
above certificate Subject Distinguished Name are consistent with
the requirements of Section 7.1.4.2 of the CA/Browser Forum Code
Signing Baseline Requirements and do not include any Subject
attributes except as specified in Section 7.1.4.2.

Public key According to RFC 5280 encoding, using the algorithm specified in
Section 7.1.3 of this CPS, the key size satisfies the requirements
specified in Section 6.1.5 of this CPS.

7.1.1 iRZAS Version Number(s)

CAHMMER LB A X509 V3 IRAE . IRAGESAIEBRASE —1=
3.

The certificate issued by the CA conforms to the X.509 V3 version format. The
version information is indicated in the column of certificate version format.

- 137 -




=] 3
2 SNZ 1Ak M GE A 4 BT R
7.1.2 WEBY FEIN Certificate Content and Extensions

A CA#LA9E M X509 V3 ARIEBARAETUAFRAEY BRI, BT BRI ETE

RFC 5280 ¥, F94 EV Guidelines B9E K.,

The CA uses the X.509 V3 certificate standard items and standard extensions.The
certificate extensions comply with the RFC 5280 standard and comply with the
requirements of the EV Guidelines.

TR CAHAMTE 2020 £ 7 B | BZEHBHNF R CAIEBLMBENE
& AR BAME. T A CAYIMETRE SSL EIRPRSFHILE . KBEH
IEH. NEEIEBSAES A ERNEREEARL BTHRPASIMENATT

EIARERAE.

For subordinate CA certificates added by the CA after July 1, 2020, all applicable
EKUs must be populated. For SSL Global Server Certificates, Code Signing
Certificates and Timestamp Certificates issued by the CA, all applicable EKUs must
be populated to indicate the specific purpose of the authenticated public key.

FUEBR—MIRZINEPEAZESNEREIRLGM, 1 RFC6962 FirE
Xo FUEPBAZEM ESIEBHER, REEY RFBRFE—IHENXRT R H
OID 4 1.3.6.1.4.1.11129.2.4.3,, X BFRIUL BASH TS RFC5280 &

SHEEEHES.

A Precertificate is a signed data structure that can be submitted to a Certificate
Transparency log, as defined by RFC6962. A Precertificate appears structurally
identical to a Certificate, with the exception of a special critical poison extension in
the extensions field, with the OID of 1.3.6.1.4.1.11129.2.4.3. This extension ensures
that the Precertificate will not be accepted as a Certificate by clients conforming to
RFC5280.

7.1.3 EEIRFRRFF Algorithm Object Identifiers

7.1.3.1 /A %A1= B SubjectPublicKeyInfo

UTEREATIEBHILBFNERRPEERFE.

The following requirements apply to the subjectPublicKeyInfo field within a
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Certificate or Precertificate.

1) RSARIE

A CA #1488 A rsaEncryption (O1D:1.2.840.113549.1.1.1) B E4RI2FF A9 RSA
B, SHEEFERNULL, REARMEEARKT RSA ZEH.

2) ECDSA &%

A CA #1#34% [ id ecPublicKey (OID:1.2.840.10045.2.1) B £ FRIRFF A ECDSA
5, WAUFE A namedCurve 4515,
® P-256 BY%4H namedCurve 24 secp256rl (OID:1.2.840.10045.3.1.7),

® P-384 B9%4H namedCurve 4 secp384rl (OID:1.3.132.0.34),

1) RSA

The CA indicate an RSA key using the rsaEncryption (OID: 1.2.840.113549.1.1.1)
algorithm identifier. The parameters MUST be present, and MUST be an explicit
NULL. The CA does not use other algorithms to indicate RSA keys.

2) ECDSA

The CA indicate an ECDSA key using the id-ecPublicKey (OID: 1.2.840.10045.2.1)
algorithm identifier. The parameters MUST use the namedCurve encoding.

* For P-256 keys, the namedCurve MUST be secp256r1 (OID: 1.2.840.10045.3.1.7).

* For P-384 keys, the namedCurve MUST be secp384r1 (OID: 1.3.132.0.34).

7.1.3.2 FREIEFRRTT Signature Algorithmldentifier
K CAHMBAERNIAENREBTEEZRZPEATEFRTHNER. &
AE, EEATUTHAENRMFER:
® FBFTEPNEBEEFR.
® TBS IEBMERFE (flm, BIEPHIUEBRFEA) .
® FRERMERELXTER.
® TBS IIREBEEMNETEFER.
® EK OCSP MNMEREEFR,
ARG X L F BT H AR
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All objects signed by the CA Private Key conform to these requirements on the use of
the Algorithmldentifier in the signatures. In particular, it applies to all of the
following objects and fields:

* The signatureAlgorithm field of a Certificate or Precertificate.

* The signature field of a TBSCertificate (for example, as used by either a Certificate
or Precertificate).

* The signatureAlgorithm field of a CertificateList.

* The signature field of a TBSCertList.

* The signatureAlgorithm field of a BasicOCSPResponse.

No other encodings are permitted for these fields.

1) RSA Z&ZE %

78 CA H#34# F SHA-256 with RSA (OID: 1.2.840.113549.1.1.11) & E %,
2) ECDSA & &%
A CAHAAERILT ECDSA R E X!

® SHA-256 with ECDSA (OID: 1.2.840.10045.4.3.2) ;

® SHA-384 with ECDSA (OID: 1.2.840.10045.4.3.3)

1) RSA

The CA uses SHA-256 with RSA (OID: 1.2.840.113549.1.1.11) signature algorithm.
2) ECDSA

The CA uses the following ECDSA signature algorithm:

* SHA-256 with ECDSA (OID: 1.2.840.10045.4.3.2);

* SHA-384 with ECDSA (OID: 1.2.840.10045.4.3.3).

7.1.4 ZF T Name Forms

KR CANMERESR, HAMEANSAMARNT & RFC5280 176, BfF
& CA/Browser 121z Baseline Requirements. Code Signing Baseline Requirements
X EV Guidelines F 7.1.4 TR E K,
The format and content of the certificate issued by the CA conform to the RFC5280

standard, and meet the requirements of section 7.1.4 in the CA/Browser forum
Baseline Requirements, Code Signing Baseline Requirements and EV Guidelines.
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7.1.5 ZFRER#] Name Constraints

TTHTE o

No stipulation.

7.1.6 UF B EIEIT R FRIRFF Certificate Policy Object Identifier

IEB RIS RAMATFEIA CP 5 1.2 75,
The certificate policy object identifier is the same as Section 1.2 of this CP.
717 KBS BR F ¥ B I B9 A & Usage of Policy Constraints
Extension
THE o
No stipulation.
7.1.8 KB PR E £F 89 1E 7% #11E X Policy Qualifiers Syntax and
Semantics
THE -
No stipulation.
719 XEIFBERY EINAILIEI N Processing Semantics for
the Critical Certificate Policies Extension
THE

No stipulation.

7.21E B HEES 5% CRL Profile
CAYIMERERIEBRIEY IR, HHAFPEEFEHR. SANIEBHEIIRST
& X509 V2 #%=, BYE RFC5280 Frf

The CA regularly issues a CRL for users to use. The issued CRL conforms to the
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X.509 V2 format and complies with the RFC5280 standard.

7.2.1 kRS Version Number(s)

CAHMZR X509 V2 hRARY CRL., MRAE B AIEBRAE R —12EI .

The CA issues a CRL of the X.509 V2 version. The version information is indicated
in the column of certificate version format.

7.2.2 CRL #0 CRL % BE¥ It CRL and CRL Entry Extensions

A CAHIMBILHRESIFR (CRL) 2— M HNEBFEIHFTERNEH
HIEBHITIR,

The Certificate Revocation List (CRL) of this CA is a list of time-stamped and
digitally signed revoked certificates.

CRLBIEEX AT

CRL ## EX

CRLESRRAS | 45E CRL HIARAIE R, 7 CA HIH9R AR X.509 V3 IE B R AY

CRL V2 RR A,
B2 EE ZX CA #1433 F3 sha256RSA 1 sha256ECDSA £ Z &k,
mEE e EE XA DN &,

AR (8] BE—NBHE/MEME, AEKRAEAR CRL ZMAIRE.

AT [E] fEE—PBH/EE, BIXRBAT—X CRLGE X T YT 5

(REFAERFIEAIZE)

BIHIEBSIR | IEEEEBEMIERIIR, SFIEBHFSSTNEBEHE

R HAFN A 8]

MAMME A | KK CRL EZRNATTEA. TrdialRE— CA M

FRIRTT RNEEA.
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CRL%B¥ B | ~NMEACRLEZBY BRI,

I

The CRL data is defined as follows:

CRL Data Definition
RL i . . .
Iiumber Version Specifies the version information of the CRL. The CA adopts the
CRL V2 version corresponding to the X.509 V3 certificate.
S1gnat.ure The CA uses signature algorithms sha256RSA and sha256ECDSA .
Algorithm
Issuer

Specifies the DN name of the issuing authority.

Specifies  the Specify a date/time value to indicate when this CRL was published.

DN name of the

issuing
authority.
Ti
Update Time Specify a date/time value to indicate when the next CRL will be
published (this standard enforces this domain).
Certificate

Specify the list of certificates that have been revoked, including the
serial number of the certificate and the date and time when the
certificate was revoked.

Revocation List

1 Uni . . . ) .
ssuer nique Used to verify the public key signed on the CRL. It can identify

Identifi .
cHHer different keys used by the same CA.
CRL Ent .
. Ty CRL entry extensions are not used.
Extensions

7.2.2.1CRL k%4> % = CRL Issuing Distribution Point
CAHME TR CRLEY, BAERLLY B, HLHHK CRLAE, ¥EMIZ
.

This extension will not be used when the CA issues a full and completeCRL. When
issuing partitioned CRLs, this extension will be used.

7 3FEZIE P IRZS I OCSP Profile
AR CAHME A IETF PKIX THEAAF X —DNELIEBIRSHIL (Online
Certificate Status Protocol, OCSP) , IREAZKIEPREEGRS, FAA OCSP

N & 754 RFC6960 FRA
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The CA adopts an Online Certificate Status Protocol (OCSP) developed by the IETF
PKIX working group to provide an online certificate status query service, and the
issued OCSP response conforms to the RFC6960 standard.

7.3.1 kA5 Version number(s)

RFC 6960 & X A9 OCSP v1 ki,
The OCSP vl as defined in RFC 6960.

7.3.2 OCSP ¥ FEIn OCSP Extensions

AEH OCSP ¥ B,

OCSP extensions are not used.
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8. IANIEY 44 8 31 1 H fb £ {4 Compliance Audit and Other

Assessments

817 1 B9 51 X = 1§ £ Frequency or Circumstances of
Assessment
BT MEBER AT SS, CA HAGIEFRER WebTrust 3f CA R N1 TSNP R
AT
1) R (PEARKMERFEFZZE) . (BEFIAMERSEENE) .
(BEFINERSBZIEEIENE) e, BEXBEXTEBIINIHEESRE,
2) RIBEFHMEREXIRE, EXE=JTTHITVE WebTrust BHit,

In addition to internal audits and assessments, the CA undergoes external audits and
assessments in accordance with the attestation rules of the third-party WebTrust for
CA practitioner:

1) Accept the assessment and inspection of the relevant competent authorities in
accordance with the Electronic Signature Law of the People's Republic of China,
Measures for the Administration of Electronic Certification Services and Regulations
on Cryptographic Management of Electronic Certification Services,

2) Accept the WebTrust audit of third-party auditors in accordance with relevant
international and domestic standards.

CA HIM R TR TS SR !

1) BFE—REZAXIEMIREERZNNE, N CAYMNEERER

It

2) CAHMKEEIBIR M RITIMES AT, SEHT—K WebTrust B it
B= R AL
Frequency of assessment by CA:

1) Accept the annual inspection of the CA by the competent authorities according to
the laws and regulations once a year;

2) The CA will engage an independent audit firm to conduct a third-party independent
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audit for WebTrust compliance anually.

8.2 & A9 3K /it Identity/Qualifications of Assessor

REBEHEIT A RMIEFE—REE CANTENTARZEEEAR, CAlSE

J\J\A/ 1}\“.—[:?\/JL&1|:1 ?\/JLJ\ A A%J\J\ //\ﬂij, gﬂ’]AJ\o

The choice of internal auditors generally includes: CA's security officers and security
managers; CA business leaders; certification system and information system
managers; personnel directors; other required personnel.

CANMKIBIERE ITIZEEEARE L F LV ANELKA WebTrust 5HEETT
A, XFIMERERTH M A FARFIIBE R KA T
1) BERRPEMRREA. FERE. GRBEMASHITE XM
BE=TTIMERS R U

2) ®WITIMErAEYMAETET IRV EE, BEVRAEZEEREE

3) BEERERGZETUHRENTIFRAEIER,
4) BHBIH WebTrust £iFREERR;
5) BFEMIEIHEE, SEEENAMERVEERTTHAR.

The CA will engage a qualified WebTrust practitioner that is familiar with IT
operations management with years of industry experiences. The qualifications and
skills required for external auditors are as follows:

1) Have third-party certification service qualifications related to public key
infrastructure technology, information security, information technology and system
auditing;

2) The auditor's organization has a licensed professional qualification with a good
reputation in the industry;

3) Possess professional skills and tools to check the system operating performance;

4) Possess an effective WebTrust attestation service qualification;
5) Have an independent auditing spirit and be bound by laws, regulations and
professional code of ethics.
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83 HFE S W IELHFE BB < &R Assessor’s Relationship to

Assessed Entity

Al

RPEITARSK CAHIMBNRREER. WESEER. VSBREINIE

RARREES.,

The position of internal auditors and the system administrators, business managers
and business operators of this CA shall not overlap.

SNERIEfEE S CAVMZ BB, TEAMVSES . MEERSHMEUE
MM EERENFERR.

The external assessor is independent of the CA, and there is no business, financial
transactions or other interests between them that are sufficient to influence the
objectivity of the assessment.

8.4TE{H A A Topics Covered By Assessment
MHEZ TEERERRT:

1) CAYIEREEFEEEIRN L,
2) BEILERESHERSHI KB
3) REIRIRER CPS. WHEHEMREERARINEL S,
4) HESEREETELIR,
5) ZAEHE. EP4ATRAYEERSHTE WS,
6) =EFEHMBTELZEMNE.

The assessment work includes but is not limited to:
1) Whether the CA's physical environment control is fully implemented;
2) Whether the operation process and system are strictly observed.

3) Whether the certification business is carried out in strict accordance with CPS,
business specifications and security requirements;

4) Whether the logs and records are complete and accurate;

5) Whether key management and certificate lifecycle management conform to the
practice statement;
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6) Whether there is any other potential security risk.

=B BR I WebTrust K7 H04 77834 B 7 S0HEA & KR A 1 B

TR, X CAFIM#HITIRIHLT

The third-party auditor organization shall conduct an independent audit of the CA in
accordance with the currently valid and ongoing auditing standards issued by
WebTrust.

85Xt a5~ E R B FE 7 Actions Taken As A Result of
Deficiency
B CAIMERENFEIHREHTIHE, FRFEIT P RN ABENT
RS TA T L SR#HMTE . CAVAKRIEEFFRGIANBOEE. ENR
R AR IR [B) /L
The CA’s management shall assess the audit report, and the corresponding responsible
functional department shall take actions for improvement and perfection of the

deficiency found in the audit. The CA will quickly resolve problems in accordance
with international practices and relevant laws and regulations.

8.6 T L ZE R 151 5 & % Communication of Results
1) CANIMRAITHEITERBNXELATAIBEIL,
2) TECANMERE=TTINPEITYENELE, CAYIERBSE

ANEE M http//www.bjca.cn A%

3) W CANMAEITERARNTREHTFRERBNER, WK
R mEiTABR.

1) The CA internal audit results will be communicated only within the company;

2) After the CA accepts the assessment of a third-party external audit agency, it will
publish the results on the company's official website http://www.bjca.cn.

3) If the audit results of the CA discover potential safety hazard that may be caused to
the subscriber, the subscriber shall be notified in time.

HAE =T B HESSEBATHEERFELMUNESR, BULHE L BFE
CAHMRIFBBAME NN, FIEE CAYMBMNER, FEASFNELRIMN
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CAHAMREBAERX T EAVEEN .

Any third party notifying the assessed entity of the assessment resultsor similar
information shall clearly indicate to the CA the purpose and manner of the notification
and obtain the consent of the CA, unless otherwise provided by law; the CA retains
legal power in this regard.

8.7 B ¥ {4 Self-audits

CA VIR TIFEEM BIIHE, RI\BERME R XAREFAR CP HIHE,
B EDSFRNABREEE . EDG=1F —RNEFEBREERKE
HARSS RE . BEIHEX LR ERZEE R E AR XA E #IEA 8 A AV B FIAIESE
HNEEHEREXNE. MEFENFEAYEAED TIHEEAFERIEB 2 EH

3%,

The CA will conduct ongoing self-audits and strictly control the service qualityby
performing internal risk assessment on at least an annual basis and self-censorship
sampling on at least a quarterly basis according to international and domestic relevant
standards and this CP. The self-audit assesses whether the electronic certification
activities from the end of the last review period to the initial period of the current
audit period meet the relevant regulations. The sample size of the sampling shall not
be less than 3% of the total number of certificates issued during the period.
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9. FEF T H fth I & 4 5% Other Business Terms and
Legal Matters

9.1%% F Fees

9.1.1 FBE %A FE % B Certificate Issuance and Renewal Fees

HEFINEA S T RER MR B FINERXARS RIERIT AIER A, BRI
FARVERET S EES MM EBTTRE. CAYVMERS TRFFANTIIR
T DSHEBIR#HITE LS EE . 1T CAYAITTIEBR, KRS AL
PHELXSEHE M. MREEFNEA D EZBHN L P8 BRI EFIMNERA
SATMHMIBEAR—E, ML FRNIE A,

BJCA can charge the certificate subscribers according to the provided electronic
certification related services. The specific charging standards are determined
according to the regulations of the market and management departments. The CA can
make appropriate adjustments to the certificate price without exceeding the charging
standard. When a subscriber subscribes a certificate from a CA, the issuance and
renewal fees of the certificate will be notified in advance. If the price specified in the
agreement signed by BJCA is inconsistent with the price published by BJCA, the
price in the agreement shall prevail.

9.1.2 B &8 % A Certificate Access Fees

HEIERBERERN, MZEB#HITEEENE, CAYMEREELTZAR, B

R B X UL 0 AR 55 A 2R O AR

During the validity period of the certificate, the CA does not charge fees for
certificate information query for the time being, but reserves the right to charge for
the service.

913 IF PRE IR SE B B ZE 18 % B Revocation or Status

Information Access Fees

CANIAE ANKEULINZE A, BRIFEAFRHAFHRT R, TR CAMEIA
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MIMNZE R, CAMMKES AR BN IZER A EE A .

The CA will not charge this fee for the time being, unless the user requests special
requirements which requires the CA to pay additional fees, and the CA will negotiate
with the user to charge the fees that shall be charged.

9.1.4 HMAR% % H Fees for Other Services

CA AR B X E MRS UL 2R 9N H . CA AT IRIBIE KRBTSR, 1THIE
KBRS, BERSHA, ESITHEZITHMILFAE.

CA reserves the right to charge for other services. The CA can customize various
types of notification services according to the requirements of the applicant. The
specific service fees are stipulated in the agreement with the customer.

9.1.5 IRFKKHE Refund Policy

LI B HRENZ R BAEREF, CA VADESF AR AR 1ERE FFIRER
BRIEHIL CAYMEE T A CP Rl EM AN EMERXSHIERL, 1TRTI
TR CAMMBSHIEBFRAK, HMBERT, CAVMXITAUEAZE AR

During the implementation of certificate operations and the issuance of certificates,
the CA adheres to strict operating procedures and policies. Only if the CA violates the
responsibilities or other major obligations stipulated in this CP, the subscriber may
request the CA to revoke the certificate and refund. In other cases, the fee charged by
the CA to the subscriber is not refundable.

SRR A, TTFMBSEERIZIER, CAYMKEREEERE.

After the refund is completed, the CA will pursue its legal responsibility if the
subscriber continues to use the certificate.

VPN HREAS CAYMERNTE. EX. ERNIEBHIERER, &,

CA A3 L 15 PR AV IR K AN R RA K IB I TTME.

The subscriber shall provide complete, true and accurate certificate application
information in accordance with the requirements of the CA. Otherwise, the CA shall
not bear any responsibility for the losses and consequences caused thereby.
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MRITPEE BRSSP REBFIEBREER, CA PR RIRIE RIS

8] A9 Ak 55 %% S

If the subscriber withdraws from the digital certificate service system during the
certificate service period, the CA will not refund the service fee for the remaining
time.

9.24 4% 35 {F Financial Responsibility

9.2.1 {RF&SEEl Insurance Coverage

REESEE FEE XA CP & 9.9 il E FIME 6=,

The insurance coverage mainly refers to the indemnification stipulated in Section 9.9
of this CP.

9.2.2 H MR = Other Assets

CA HIMT IR AL ) A B BB HIW 5535 1 U4EF IE B 5 E FH RIEHE R X 5569

[Bf7. BREBEIERIENIT P RKBTNTE.

The CA ensures that the company has sufficient financial strength to maintain normal
operations and warranties the performance of its obligations, and can reasonably
assume responsibility for subscribers and relying parties.

FRERNIEBITFRFEA.
The above requirements apply equally to certificate subscribers.
9.2.3 B & LK AU 1R BE S 3B 4% Insurance or Warranty Coverage

for End-entities

CA HMARIE W 5 R RERTNERREEA S ST RIGIVREHIZRRR
&, CAYMNBEE=THITAINMSEIT, AFFMEREENIER™
EAVSRIERE, SNFIEBVEEREFTER BT AHEXBESI.

The CA determines its insurance policies according to its business development and
the business of domestic insurance companies. The CA shall undergone financial

- 152 -



@ éﬂ?i)\;/[E BT INIE L 7] R BOAER RAE - SRS

auditing provided by third party auditors, and has reserved suitable cash assets for
planned customers as financial guarantee for compensation arising from certification
operation.

AR CA HIMIRIEAR CP SR EZREMMAE, UERBENHENEHERK

BB EN/SAMETER, CA YK RBAEEENIE . PRI EEN
SRR A FIREE KB N NIRRT E.

If the CA is required to bear the indemnification and/or compensation liability
according to the provisions of this CP or relevant laws and regulations and the
corresponding judicial judgment, the CA will bear the corresponding indemnification
responsibilities according to the relevant laws and regulations, the arbitration
institution's ruling or the court's judgment result.

9.3\ %15 B &% Confidentiality of Business Information

9.3.1 12 %{= B3EE Scope of Confidential Information

# CAHUSIRMABE FIMERS F, REEESERHEERRT:

1) CAHMEITAZERNHILIAR BRI FRATFHNAE. BREEH
MAEHBFEBUEVRIIER, CAHIMAKIEAXNIMAMEEFE T FIE
BEELOMNIEEAREER

2) VUPRABRTIEER VTP NRER CP N EHTEERE
WERVTAPARESBRSEEmMEMRK, Bi]FBTKE

3) HAth|h CAIAM RA REFMIVTPERNUARE, BREXZERE
EMB BT EHUENRNER, AT,

In the electronic certification services provided by the CA, confidential information
includes but is not limited to:

1) Agreement between the CA and subscribers and unpublished content in the
materials. In addition to the expressly prescribed by law or the requirements of the
government and law enforcement agencies, the CA undertakes not to publish or
disclose any confidential information other than the subscriber certificate information.

2) The subscriber's private key is confidential and the subscriber shall keep it properly
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in accordance with the stipulation of this CP. If the private key is compromised due to
the subscriber's personal reasons, the subscriber shall bear the losses;

3) Other subscriber information retained by the CA and the RA shall be considered
confidential and shall not be published except as required by relevant laws and
regulations or by government and law enforcement agencies.

9.32 RN E F & % 1915 & Information Not Within the Scope of

Confidential Information

U TEEARET CATMINENREES:
1) SEBEXMNBIERE. RERENTL RIERIEERSELS
2) HCAYIMELRMIERH CRL RMELE,
3) HCA#MXIE. CPSIRBIMIEBEMEE,
4) REFTHBEENERR, EREIEHENEIERES
5) REFBBLIEMEENIZE, EFEZTREMHFHKE I
BHES,
6) BNHEMNBE=TREREITNEENES
7) HthEEAFRERRNES.

The following information does not belong to the confidential information identified
by the CA:

1) Information about the application process related to the certificate, the procedures
required for the application, and the application operation guidance;

2) The certificate issued by the CA and the information in the CRL;
3) Certificate policy information supported by the CA and recognized by the CPS;

4) Data and information held by the recipient before the provider discloses the data
and information;

5) Data and information that were disclosed not for the recipient's reasons when or
after the provider disclosed the data and information;

6) Data and information disclosed to the recipient by third parties who have the right
to disclose;
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7) Other information that is available through public channels.

9.3.3 {R I 1R B2 1= B A9 = 1T Responsibility to Protect Confidential

Information

CAYIRIE N EEFE. REMEAFRAPIEER, BRERR

TEVHE. BEREEF. CATMBMNEER THETEEFREFZK,

The CA protects confidential information through strict management systems,
processes, and technical means, including but not limited to trade secrets, customer
information, etc. All employees of the CA will strictly abide by the confidentiality
provisions.

CAHMEBEZEREARACPF 931 THNENREEENTESXSE.

The CA has the responsibility and obligation to keep properly keep the confidential
information specified in Section 9.3.1 of this CP.

9.4 F F B2 FAR % Privacy of User Information
WIBREE . EM, CANMERER FRIFIEBEEXEFEZ LS,
FHIEBRBEAR/HEDAREEXDIAGE. HFMAGEREE: #8. ¥
EZ7iN. BMIES. MUt ME (RER/SEEAERANEILR) FRMER.

CA #1953 A PR RS BIR A TR IEHEIE -

In accordance with relevant laws and regulations, the CA needs the applicant and/or
the agent to provide relevant personal information when accepting the client's
certificate application and related electronic signature business. Personal information
includes privacy information such as full name, contact information, ID number,
address and ID card (original and/or any form of copy). The CA provides the
following safeguard measures for privacy of user information.

9.4.1 BRFARYE 7 & Privacy Plan

CA N A8 BER M RARP BN ESEROERT, HERMR
BT PP AGEREFEEMNEHBPIAGRRIPEER.

The CA shall establish a privacy and confidentiality plan to keep the subscriber's
personal information confidential under the premise of complying with the relevant
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provisions and laws of the state on privacy protection and publish the Personal
Information Protection Policy on the official website.

9.4.2 1E A FaFA4NIEHY{Z B Information Treated as Private

CANMAEEMEMITFRENEXEERN, RIEPTFEEANERMUE
IEBRSERIN, ITANEREEERAARKLE. SRBRERRTUTES:
1) WTANENSMESE, MERSMESEHE,
2) VIPHMEREI,
3) VIPHIBEH UL
4) ITFHRITIKA.

When the CA manages and uses the relevant information provided by the subscriber,
the subscriber's basic information will be treated as private, except for the information
already contained in the certificate and the certificate status information. Including but
not limited to the following information:

1) The valid ID number of the subscriber, such as the resident ID card number;
2) The subscriber's contact number;

3) The subscriber's communication address and residential address;
4) The subscriber’s bank account.

RIEEXE CAYMER, FETPRIREHAEREREN. FUEHREIK
FRIBEENEFER, CAHMEARZTIAATT.
The above information is only used by the CA and will not be disclosed by the CA

without the consent of the subscriber or by relevant laws and regulations, law
enforcement agencies or the government in accordance with legal procedures.

0.4.3 AEM A E2FARY{E B Information not Deemed Private
TAHENILEBER, URIEBRESEEREAABAEL,

The information of the certificate held by subscribers and certificate status
information are not deemed private.
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944 1% 37 F2 FA B9 3= {£ Responsibility to Protecte Private

Information

CAHIMBZEREARCP £ 942 THAEMLEBHIFTENIAGREM. #

Z. B, BH. HXFRESNSE.

The CA has the responsibility and obligation to properly protect the use, sharing,
management, checking, deletion and modification of the certificate applicant's
personal information as specified in Section 9.4.2 of this CP.

EBFSHEN KRB G EZRFER CAYMERENRAMRMERNE

AT, CAHMEHRAEBALEMNTE.

In the case where the government or law enforcement agency requires the CA to
disclose private information to a specific object in accordance with legal procedures,
the CA is not liable for the resulting liability.

945 F A FAE B B9 & 41 5 [E) & Notice and Consent to Use

Private Information

1) ITREE, CANMNRRELNSBRMIEBITANMAGE, NEITS
R REEMTFFERITAEE,

2) ITPER, CAMMTEENSSERENIRIBA CP #E MIBRFARIFBUR {3 FET KR
MEEITRER, FBHAECERARERIERITANRMER, N
EREMEPITAHREBRABREN, MAFKBSRABREN, CAHMBTR
SEITRRMEEEBAARE=A

3 WTRER, TEREXFEEIN. MEAVNXRBUFREBES ZNEFERT, CA
FEEFENTREERMEEN, CAHMBEREMT,.

1) The Subscriber agrees that the CA shall take appropriate steps to protect the

personal information of the certificate subscriber and shall inform the subscriber in
advance in the subscriber agreement and obtain the subscriber's consent;
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2) The subscriber agrees that the CA uses any subscriber information obtained in
accordance with the privacy protection policy stipulated in this CP within the scope of
its business. If the subscriber's private information is used beyond the agreed scope
and purpose, the CA shall inform the certificate subscriber in advance to obtain
consent and authorization. Without subscribers' consent and authorization, the CA will
not disclose the subscriber's private information to any third party;

3) The subscriber agrees that the CA does not need to inform the subscriber when the
CA discloses the private information to a specific object under the relevant laws and
regulations, or required by the law enforcement agency or the government according
to the legal procedures.

946 ik X T E F K {E B 3K 5 Disclosure Pursuant to

Judicial or Administrative Process

BRAFFFEMUT &M, CAHMASBITANREFEERHGEME=ATE
=7IH48:
1) HUENIR. BUFSE MR EEZENRROE I IAIEER. Fl. AE R
E. RFREFHIE
2) TTPXAPBERARNAEXERAIME,
3) A CPAEMHMT LUKEMIER.

The CA does not provide the subscriber's confidential information to other third
parties unless the following conditions are met:

1) The law enforcement agency, the government or other departments authorized by
relevant laws and regulations apply according to laws, regulations, rules, decisions,
orders, etc.;

2) The subscriber authorizes the disclosure of relevant information in writing;
3) Other disclosure circumstances as stipulated in this CP.

047 H it £ B I F|E 1§ £ Other Information Disclosure

Circumstances

MFEBITAEKR CAYIMRBEREFER A RS, MARRER, CA
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YA DU AR ER AT FRAGERNBEXER, 1T A MipFHibiR s

B=77, WMMEFRAE.,

If the certificate subscriber requires the CA to provide certain types of customer
support services, such as mailing, the CA may provide subscriber's name and mailing
address and relevant information that is not deemed private to a third party, such as a
mailing company.

9.54&1i2 =X Intellectual Property Rights

1) CAHMMERFREINEBE CANMRBNEIRMGE. ZEL BIHEFNEE
R, EFERIFRFLIBEIR =

2) CAVMEEHANMGEFF XM CPS. CP. BAXFFM. KHMMIES
A CRL 589 P RAIFIIR =AY

3) CANMEBEITMLE EAMM—YIEEINET CAVIMMZ, K& CAYIMAERE
R, MARNGSEEATEHLTA,

4) CAHMENIMEE EIRRIBAMSEET CA HAEN >,

1) The CA shall have and retain all intellectual property rights such as copyrights and

patent application rights for the certificate and all software, materials, data, etc.,
provided by the CA;

2) CA have ownership and intellectual property rights of CPS, CP, technical support
manuals, issued certificates and CRLs formulated and published by the CA;

3) All information published on the official website of the CA belongs to the CA’s
property. No one else may reprint for commercial activities without the written
permission of the CA;

4) CA's external operation management policy and norms belong to CA's property.

9.6[% A 53E{% Representations and Warranties

9.6.1 B FINMEARS MM AIFRIE 5B R CA Representations and

Warranties

CAAIMERME FIMERS AT RERAERNT:

- 159 -



@ éﬂ? i)\;/[E BT INIE L 7] R BOAER RAE - SRS

1)

9)

CANAEEF (REARKHMEBFEZRZZE) REXERNNE, NELM
AL PAIEENERTE

WFFREAMI AP EAFERRTAREY R (3, XEgdEHams, &
BT HEREBRAAENREHNALHER) FEEER P HIHHHERE
DEEES TG

WIFRIEARN T IEPHEXBERIBARRER T HHEN, MAKRHEBA
FRIBIEH,

RIBERHEENEESNAERM (organizationUnitName {5 2BR5M)

REUE e DU NME B 2 8 organizationUnitName” R T &5 B R IR ST
REME;

RIEAR CP % 3.2 TIVERWIERIBA G4,

& CAVMEITPEXREXR, U CAYMEITRFEEZFR XA THITHH
WA, ZITFEMUFTE CA/Browser i1 4 75 A9 Baseline Requirements
FEXK, B CANMEITANE—LAHBE XK, WRIBFEBARKEINTE
S

CA AP N AT A RIS HIE R LIPRSER (FRSERE) | 4B
MRS H AP —ANERER (24x7) AFTHEEEE,;

RFEA CP HIE /YRR T HIRIE S,

10) CA Hlig IR T IEBBUIRAMINESS B = AR MR 7,

11) CAHMERLIT FIIE B EAR CP A KM E K,

12) CAHAEEIEBIT FRIEFAS M. BEXREZWITFIEBERMNS

JEMENEMS
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13) CAHIMIELE LRI BE, BFZRIEIEPREIBEAN TR HEIRER.

The warranties of CAs in the process of providing electronic certification services are
as follows:

1) The CA complies with Electronic Signature Law of the People's Republic of China
and relevant laws, and bears corresponding legal liabilities for the issued digital
certificates;

2) Verify that the applicant has ownership of or control over the domain name and IP
address listed in the certificate subject field and Subject Alternative Name (or, for the
domain name only, has obtained the authorization of the owner of the right to own or
control the domain name);

3) Verify that the applicant has authorized the issuance of the certificate and that the
applicant's representative has obtained a qualified authorization to apply for the
certificate on behalf of the applicant;

4) Verify the accuracy of all the information contained in the certificate (except for the
organizationUnitName information);

5) Take measures to reduce the possibility of misleading information contained in the
certificate subject “organizationUnitName”;

6) Verify the identity of the applicant in accordance with the requirements of Section
3.2 of this CP;

7) If the CA and subscriber are not affiliated, the subscriber and CA are parties to a
legally valid and enforceable subscriber agreement that satisfies the requirements of
the Baseline Requirements issued by the CA/Browser Forum; if the CA and
subscriber are the same entity or are affiliated, the applicant representative has
acknowledged the terms of use;

8) The CA maintains a 24 x 7 publicly-accessible repository with current information
regarding the status (valid or revoked) of all unexpired certificates;

9) The certificate may be revoked for reasons formulated by this CP;

10) The CA accurately describes the procedures in the Certificate Policy and
Certification Practice Statement;

11) The certificates issued by the CA to the subscriber satisfy all the material
requirements of this CP;

12) The CA will notify the certificate subscriber of any known events that will
substantially affect the validity and reliability of the subscriber's certificate;

13) Upon the refusal of the CA to issue the certificate, the CA will immediately return
all fees paid to the certificate applicant.
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9.6.2 AV MBI 5B R RA Representations and Warranties

10 CAMMELEMALM, RBFE CA #1448 CPS 5 CP RIBEFINEW S
FOEAAIMAERTE, MV E FINMEW SR IER T R CANIMMAEXEE
ELR. CAYMEIEMIEES 58 FAMERSERFHEGRENT:

1) SEMVASEIEBIT A REMEMIRET S E CA VBRI CPS IR A LR
K,
2) AT A RIEBRIEMRIARBERE, EMEE ST X

%,

3) AMYIMESEHRBATHIERERIFLE, ERBEARIELRSTEEAIN
BRT, AIEUEPRIFARE—#A 1-3 TR,

4) CAYMMERIERE, ASBHTIMNMAKRNSBUEBHINESSIED
RIEAMNERRA—E;

5) SEMHAEIEA CP AME, KAtE CA VMR H. EHSEHiE,

6) JEMVAMRIBIE =L BIERIERIT A ESZIES CAYY,

7) AMMEZEREITANEERSIMEEXNER, FERNERZS CA
WA SRR ARENE XN EREC & CA HIE#FTER FIMEL 5
SRR

8) SEMMRREIIIT AR ER TS

The RA of the CA shall follow the CPS and CP of the CA to assume the

responsibilities of the RA in the electronic certification business. The operation of the

electronic certification business of the RA shall be subject to the relevant management

regulations of the industry and the CA. The specific commitments of the CA's RA in
participating in the electronic certification service process are as follows:

1) The registration process provided by the RA to the certificate subscriber is in full
compliance with all the material requirements of the CA's CPS;
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2) If subscriber's certificate application materials failed to pass the investigation of the
RA, the RA has the obligation to inform the subscriber;

3) The RA completes the certificate application processing within a reasonable period
of time. When the applicant submits complete and compliant materials, the time for
processing the certificate application is generally 1-3 working days;

4) When the CA generates a certificate, the information in the certificate will not be
inconsistent with the information of the certificate applicant due to the mistake of the
RA;

5) The RA will submit the application for cancellation and renewal to the CA in time
according to the stipulation of this CP;

6) The RA shall transmit the information of the certificate subscriber to the CA
through a secure channel;

7) The RA shall properly keep the subscriber's information and information related to
the certification and transfer it to the CA for filing in good time. The RA shall
cooperate with the CA to conduct the electronic certification business compliance
audit in accordance with the relevant agreements;

8) The RA shall perform its obligation of security warning to the subscriber.

9.6.3 1T P HIFRIA 5384R Subscriber Representations and Warranties

TTRBEX CAYTMELXIERNE, RIWAE CAYME., EMVLIMEEEH

IEPHNBEXREEAELE TIRKIE:

1) TTPFWIAERBHFERT AR CP RAEXNENERMAE, BEREZA CP £
R,

2) VTARBIENSEFERN, ERIERFIEBEAEREXRNEMTTE, #HEX
Siakm CAYANIRILAR T BN EEMAR, FE L REERARNELE
TENEEBHN CAYM, METTFRENBRAESL. FATE. TEH

EAREEIBHN CAHIM, HIEMNRKBITFBITAIE, IR7F
AREAN, BAVTFANREARENBETRE. 1TFAERERRIEARR

TER AR SR, @A CA 1,
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3) VTR{ER CAYIMEFIEBE, NEAESFEEHEFEZEHG,

4) VTRPEBIEBATEEZBENFERTHRNHTRFTESR,

5 VUFPNBETEAXNFERAY, FEXSXR—UIEEERNLERER
WiEmER. MEMRE, ITANZERE CATBELNBFILENR
AMEE, ARUEIZMEA. MERITFRESSMAIE. M. 8§
REFIE BRI, HILERRNRKEIT A BITKIE

6) SITFIEBE R MNRARTITHE—XER, MEITFECHE
%, BERNMILBE2AMEE (EHXAIHSHEEE) | IEPNRA
AT AR iR MER;

7) ITAREENRILEBARHNAER Y, BALENSMNIEBEELIR

8) VTFHEMEMIERH, NEIEBPIENT ARG ELEIES, FTE
EEMEMBOEERENAMA FINAE R EASEEME A,

9) ABELEMARE CAYMARNENAER., TF. FH. HEF, SRER
BRI 3RME . HSEAYE BANIE B AR 55 HY I8 AR AR 5

10) ITRAERBIEBEMAIMIATER, NzR1E CA HIADEHIFRIE:

OB HAKFRH T EERE RSO E B A IEB P EEHN S5 A AR AT
5, MTRZBEFIHILH, FFLERILBRAMBRAREA;
OIEBHREBARLERIAAER, WERIZEBIEFHELLERIES,

11) —B CAHMEIR TITFIEBNASERSIT A EBTHEEEZILRTA,
CAHIF N EERET FIES,

12) ITARIE, —BIEB#% CAYMEERE, BABERIZIES.

From the time the subscriber accepts the certificate issued by the CA, the subscriber is
deemed to have made the following commitments to the CA, the RA and the relevant
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parties trusting the certificate:

1) The subscriber confirms that it has acknowledged and accepted all the content of
this CP and related regulations, and agrees to be bound by the terms of this CP;

2) Subscribers shall follow the principle of honesty and trustworthiness. They are
obliged to always provide accurate and complete information and materials to the CA
in applying for digital certificates and other aspects related to issuance, and notify the
CA in time when the above information and materials are changed. If the information
provided by the subscriber is false, incomplete, inaccurate or not notified to the CA in
time after the change, the losses caused by the subscriber shall be borne by the
subscriber. If there is an agent, both the subscriber and the agent are jointly and
severally liable. The subscriber is responsible for notifying the CA of any
misrepresentation or omission made by the agent;

3) When a subscriber uses the CA's digital certificate, the relevant software shall be
obtained by legal means;

4) The subscriber shall use the certificate for lawful purposes and digitally sign it
within the validity period;

5) The subscriber shall generate the key pair in a reliable manner and shall be obliged
to take all reasonable measures to prevent the key from being attacked, lost, disclosed
and misused; the subscriber shall properly keep the private key and password of the
digital certificate issued by the CA, and shall not disclose or deliver it to others. If
others know, misappropriate, or fraudulently use the digital certificate private key and
password due to the subscriber's reasons, the losses caused thereby shall be borne by
the subscriber;

6) Each signature made by the private key corresponding to the public key contained
in the subscriber certificate is the subscriber's own signature, and the certificate used
at the time of signing is a valid certificate (the certificate has not expired or is
revoked), and the private key of the certificate is used by the subscriber for access and
use;

7) The subscriber will review and verify the accuracy of the certificate content and
confirm that the certificate information obtained is correct;

8) When using the certificate, the subscriber shall install the certificate on the
accessible server listed in the certificate and comply with the scope and conditions of
use of all applicable laws and regulations and user agreement;

9) No statements, changes, renewals, upgrades, etc., that have been published by the
CA can be rejected, including but not limited to policies, changes to specifications,
and additions and deletions of certificate services;

10) If the subscriber finds the following situations after obtaining the certificate, the
subscriber shall immediately apply to the CA for revocation:

(D promptly request revocation of the certificate and cease using it and its associated
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private key if there is any actual or suspected misuse or disclosure of the private key
corresponding to the public key contained in the user certificate;

(2 promptly request revocation of the certificate and cease using it if any information
in the certificate is incorrect or inaccurate;

11) The CA is entitled to revoke the certificate immediately if the CA discovers that
the certificate is misused or the subscriber is being used to enable used it for illegal or
even criminal activities;

12) The subscriber warrants to promptly cease all use of the certificate upon it is
revoked by the CA.

9.6.4 MK 1 77 B9 I & 5 8 {& Relying Party Representations and

Warranties

R TT R AR N T A= BN A
1) AEBACPHFNK, THRILPHNEMEBEN, EFACPHAENE, RER
CP AT CA A TTIER BRI A E;
2) HEFRFIZIEBYNAMILPEE, EEBILEE, XHEBOEERETRIL
3) EREMILBMLANGEEXRRIFHINZILBER, 81 BEER CRLH
OCSP #INE B EHAE, WINEBENERSCEMBRER, &%
IR T ArE H I AP T RN, FIMXEBICRNRARSEIL
AR —E; REAMUTEZMEREENMENES
4) NEELEERA CANMATENER. TE. B, ARF, BRHER
PRT-3RME . ASERIE BUANIE B AR 55 RO AN A0 AR 5
5 HNT—ERTRAZSHMRERES 7T SERENEFR, KBTS
CAAITRAVIRKATIRE, FRKBRELEMN B S ALK,

The relying party shall make the following statement and commitment:

1) Familiar with the terms of this CP, understand the purpose of the certificate use,
comply with all the provisions of this CP, and agree to the stipulation of this CP
regarding the limitation of CA liability;
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2) Obtain and install the certificate chain corresponding to the certificate, and verify
the certificate's trust chain before trusting the certificate;

3) Confirm that the certificate is valid before relying the trust relationship proved by
the certificate, including: confirming whether the certificate is revoked by querying
CRL or OCSP; confirming that the certificate is used within the specified scope and
period; checking the reliability of all certificates that have appeared in the certificate
path; confirming that the content of the certificate are consistent with the content to be
certified; checking other information that may affect the validity of the certificate;

4) No statements, changes, renewals, upgrades, etc., that have been published by the
CA can be rejected, including but not limited to policies, changes to specifications,
and additions and deletions of certificate services;

5) If the relying party violates the terms of the reasonable inspection due to
negligence or other reasons, the relying party shall compensate the losses caused to
the CA and shall bear the losses caused to itself or others.

9.6.5 Hth &5 FEHF iR 538{% Representations and Warranties of

Other Participants

RI TR EMS5E N BIEAR CP HHLE.

Other participants not listed here shall follow the stipulation of this CP.
9.71B{®% %235 Disclaimers of Warranties

BRZA CP 28 9.6.1 TR A BAFAARIEIN, CA VIMAKIBEMAERFERARIERN
NE 3
1) AMREBEBITA. G877k MS5ENRE 518R,
2) AXERFINEA RN T A AT E AR A H 4B 4R
3) AEIBBUEIEHSCEEASATEMARE CAVMATFHRETROME,
4) AEBEHIEBIE B NRIMNYY BIERAHREK;
5) AABEIE CAHMERSBMREHRE. MEFHSBIEBIRE. XHF
BT S H A SIS BRI K
6) AFEBHTAUMNNEZSENRS P HILERNE AHRK,
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7) HERT CAYMNEETNERTASHEMI BT ARSI RNERAEX

SMXITPIERAIRE, CAYMARRIEBRE.
Except for the clear commitments in Section 9.6.1 of this CP, the CA does not assume
any other forms of warranty or obligation:

1) Not warrant the representations and warranties of certificate subscribers, relying
parties and other participants;

2) Not warrant any other software used in electronic certification activities;

3) Not bear any losses beyond the scope of the certificate or for other uses not
permitted by the CA;

4) Not bear the losses caused by applications beyond the specified purpose of the
certificate use;

5) Not bear the losses caused by equipment failures, network interruptions resulting in
certificate errors, transaction interruptions or other things that are not because of the
CA;

6) Not bear the client losses caused by service interruption due to force majeure
factors;

7) The CA is not responsible for the losses caused to the subscribers due to violations
of the contractual obligations caused by the CA's partner's ultra vires or other fault
actions.

9.8 PR35 {F Limitations of Liability

R CAHAMARYE CP SAEXEREMME, MR EEHEIRIBREEN/
HAMZETTERY, CAFIMREARIEREBIIA CP 5 9.9 THENARIBETRE.
If the CA is required to bear the indemnification and/or compensation liability
according to the CP or relevant laws and regulations and the judicial judgment, the

CA institution shall bear the limited liability not exceeding the provisions of Section
9.9 of this CP.

CAMAE SIT A MBI ZERNHNF, XTEITASARETT R EE R
MMERREERENS.

The CA does not have an indemnity obligation in an agreement with a subscriber and
a relying party for damages caused by the subscriber or the relying party.
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9.9k 4% Indemnities
9.9.1 CA #1#3Hy M= Indemnification by CAs

W CAMIMER T A CP 2 9.6.1 TTHIFRA SBR, IEBITF . #7759 IX
BI5 CANMRIBIRETE (RERANERTRIN) . TRIBEFENE CA YK
EERBEERE:

1) CAVIMREIERERELRATIFMSMNIE=F, SBUTFSKEAEZREK,

2) TEITFRIZERIANTEABUERLT, CAVMBMERNIEBSHHERE
£, BSBOTP SR H It & /K,

3) CA#MBBAIT PR AZME SR ARFERBIIRNIER, MDAITTAEXR
P, HESBURBTESHRK,

4) BT CANMMNERBETEBRANME, SEITASREEZIRK

5) CAMMKREERMNEHEIIE, ALSEEKRBAEZREK.

If the CA violates the representations and warranties in Section 9.6.1 of this CP, the
certificate subscriber or relying party may apply for the CA to assume liability (except
statutory or contractual exemption). The CA shall be liable for limited liability in the
following cases:

1) The CA wrongly issued a certificate to a third party other than the subscriber,
causing the subscriber or relying party to suffer losses;

2) In the case where the subscriber submits complete and accurate information or
materials, the certificate issued by the CA contains error information and causes the
subscriber or relying party to suffer losses;

3) In the case where the CA is fully aware that the subscriber has submitted false
information or materials and still issues a certificate for the subscriber, causing the
relying party to suffer losses;

4) The disclosure of the certificate private key due to the CA causes the subscriber or
relying party to suffer losses;
5) The CA failed to revoke the certificate in time, resulting in the loss of the relying

party.
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9.9.2 7T Py 4% Indemnification by Subscribers

IERITAEEASERIE RN, &5 EFThERMSE CA YIAGHEM
ALK, TP RABRETRE.

When the certificate subscriber uses or trusts the certificate, if there is any action or
omission that causes losses to the CA and the RA, the subscriber shall be liable for
indemnification.

URPERIE PR TREEMN TERL TREBRERE.

Upon acceptance of the certificate, the subscriber agrees to be liable for the following
circumstances.

1) R CAHMGRHMESL T BIERNER, MSE CAYMEHEXRETHREK,

2) RERIPITFHRSA, BEF R B EALEAGIFERR LT PRRAARK.

A

MR RN WARERNAERN, ITAAIXMITHNERAE,

3) AMBIULBBACKLBHETRIEN, KRENEM CAYY, FELEME
RiZIEH, mSE CANMEEXRETTIRE,

4) ITRIMREERB T ERERNRRAE R, MEBETBIEBRIET - MHZH
WFEZZREMAAMBEXERE, ITRRANXMITANERAE,

5) IEPMAEEFERA, BIER CAMHEREANIE, ENT CAYVMEEX
BTN EZRRK .

1) Failing to provide true, complete and accurate information to the CA, resulting in
losses to the CA or related parties;

2) If the subscriber's private key is not protected, or if the necessary safeguards are
not used to prevent the subscriber's private key from being lost, compromised,
modified, or used by an unauthorized person, the subscriber must be responsible for
the consequences of such conduct;

3) Failing to promptly inform the CA and cease using the certificate when it is aware
that the certificate key has been compromised or may be compromised, resulting in
losses of the CA or related parties;

4) If the subscriber makes a mistake in describing the information to the relying party,
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and the relying party takes these descriptions for granted after verifying one or more
digital signatures with the certificate, the subscriber must be held liable for the
consequences of such conduct;

5) The illegal use of the certificate, that is, the violation of the CA's regulations on the
use of the certificate, has caused losses to the interests of the CA or related parties.

9.9.3 #k#i 77 B9 = Indemnification by Relying Parties

WA TRIEE S CAMMKITAEZME, KT RAEBRERE:

1) KREFT CA VM SHKF T AIMUFIAR CP FH#LERI X5,

2) RWKEBACP EEHEZ, SH CANMRESNAIERRETGSE=TE
SARK;

3) HEMHEAREMER TERIES, WM&BTTRMIEREEE. BEARER,
IERELNK TRETREEE,

4) RETTARRIUEE BT

5) {k#i77ABITEIE CRL 5t OCSP WA 2 &

If the CA or subscriber suffers losses due to the following circumstances, the relying

party shall be liable for indemnification:

1) Failing to perform the agreement between the CA and the relying party and the
obligations specified in this CP;

2) Failing to verify reasonably according to this CP, resulting in losses suffered by the
CA and its authorized certificate service agencies or third parties;

3) Trusting the certificate in an obviously unreasonable situation, such as when the
relying party is aware that the use of certificate is out of scope and overdue, and the
certificate private key has been or may be stolen;

4) The relying party has not verified the certificate's trust chain;
5) The relying party has not verified whether the certificate has been revoked by
querying the CRL or OCSP.
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9.10 BANHEAPR 5 %% 1F Term and Termination

9.10.1 BHRHARR Term

AR CPAANBATMIERXAER, E—hRAR CP B K3,

This CP comes into effect at 0:00 on the effective date, and the previous version of CP
becomes invalid at the same time.

0.10.2 %1 Termination

CAHMBENEIEAR CP (BEITIR) - &R CPET—hRA CP £z A
CA 9% 1F 88 FINIEAR S5 B K30
The CA has the right to terminate this CP (including amendments). This CP expires on

the date the next version of CP becomes effective or when the CA terminates the
electronic certification service.

9.10.3 M EVZ%& 1F 51R B Effect of Termination and Survival

AR CP&ILE, HENIKBENZELE, CPRANABAATHER, BXLILE
ZBRIRERNZERSER, CP PNENRENNERRBRITEMAER. CP HF

EHEIT. REEE. BRFRIP. MR NEFTHASEH .

After the termination of this CP, its effect will be terminated at the same time, and the
content in the CP will be considered invalid. However, for the legal facts that
occurred before the date of termination, the provisions and the exemption obligations
of each party in the CP are still valid. The audit, confidential information, privacy
protection, and intellectual property rights involved in the CP continue to be valid.

911 WHEEZWNAN5)1EE 5 538 Individual Notices and
Communications with Participants
S5ZMBH—L T B CP RIREMFENK, TNBTHEIRKR CAHM,

Participants who need to know more about the terms mentioned in this CP can contact
the CA by phone.
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AKCPEILE, CAVIMBEMXEEANNEXETERANS S A MEB FINE

AN ARETT.

After the termination of this CP, the CA will notify the parties involved in the CA's
electronic certification activities regarding the invalidation of the documents.

9.12 117 Amendments

9.12.1 1&1T#2F Procedure for Amendment

2 CAHMZ S KM EEER LI, CP HE/NAGFELFE—RA CP
BRAFEEREEEANEEBINERRAXEFL, A MEFEHR
RS

Authorized by the CA's Security Policy Administration Committee, the CP writing
team reviews this CP at least once a year to ensure that: it complies with national laws
and regulations and the requirements of the competent authorities and relevant
international standards; and it meets practice needs of the certification.

A CPHETTSEH, H CP RE/NAREBEITIRE, 2 CATMLZERBE
BZAsftER, B CPRE/NANTARE, BIIFN CP HFE CAHMELE

KIREEZ ASMEREEHFTIMER 3B W5 (http//www.bjca.cn) IE T X 7h &
il

o

For amending and updating this CP, the CP writing team shall submit an amendment
report and organize the amendment with the consent of the CA's Security Policy
Administration Committee. The amended CP will be officially published on the
website of BICA (http://www.bjca.cn) after being approved by the CA's Security
Policy Administration Committee.

A GEBREE) BEHiT KA RRATZ S

This Certificate Policy will be subject to strict version control.

0.12.2 BHEIHHIFNHAFR Notification Mechanism and Period

BT IRE CP £t AR RN CA AIAMAYE M http://www.bjca.cn E&¥h .
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SFEEBTEFIE. 4. BEREHXNBEMNENR, CANMEAESIENR

BRBMAEXETT, EENNENMFRLEEXTZINTEER/N. WEEITEAD
M7 ATHEER, ITRREHRBENHEIEENRE, SEANRBRIZET.

The amended CP will be published on the CA's official website http://www.bjca.cn
after approval. For amendments that require notification by e-mails, letters, media,
etc., the CA will notify the parties within a reasonable time, and the reasonable time
shall ensure that the parties concerned are least affected. If within 7 working days
after the amendment, the subscriber does not apply for the revocation of its certificate,
it will be deemed to agree to the amendment.

9.12.3 A& R 5 N 89 15 2 Circumstances Under Which

CPS Must Be Changed

1) A CPHIBEXNAEEEREMNERENIIBITMEAR—E, CAVIKIELIEN
AR CP FHEXRAA,

2) EREERIINA CP HAFHNENSIFREKR;

3) A CPHRMM., REMBXRARELAREHE CAYMBFINELFH
=K,

4) 7K CPH1EXMAA S CA/Browser Wik HT &0 AIHHXISE . WebTrust 3f CA
AR —EL, CAHUSRIRILIERA CP RIEX AR .

1) The relevant content in this CP is inconsistent with the laws, regulations or
departmental rules of the jurisdiction, and the CA will modify the relevant content in
this CP accordingly;

2) The national regulatory authorities have a clear request of change or adjustment for
this CP;

3) The rules, procedures and related technologies described in this CP no longer meet
the requirements of the CA's electronic certification business;

4) The relevant content in this CP is inconsistent with the latest specifications of the
CA/Browser Forum and the rules of WebTrust for CA. The CA will modify the
relevant content in this CP accordingly.
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9.13 S ALIE Dispute Resolution Provisions

CAHM. IEBITF. BT FREAER FIMEAR P =EF W, NES
Wi Z B 3 B AE CA MIMIEHFWAAEERFBRHERETT, FWBR
AT ZA T HR:

1) RIEAR CP RMBXEEZENNME, BHIET

2) H CAHMARERATRSHRIBEANA,

3) & CAHUEINMARE, BEBREEMBITHTER,

4) 75 CANMSUIMIEREAR CP A% R AR N, FIRTTIX ] UK
FURIERMPHEZ RS

Disputes arising from electronic certification activities by entities such as CAs,
certificate subscribers and relying parties shall file a dispute resolution request with
the CA within 3 months from the time of the dispute and notify the relevant parties.
The dispute resolution can be implemented in the following steps:

1) According to the provisions of this CP and relevant laws and regulations, the
responsible party is clearly defined,

2) The relevant departments of the CA are responsible for coordinating with the
applicant;

3) If the coordination of the CA fails, the relevant legal department will make a ruling;
4) For any dispute with the CA or the RA regarding this CP, the parties to the dispute
may only submit the dispute to the Beijing Arbitration Commission for arbitration.

9.14 E#E7%fE Governing Law

CAHMEE CP ZEREMAHN (PEARKXMERER) . (PEARH
MEBFEFZE) M (B FINMERSERINEY RIEXSEEEMNE, Ak CP
MEIMERE ERERENZARSHTHITIEREHNAL, CA AR XTI 57K
TET, BT EEREREANE.
The CP of CA is subject to Civil Code of the People’s Republic of China, Electronic

Signature Law of the People's Republic of China and Measures for the Administration
of Electronic Certification Service and relevant laws and regulations. If a clause in

- 175 -



@ éﬂ?i)\;/[E BT INIE L 7] R BOAER RAE - SRS

this CP conflicts with the provisions of the above-mentioned laws and regulations or
its enforceability, the CA will amend the clause to comply with relevant laws and
regulations.

9.15 5i&EHEAENFTS M Compliance with Applicable Law

T8 CAHMENEBRIT P KRBT F LA EE AR RS CAML
MEGIES, 7 CP MyI4T. MBRNERFBMEAFEARLMEEZENLE.
EET5 CA NSRBI MG A CP AT KM ARSI, HNERFEAR
HFEEE.

The implementation, interpretation and procedural validity of this CP shall be
governed by the laws of the People's Republic of China, regardless of where the CA's
certificate subscribers, relying parties and other entities reside and where they use the

CA's certificate. Any dispute with the CA or the authorized RA regarding this CP shall
be resolved in accordance with the laws of the People's Republic of China.

9.16 —H% %=k Miscellaneous Provisions

9.16.1 SEEMY Entire Agreement

CA#MR CP T BN XHEM B 8. BX. THEAFTIFMD. XT
M EFMEFATELENERRR, BB E LD, K CPEEK
P RIS R R AR . HEREABE s AL, RTEMICKEIERE CA

HADEY B 77 Wb o I E 18 AR 5T .

The complete document structure of CA's CP includes 3 parts: title, contents and body
content. The modified alternatives to the contents and body content will completely
replace all previous Sections. This CP will replace all previous or contemporaneous
written or oral interpretations of the same subject. This complete agreement will be
published on the official website of the CA for query and browsing.

9.16.2 ¥:if Assignment

CANIMERL, RIEAR CP FIFERAVMELAEZTTHMAAMNSES, EHH=E

AT HERERZENNRRNELITNAN 5 XS LT AR EN RN
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AL T3 A — T RS R FTIER T

The CA declares that, according to the rights and obligations of the parties to the
certification entity detailed in this CP, the parties may assign the rights and obligations
in accordance with the relevant provisions of laws and regulations. This assignment
does not affect the assignor’s renewal of any debts and liabilities of the other party.

9.16.3 3|4 Severability

AR CP NIEEIZRMRBNAHE TS CA M EERENAEREN R £ R
WHEALIHAEFTHIT IR, CAYM T NERKRLEZNRE MEITTIZFK,
EHAZEN, HRBPAZEMW, CAYMBELETIREEITHNRE.

When any clause or application of this CP is determined to be invalid or
non-executive due to conflicts with the laws and regulations of the jurisdiction in
which the CA is located, the CA may amend the clause to the extent necessary to
continue to be effective, with the rest unaffected, the CA will disclose the amended
content in this Section.

ERBEITEEXRSZRIER 28, CAYIME XX HZE questions@
cabforum.org, %0 CA/Browser 121z CP FEEITHELR, HHFHIACBELHE

INFEHREF FRFN/A FEAREZF 3R https://cabforum.org/pipermail/public/.

Before issuing a certificate based on the amended request, the CA will send an email
to questions@caforum.org, notify the CA/Browser Forum CP of the amended
information, and confirm that it has been posted to the public mailing list and public
file list https:/ /cabforum.org/pipermail/public/.

EREAEER, 5 CA/Browser iLIEMIEREER, £ CAHMBERTE
CA/Browser 21z 4 Baseline Requirements KA ER, NAZ=S F{EE % CA
FAN S BIENAEREREER. DRx WS REHITHERIEE, X CAMY
K9 CP 9181T, R[5 CA/Browser iRz AIBEAINE7E 90 R ASEM .

If the law no longer applies, or the requirements of the CA/Browser Forum are
modified to make the CA conform to both the Baseline Requirements and legal
requirements of the CA/Browser Forum, any adjustments to the business operations of
the CA in this Section will no longer apply. The above-mentioned related adjustments
to the business operations, the amendment of the CA's CP, and the notification to the
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CA/Browser Forum will be completed within 90 days.

9.16.4 & 4T Enforcement

CA AR, ATTFIEB ARBITT FLERINTT CA YA CP hEITAE
REINFIZSE AR RAMITIZIE E A E
The CA declares that if the entity such as the subscriber certificate or relying party

fails to implement a provision in the CP of the CA, it is not considered that the entity
will not implement the or other provisions in the future.

9.16.5 A~1J$71 /7 Force Majeure

CAHMAX E S, TiEs. BRRE. FERMERKR. FEL. BN
HAn B MR ETTEEAE AR TR N NEHPNEMA CP AUEBRIENER
RETTEEITIR.

The CA shall not be liable for violations, delays or failure to perform the warranty
obligations of this CP due to force majeure events such as wars, terrorist activities,

natural disasters, infectious diseases, strikes, breakdown of Internet or other
infrastructure.

90.17 HM4Ex Other Provisions
CA ¥ M3t A CP BB RA BTN,

The CA reserves the right to the final interpretation of this CP.
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